Cisco Systems, Inc. Supplemental EULAs (SEULAs) provided at the request of the General Services Administration Schedule Program and are authorized by Cisco solely for the use of GSA Schedule Customer orders.

Cisco Supplemental EULAs (SEULAs) as provided on September 24, 2013

<table>
<thead>
<tr>
<th>Pg</th>
<th>Coverage</th>
<th>Specific SEULA topic</th>
<th>Reference</th>
</tr>
</thead>
<tbody>
<tr>
<td>3</td>
<td>Cisco Meraki Cloud Networking</td>
<td>Cisco Meraki Cloud Networking</td>
<td>DOC</td>
</tr>
<tr>
<td>9</td>
<td>Cloud and Systems Management</td>
<td>Cisco Active Network Abstraction</td>
<td>DOC-19972</td>
</tr>
<tr>
<td>10</td>
<td>Cloud and Systems Management</td>
<td>Cisco Cloud Portal</td>
<td>DOC-67346</td>
</tr>
<tr>
<td>10</td>
<td>Cloud and Systems Management</td>
<td>Cisco Workplace Portal</td>
<td>DOC-67346</td>
</tr>
<tr>
<td>12</td>
<td>Cloud and Systems Management</td>
<td>Cisco Configuration Engine 3.0 Media and Developer Kit</td>
<td>DOC-13883</td>
</tr>
<tr>
<td>13</td>
<td>Cloud and Systems Management</td>
<td>Cisco Connected Grid Network Management System</td>
<td>DOC-68737</td>
</tr>
<tr>
<td>14</td>
<td>Cloud and Systems Management</td>
<td>Cisco Intelligent Automation for Cloud</td>
<td>DOC-68556</td>
</tr>
<tr>
<td>14</td>
<td>Cloud and Systems Management</td>
<td>Cisco Intelligent Automation for Compute</td>
<td>DOC-68556</td>
</tr>
<tr>
<td>14</td>
<td>Cloud and Systems Management</td>
<td>Cisco Intelligent Automation for SAP</td>
<td>DOC-68556</td>
</tr>
<tr>
<td>16</td>
<td>Cloud and Systems Management</td>
<td>Cisco Prime LMS 4.1</td>
<td>DOC-58713</td>
</tr>
<tr>
<td>16</td>
<td>Cloud and Systems Management</td>
<td>Cisco Prime Infrastructure</td>
<td>DOC-58713</td>
</tr>
<tr>
<td>18</td>
<td>Cloud and Systems Management</td>
<td>Cisco Prime Central</td>
<td>DOC-58855</td>
</tr>
<tr>
<td>14</td>
<td>Cloud and Systems Management</td>
<td>Cisco Process Orchestrator</td>
<td>DOC-68556</td>
</tr>
<tr>
<td>14</td>
<td>Cloud and Systems Management</td>
<td>Cisco Server Provisioner</td>
<td>DOC-68556</td>
</tr>
<tr>
<td>14</td>
<td>Cloud and Systems Management</td>
<td>Cisco Tidal Enterprise Scheduler</td>
<td>DOC-68556</td>
</tr>
<tr>
<td>20</td>
<td>Cloud and Systems Management</td>
<td>(Cisco Cloud Portal, Workplace Portal and Cisco Service Connector)</td>
<td>DOC-68700</td>
</tr>
<tr>
<td>14</td>
<td>Cloud and Systems Management</td>
<td>Cisco Tidal Performance Analyzer</td>
<td>DOC-68556</td>
</tr>
<tr>
<td>22</td>
<td>Cloud and Systems Management</td>
<td>Cisco Tidal Intelligent Automation</td>
<td>DOC-31651</td>
</tr>
<tr>
<td>24</td>
<td>Cloud and Systems Management</td>
<td>Cisco Unified Provisioning Manager</td>
<td>DOC-21311</td>
</tr>
<tr>
<td>24</td>
<td>Cloud and Systems Management</td>
<td>Cisco Unified Operations Manager</td>
<td>DOC-21311</td>
</tr>
<tr>
<td>24</td>
<td>Cloud and Systems Management</td>
<td>Cisco Unified Service Monitor</td>
<td>DOC-21311</td>
</tr>
<tr>
<td>24</td>
<td>Cloud and Systems Management</td>
<td>Cisco Unified Service Statistics Manager</td>
<td>DOC-21311</td>
</tr>
<tr>
<td>26</td>
<td>Collaboration</td>
<td>Cisco Magento Managed Services</td>
<td>DOC</td>
</tr>
<tr>
<td>29</td>
<td>Collaboration</td>
<td>Cisco UC Virtualization Hypervisor and Cisco UC Virtualization Foundation</td>
<td>DOC</td>
</tr>
<tr>
<td>31</td>
<td>Collaboration</td>
<td>Cisco Unified Communications Manager 7.X NFR Kit</td>
<td>DOC-19231</td>
</tr>
<tr>
<td>33</td>
<td>Collaboration</td>
<td>Cisco Unified Communications Manager 8.X NFR Kit</td>
<td>DOC-16947</td>
</tr>
<tr>
<td>35</td>
<td>Collaboration</td>
<td>Cisco Unified Video Conferencing</td>
<td>DOC-29311</td>
</tr>
<tr>
<td>35</td>
<td>Collaboration</td>
<td>Cisco Unified Videoconferencing Manager</td>
<td>DOC-29311</td>
</tr>
<tr>
<td>37</td>
<td>Routers</td>
<td>CSR 1000V</td>
<td>DOC-62134</td>
</tr>
<tr>
<td>39</td>
<td>Security</td>
<td>Cisco AnyConnect Secure Mobility Client</td>
<td>DOC-1</td>
</tr>
<tr>
<td>46</td>
<td>Security</td>
<td>Cisco ASA 5585-X CX-10 Web Security Essentials</td>
<td>DOC-61013</td>
</tr>
<tr>
<td>Page</td>
<td>Category</td>
<td>Description</td>
<td>Document Code</td>
</tr>
<tr>
<td>------</td>
<td>----------</td>
<td>----------------------------------------------------------------------------------------------</td>
<td>---------------</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Visibility &amp; Control</td>
<td></td>
</tr>
<tr>
<td>50</td>
<td>Security</td>
<td>Cisco ISE Wireless</td>
<td>DOC-4</td>
</tr>
<tr>
<td>51</td>
<td>Security</td>
<td>Cisco ISE Wireless Upgrade</td>
<td>DOC-5</td>
</tr>
<tr>
<td>52</td>
<td>Security</td>
<td>Cisco ISE Advance</td>
<td>DOC-6</td>
</tr>
<tr>
<td>53</td>
<td>Security</td>
<td>Cisco ISE Migration</td>
<td>DOC-7</td>
</tr>
<tr>
<td>54</td>
<td>Security</td>
<td>Cisco ISE All-in-One</td>
<td>DOC-8</td>
</tr>
<tr>
<td>56</td>
<td>Security</td>
<td>Cisco Content Security Software (formerly Cisco IronPort Email and Web Security Appliances and Security Management Application)</td>
<td>DOC-9</td>
</tr>
<tr>
<td>59</td>
<td>Security</td>
<td>Cisco ASA 1000V Cloud Firewall</td>
<td>DOC-11</td>
</tr>
<tr>
<td>61</td>
<td>Security</td>
<td>Cisco Integrated Security Appliance (ISA)</td>
<td>DOC-12</td>
</tr>
<tr>
<td>63</td>
<td>Security</td>
<td>Cisco ACS (all-in-one version)</td>
<td>DOC-14</td>
</tr>
<tr>
<td>35</td>
<td>TelePresence</td>
<td>Cisco TelePresence Commercial Express</td>
<td>DOC-29311</td>
</tr>
<tr>
<td>65</td>
<td>TelePresence</td>
<td><strong>Cisco TelePresence Multipoint Switch 1.5</strong></td>
<td>DOC-14958</td>
</tr>
<tr>
<td>35,65</td>
<td>TelePresence</td>
<td><strong>Cisco TelePresence Manager</strong></td>
<td>DOC-29311</td>
</tr>
<tr>
<td>65</td>
<td>TelePresence</td>
<td>Cisco TelePresence Primary Codec</td>
<td>DOC-14958</td>
</tr>
<tr>
<td>35,65</td>
<td>TelePresence</td>
<td>Cisco TelePresence Express Multipoint Switch</td>
<td>DOC-29311</td>
</tr>
<tr>
<td>65</td>
<td>TelePresence</td>
<td>Cisco TelePresence Express Manager System</td>
<td>DOC-14958</td>
</tr>
<tr>
<td>67</td>
<td>TelePresence</td>
<td><strong>Cisco TelePresence Multipoint Switch</strong></td>
<td>DOC-26211</td>
</tr>
<tr>
<td>68</td>
<td>TelePresence</td>
<td>CTS Management</td>
<td>DOC-20211</td>
</tr>
<tr>
<td>69</td>
<td>Video</td>
<td>Cisco Video Control Plane and CDN Manager</td>
<td>DOC-66875</td>
</tr>
<tr>
<td>71</td>
<td>Video</td>
<td>Cisco Videoscape Media Managed Services and Videoscape Media Suite Software</td>
<td>DOC-31551</td>
</tr>
<tr>
<td>71</td>
<td>Video</td>
<td><strong>Cisco Videoscape Media Suite CMS</strong></td>
<td>DOC-31151</td>
</tr>
<tr>
<td>71</td>
<td>Video</td>
<td><strong>Cisco Videoscape Media Suite Entitlement</strong></td>
<td>DOC-31151</td>
</tr>
<tr>
<td>71</td>
<td>Video</td>
<td><strong>Cisco Videoscape Media Suite Publisher</strong></td>
<td>DOC-31151</td>
</tr>
<tr>
<td>71</td>
<td>Video</td>
<td><strong>Cisco Videoscape Media Suite Streaming Player</strong></td>
<td>DOC-31151</td>
</tr>
<tr>
<td>73</td>
<td>WebEx</td>
<td><strong>Cisco WebEx Meeting Server</strong></td>
<td>DOC</td>
</tr>
<tr>
<td>77</td>
<td>WebEx</td>
<td><strong>Cisco WebEx Social</strong></td>
<td>DOC</td>
</tr>
</tbody>
</table>
SUPPLEMENTAL END USER LICENSE AGREEMENT

THIS SUPPLEMENTAL END USER LICENSE AGREEMENT (THIS "AGREEMENT") SUPPLEMENTS AND AMENDS THE TERMS OF THE CISCO SYSTEMS, INC. ("CISCO") END USER LICENSE AGREEMENT AVAILABLE AT THE FOLLOWING WEB ADDRESS: http://www.cisco.com/go/eula (THE "EULA"). THIS AGREEMENT FORMS A LEGALLY BINDING AGREEMENT BETWEEN YOU AND MERAKI LLC AND ITS AFFILIATES, INCLUDING CISCO, ITS PARENT COMPANY ("MERAKI") AND GOVERNS YOUR ACQUISITION AND USE OF MERAKI PRODUCTS. PLEASE READ THIS AGREEMENT CAREFULLY. THIS AGREEMENT GOVERNS THE TERMS UNDER WHICH YOU MAY USE OUR FREE WEB AND MOBILE APPS, PURCHASE HARDWARE FROM US OR OUR AUTHORIZED RESELLERS, AND PURCHASE A LICENSE TO USE OUR PROPRIETARY WEB-BASED HOSTED SOFTWARE PLATFORM THAT INTERACTS WITH OUR HARDWARE. YOU ACKNOWLEDGE THAT YOU HAVE READ, UNDERSTOOD, AND AGREE TO BE BOUND BY THIS AGREEMENT AND TO USE OUR PRODUCTS IN COMPLIANCE WITH THIS AGREEMENT. IF YOU DO NOT AGREE TO THE TERMS OF THIS AGREEMENT, PLEASE DO NOT USE OUR PRODUCTS.

The terms "Customer," "you," "your," and "yours" refer to you, the end GSA customer, the authorized entity permitted to use the Products, whether obtained directly from Meraki or through one of our authorized resellers. The terms "Meraki" "we," "us," and "our" refer to Meraki, LLC, a Delaware limited liability company with offices at 500 Terry Francois Street, San Francisco, California, 94158. For any material modifications to this Agreement, such modifications will be effective if they are stated in a writing, signed by both parties...

ARTICLE 1 DEFINITIONS

For purposes of this Agreement, the following terms have the corresponding definitions listed below.

"Agent Software" means Meraki’s downloadable software client that is installed on a computer or mobile device as part of the Systems Manager application.

"Apps License" has the meaning given to it in Section 3.2, below.

"Customer Content" means content prepared by you for use with the Products, whether or not provided to Meraki, including logos, splash pages, network configurations, and preferences.

"Device Management Functionality" means the actions that may be performed by Customer or by Meraki on a mobile device or other device (e.g., a laptop computer) managed by our Systems Manager product, including: (i) list, access, copy, move, and delete files; (ii) track and record device location over time; (iii) take and record screenshots (on computers only); (iv) set and enforce policies; and (v) install and remove apps (on mobile devices only).

"Documentation" means any user instructions, manuals, Specifications, or other documentation provided by Meraki, at http://meraki.cisco.com that relates to the use of the Products, including any Modifications.

"Distributor" has the meaning given to it in Section 3.7, below.

"End Users" means those persons who obtain access to your Network.

"Feedback" has the meaning given to it in Section 5.1, below.

"Firmware" means our proprietary software embedded in or otherwise running on the Hardware.

"Firmware License" has the meaning given to it in Section 3.1, below.

"Governing Documents" has the meaning given to it in Section 8.1, below.

"Hardware" means the Meraki hardware products listed on an Order.

"Hosted Software" means our proprietary, web-based software platform, including the interface known as the "Dashboard" and any Agent Software, but specifically excluding the Web Apps.

"Hosted Software License" has the meaning given to it in Section 3.1, below.

"Intellectual Property Rights" means all (a) rights associated with works of authorship throughout the world, including but not limited to copyrights, (b) trademarks, service marks, trade name and logo rights, and similar rights, (c) trade secret rights and other rights in inventions, know-how and confidential or proprietary information, (d) patent rights, (e) domain names and Internet keywords, (f) other intellectual property or other proprietary rights, whether arising by operation of law, contract, license, or otherwise, and (g) registrations, initial applications, renewals, extensions, provisional, continuations, divisions or reissues thereof now or hereafter in force (including any rights in any of the foregoing).

"Licenses" means, collectively, the Firmware License, the Hosted Software License, and the Apps License.

"Mobile Apps" means the Agent Software for mobile devices.
“Modification” or “Modifications” means all changes incorporated into or used with the Software or Documentation, including enhancements, standard releases, and patches.

“Network” means your local area network, created in whole or in part by use of our Products.

“Order” means a purchase order submitted by you either directly to Meraki or to one of our authorized resellers with respect to the purchase of the hardware products, software products, and related licenses listed on such Order.

“Products” means, collectively, the Hardware, the Software, the Documentation, and the Support Services.

“Purchase Price” means the aggregate price you paid for the Products listed on the applicable Order.

“RMA” has the meaning given to it in Section 7.2, below.

“Service Level Agreement” means the Service Level Agreement included as Attachment 1, which governs the terms of the Service Level Warranty.

“Service Level Warranty” has the meaning given to it in Section 7.1, below.

“Software” means, collectively, the Firmware, the Hosted Software, and the Web Apps.

“Specifications” has the meaning given to it in Section 4.1, below.

“Systems Manager” means the Web App currently known as Systems Manager.

“Systems Manager Data” means the data collected through the Device Management Functionality and otherwise through Systems Manager.

“Support Services” means the customer support services described below in Attachment 2.

“Term” means the term of the Hosted Software License(s) indicated on the Order or as subsequently modified in connection with the purchase of additional Hosted Software Licenses so that the “Term” with respect to all such licenses expires at the same time in accordance with the provisions of Section 6.1, below.

“Traffic Information” means, collectively, information about devices that connect to the Network, such as MAC address, device type, operating system, geolocation information, and information transmitted by devices when attempting to access or download data or content (e.g., hostnames, protocols, port numbers, and IP addresses) via the Network.

“Warranty Period” means, with respect to any item of Hardware, the greater of one year or the warranty period set forth in the applicable Specifications, commencing, in either case, on the date the applicable Hardware is shipped to Customer in fulfillment of the Order.

“Web Apps” means the web-based applications (available to you at http://meraki.cisco.com) currently known as “Mapper,” “Stumbler,” and “Systems Manager.”

ARTICLE 2 SERVICES

2.1. Meraki Responsibilities. If you have purchased a Hosted Software License, we will provide you with access to the Hosted Software commencing as of the date your Order ships through the expiration of the Term, subject to the terms of this Agreement.

2.2. Customer Responsibilities. You are responsible for your use of the Products in full compliance with this Agreement and for all activities engaged in by you and your End Users while using your Network, including without limitation: (i) promptly updating the registration information of the primary account holder for the Hosted Software if it changes or is no longer current, accurate and complete; (ii) using commercially reasonable efforts to prevent unauthorized access to, or use of, the Hosted Software, and notifying Meraki promptly of such unauthorized access or use; (iii) being responsible for the accuracy, quality, integrity, legality, reliability, and appropriateness of all activities of your End Users and providing any support services your End Users may need; (iv) obtaining and maintaining all Hardware and other communications equipment needed to access the Hosted Software or Web Apps and for paying all required third-party access charges (v) being responsible for, and assuming the risk of, any problems resulting from the content, completeness, accuracy, and consistency of all Customer Content; and (vi) complying with all applicable local, state, federal, and foreign laws in using the Hosted Software, or Web Apps.

ARTICLE 3 LICENSES

3.1. Firmware License and Hosted Software License. Subject to the terms and conditions of this Agreement, Meraki grants you a non-sublicensable, non-transferable (except as otherwise provided herein) and non-exclusive license, for the duration of the Term, to (i) use the Firmware only for internal purposes, in object code form, as embedded in, or for execution on, the Hardware (the “Firmware License”), and (ii) access the Hosted Software via a web browser and use the Hosted Software solely for internal business purposes (the “Hosted Software License”).

3.2. Apps License. If you access any of the Web Apps, including the download and/or installation of any related Agent Software, or download any Mobile App, then, subject to the terms and conditions of this Agreement, Meraki grants you an individual, personal, non-sublicensable, non-exclusive, and non-transferable (except as otherwise provided herein) license to use the Web Apps or Mobile App, as applicable, for your personal or internal business
3.3 Reserves.

3.4 Modifications. If, during the Term, Meraki integrates any Modifications into the Firmware, Hosted Software, or Web Apps, each such Modification and all related Documentation, will be deemed to be part of the Firmware, Hosted Software, or Web Apps and made available to the Government only under the terms of the applicable Firmware License, Hosted Software License, or Apps License.

3.5 License to Customer Content. You hereby grant us a non-sublicensable and non-exclusive license to reproduce, distribute, or use any Customer Content for the duration of the License(s) applicable to the Products you are using in connection with our delivery of the Products and services contemplated by this Agreement. You understand and agree that Meraki may use and disclose, in an aggregated format only, any and all data that is derived or collected from your use of the Products for the purpose of generally improving the Products and to otherwise operate, manage, maintain, improve, or promote Meraki’s products and services, provided that such aggregated data would not reasonably be identifiable as originating with or associated with you or any End User.

3.6 Restrictions. In exchange for the grant of the applicable license or licenses set forth above, you agree you will not, and will not permit others to, whether directly or indirectly: (i) reverse engineer, decompile, disassemble, or otherwise attempt to discover the source code or underlying ideas or algorithms of the Software; (ii) modify, translate, or create derivative works based on the Software; (iii) rent, lease, distribute, sell, resell, assign, or otherwise transfer rights to the Software; (iv) use or attempt to use the Firmware on third party hardware components; or (v) remove any proprietary notices or labels on the Software.

3.7 Special Terms Regarding Apple. Mobile Apps may be distributed by Meraki via a third party (“Distributor”), including Apple, Inc. You acknowledge that this Agreement is entered into solely between you and Meraki. This Agreement is not intended to provide for usage rules for Mobile Apps that are less restrictive than the Usage Rules set forth for Licensed Applications in, or that otherwise conflict with, the App Store Terms of Service as of the date that you accept the App Store Terms of Service (which you acknowledge you have had the opportunity to review).

ARTICLE 4 HARDWARE

4.1. Use. The specifications for any Hardware you have purchased are set forth on the relevant Meraki data sheets (which can be found on http://meraki.cisco.com) (the “Specifications”). You will use the Hardware only in accordance with the Specifications and subject to the terms of this Agreement, including this ARTICLE 4.

4.2. Restrictions. You will not, and will not permit others to, whether directly or indirectly: (i) disassemble or attempt to reverse engineer the Hardware; (ii) remove or erase the Firmware from the Hardware, or otherwise try to disable or alter the Firmware functionality; (iii) load any other software onto the Hardware; (iv) make any alterations, updates, enhancements, additions or improvements to the Hardware without the prior written approval of Meraki; or (v) remove any logo, trademark, or service mark of Meraki from any item of Hardware. Any alterations, updates, enhancements, additions, or improvements so approved will be the sole property of Meraki. If any alterations, updates, enhancements, additions or improvements interfere with the normal operation, maintenance, or support of the Hardware (including by increasing the cost of maintenance or support or creating a safety hazard), you will promptly remove the same and restore the Hardware to its normal condition.

ARTICLE 5 OWNERSHIP

5.1. Meraki Property. Except as provided in Section 5.2, below, as between you and Meraki, Meraki owns (i) all right, title, and interest, including all Intellectual Property Rights therein, in and to the Software and Documentation, and (ii) all Intellectual Property Rights in the Hardware. Nothing in this Agreement will be construed as transferring or changing our Intellectual Property Rights or interests in the Products in any respect. In addition, we will own any and all right, title, and interest in and to any feedback, suggestions, information, or materials you convey to us will be controlled by applicable provisions of the Copyright Act, 17 U.S.C.§ 103 and the FAR clause at 52.227-14 related to the Products in connection with your use of the Products (“Feedback”). You hereby assign to Meraki all right, title, and interest in such Feedback and will execute any documents and take any additional actions Meraki deems necessary to evidence, record, or perfect the foregoing assignment.

5.2. Customer Property. Except as provided in Section 3.5, above, as between you and Meraki, you own the Customer Content and all Intellectual Property Rights therein. Nothing in this Agreement will be construed as transferring or changing your ownership rights or interests in the Customer Content in any respect.

5.3. Reservation of Rights. Other than the rights expressly granted to you in this Agreement, we reserve all rights with respect to the Products and any and all related rights, including any derivative works and any media, mode, or method of distribution or transmission of the Products, whether available now or developed in the future.

5.4. Privacy and Data Collection. Our Privacy Policy hereby incorporated into this Agreement as Attachment 3. Please read the Privacy Policy carefully for information relating to our collection, use, and disclosure of personal information. We
collect Traffic Information and may from time to time make available functionality that allows the Government to limit or restrict the types of Traffic Information we collect. Additionally, for devices with Agent Software installed, we transmit certain geolocation information about those devices and the networks on which they are running to Google Inc. ("Google"), which provides us with related geolocation information that we store and make available to network administrators as described in our Privacy Policy. Google’s Privacy Policy, and not Meraki’s, governs Google’s handling of the information that we provide to Google. We use Traffic Information to make data available to you regarding, and to allow you to exercise certain controls with respect to, the traffic on your Network. We use Systems Manager Data to provide support and conduct product development activities. You represent and warrant to us that you have obtained or will obtain valid consent from each End User to add that End User’s device to the Network, to permit you and Meraki to collect, use, and disclose Traffic Information as described in this Section 5.4, and, to the extent you use Systems Manager, to use Systems Manager as described above (including, without limitation, accessing and deleting files on devices) and to permit you and Meraki to collect, use, and disclose Systems Manager Data as described in this Section 5.4. You hereby consent to our collection, use, and disclosure of Traffic Information and, to the extent you use Systems Manager, to our use of the Device Management Functionality and its collection, use, and disclosure of Systems Manager Data, in each case as described in this Section 5.4.

5.5. Publicity. Neither we, nor you, will use the other’s name, trademark, or trade name without the prior written consent of the other party.

ARTICLE 6 TERM AND TERMINATION

6.1. Term. This Agreement will be effective with respect to your use of the Products until the expiration of the License(s) applicable to the Products you are using, unless earlier terminated under the FAR. To the extent that you purchase additional Hosted Software License(s) subsequent to the date of the first Order, the duration of each Hosted Software License you have purchased will be adjusted such that all of your Hosted Software Licenses terminate on the same date. The new co-termination date is calculated as a function of (i) the remaining time on your existing Hosted Software License(s) at the time of purchase, (ii) the duration of the Hosted Software License(s) purchased, and (iii) the one-year list price of each such Hosted Software License. This function produces a time value attributable to each Hosted Software License purchased that, when added together with the time value attributable to all new Hosted Software Licenses in a given purchase, yields what we call the “Incremental Dollar Days” associated with the new purchase. In addition, based on the one-year list price of all Hosted Software Licenses in your Network and the number of each type of Hosted Software License purchased, we determine the amount of Hosted Software License value that your Network consumes each day, what we call the “Daily License Usage Rate.” By dividing the Incremental Dollar Days by the Daily License Usage Rate, and adding the resulting number of days to the remaining time on your existing Hosted Software Licenses we arrive at the adjusted co-termination date following any new purchase. For further information regarding our licensing and co-termination policies please visit http://meraki.cisco.com/support/#policies/licensing.

6.2. Termination. Termination may only be effected by the procedures set forth in the FAR.

6.3. Effect of Termination. Upon the termination of this Agreement for any reason, your access to and right to use the Products will terminate, and all Licenses will terminate. Upon expiration of a Hosted Software License, your Apps License will survive and you may continue to access and use the Web Apps and Mobile Apps, subject to the terms and conditions of this Agreement. Upon termination of this Agreement, each party will return (or destroy) any Confidential Information of the other party in its possession. The following provisions of this Agreement will survive any termination of the Agreement: Sections 5.1, 5.2, 5.3, 5.4, and 6.3, and ARTICLE 8.

ARTICLE 7 MERAKI WARRANTIES

7.1. Service Warranties. Meraki will make reasonable efforts to provide the Hosted Software and Web Apps available in accordance with the service level warranty set forth in the Service Level Agreement included as Attachment 1 (the “Service Level Warranty”). The remedy set forth in the Service Level Agreement is your sole and exclusive remedy with respect to the subject matter of the Service Level Agreement, and our sole and exclusive liability, in contract, tort, or otherwise, for any breach of the Service Level Warranty.

7.2. Hardware Warranties. We represent and warrant to you, the entity who obtained the Hardware from Meraki or its authorized reseller, but not to any End Users or other third parties, as follows: (i) for the Warranty Period, the Hardware will be free from material defects in materials and workmanship; (ii) all items of Hardware are new or refurbished unless otherwise indicated on the face of the Order; and (iii) we have good title to the Hardware, free and clear of any liens, claims, or encumbrances. Hardware not meeting the warranties set forth above will be, at our option, (a) repaired, (b) replaced, or (c) Meraki will refund to you the depreciated amount of the Purchase Price allocable to the defective Hardware, calculated on a straight-line, five-year basis. All Hardware repaired or replaced under warranty will be warranted for the remainder of the Warranty Period. For any return permitted under Meraki’s return policy as provided in Attachment 4, you will request a Return Materials Authorization (“RMA”) number in writing with the reasons for the return.
request. The remedies described above are our sole liability and your sole remedy for any breach of the warranties contained in this Section 7.2. Meraki is not responsible for any Customer Content or any other non-Meraki data or information stored on any Hardware returned to Meraki for repair, whether under warranty or not.

ARTICLE 8 MISCELLANEOUS

8.1. **Integration.** This Agreement, the EULA, the Order, and the Service Level Agreement (collectively, the “Governing Documents”) constitute the entire agreement between Meraki and Customer with respect to the subject matter of the Governing Documents and supersede all prior agreements, understandings, and arrangements, oral or written, between Meraki and Customer. No agreement or representations, oral or otherwise, express or implied, with respect to the subject matter of the Governing Documents have been made either by Meraki or Customer which is not expressly set forth in the Governing Documents. If there is a conflict between the terms of this Agreement and the EULA, the terms of this Agreement will apply.

8.2. **Force Majeure.** Neither you nor Meraki will be liable under this Agreement by reason of any failure or delay in the performance of its obligations on account of strikes (other than strikes of a party’s own employees), shortages, riots, insurrection, fires, flood, storm, explosions, acts of God, war, governmental action, labor conditions (other than with respect to a party’s own employees), earthquakes, material shortages or any other causes that are beyond the reasonable control of such party so long as the parties will use commercially reasonable efforts, including the implementation of business continuity measures, to mitigate the effects of such force majeure.

8.3 **Reserved.**

8.4. **Severability.** If any portion of this Agreement is held invalid by a court of competent jurisdiction, then such portion will be deemed to be of no force or effect, and this Agreement will be construed as if such portion had not been included herein.

8.5. **Assignment.** Neither this Agreement nor any rights under this Agreement may be assigned or otherwise transferred by either party, in whole or in part, without the prior written consent of the other party, in accordance with the provisions of the Anti-Assignment Act, 41 U.S.C.§ 6305, and approval procedures set forth at FAR42.1204. Any attempted assignment in violation of this Section 8.5 will be void and without effect. Subject to the foregoing, this Agreement will be binding upon and will inure to the benefit of the parties and their respective successors and assigns.
IMPORTANT: READ CAREFULLY

Dear Customer,

Supplemental End User License Agreement

This Supplemental End User License Agreement (“SEULA”) contains additional terms and conditions for the Software Product licensed under the End User License Agreement (“EULA”) between you (“GSA Customer”) and Cisco (collectively, the “Agreement”). Capitalized terms used in this SEULA but not defined will have the meanings assigned to them in the EULA. To the extent that there is a conflict between the terms and conditions of the EULA and this SEULA, the terms and conditions of this SEULA will take precedence.

In addition to the limitations set forth in the EULA on your access and use of the Software, you agree to comply at all times with the terms and conditions provided in this SEULA. When the end user is an instrumentality of the U.S. Government, this agreement is a contract with the U.S. government and becomes effective when signed by the GSA Schedule Holder and the GSA Contracting Officer as an addendum to the Contract. If this is an ID/IQ contract or Schedule Contract, Ordering Activities placing orders against the ID/IQ or Schedule Contract are subject to this agreement as a term of the contract. This SEULA shall bind the government, subject to federal law. This agreement shall not operate to bind a government employee or person acting on behalf of the government in his or her personal capacity.

YOU MAY RETURN THE SOFTWARE (INCLUDING ANY UNOPENED CD PACKAGE AND ANY WRITTEN MATERIALS) FOR A FULL REFUND, OR, IF THE SOFTWARE AND WRITTEN MATERIALS ARE SUPPLIED AS PART OF ANOTHER PRODUCT, YOU MAY RETURN THE ENTIRE PRODUCT FOR A FULL REFUND. YOUR RIGHT TO RETURN AND REFUND EXPIRES 30 DAYS AFTER PURCHASE FROM CISCO OR AN AUTHORIZED CISCO RESELLER, AND APPLIES ONLY IF YOU ARE THE ORIGINAL END USER PURCHASER.

SUPPLEMENTAL LICENSE AGREEMENT FOR CISCO SYSTEMS NETWORK MANAGEMENT SOFTWARE: Cisco Network Active Abstraction

Additional Licensing Instructions:
Client Licensing: To activate additional users for the licenses purchased please contact your Cisco Account Manager or Sales Representative or send email to ask-ana-licensing@cisco.com with the requested information below:
1. GSA Customer Purchase Order
2. Your Contact Information
3. Your Cisco Sales Representative Name

NOTE: This alias is used only for license activation. For any questions or support issues, contact your Cisco Account Manager or representative.

Installation and Use
This license strictly prohibits Customer and any user from utilizing this Software for more than a single Customer network management environment.

Reproduction and Distribution

Customer may not reproduce nor distribute software

2. DESCRIPTION OF OTHER RIGHTS AND LIMITATIONS
Please refer to the attached Cisco Systems, Inc. End User License Agreement
Dear Customer,

This Supplemental End User License Agreement ("SEULA") contains additional terms and conditions for the Software Product licensed under the End User License Agreement ("EULA") between you ("GSA Customer") and Cisco (collectively, the "Agreement"). Capitalized terms used in this SEULA but not defined will have the meanings assigned to them in the EULA. To the extent that there is a conflict between the terms and conditions of the EULA and this SEULA, the terms and conditions of this SEULA will take precedence.

In addition to the limitations set forth in the EULA on the Government’s access and use of the Software, you agrees to comply at all times with the terms and conditions provided in this SEULA This SEULA shall bind the government, subject to federal law. This agreement shall not operate to bind a government employee or person acting on behalf of the government in his or her personal capacity.

IF YOU DO NOT AGREE TO ALL OF THE TERMS OF THE AGREEMENT, THEN CISCO IS UNWILLING TO LICENSE THE SOFTWARE TO YOU AND (A) YOU MAY NOT DOWNLOAD, INSTALL OR USE THE SOFTWARE, AND (B) YOU MAY RETURN THE SOFTWARE (INCLUDING ANY UNOPENED CD PACKAGE AND ANY WRITTEN MATERIALS) FOR A FULL REFUND, OR, IF THE SOFTWARE AND WRITTEN MATERIALS ARE SUPPLIED AS PART OF ANOTHER PRODUCT, THE GOVERNMENT MAY RETURN THE ENTIRE PRODUCT FOR A FULL REFUND. YOUR RIGHT TO RETURN AND REFUND EXPIRES 30 DAYS AFTER PURCHASE FROM CISCO OR AN AUTHORIZED CISCO RESELLER, AND APPLIES ONLY IF YOU ARE THE ORIGINAL END USER PURCHASER.

If you have licensed Cisco Workplace Portal, the following additional terms apply:
Cisco Workplace Portal is licensed for use with end user and workplace-related services including non-server computers, computer accessories, PDAs and handhelds, desktop software, mobility, unified communications, end user applications, email management, access to printing or files, office and wireless phones, voicemail, calling cards, video conferencing facilities and other workplace-related services for employees, agents, consultants and/or independent contractors of the Government.

Cisco Service Connectors and Adapters are not for use with the Cisco Workplace Portal. If you licensed Cisco Cloud Portal, the following additional terms apply:
Cisco Cloud Portal is licensed for use with cloud computing and data center-related services including computing, storage, networking, IaaS, PaaS, application hosting, database services, application development & maintenance, application installations & upgrades, dedicated application hosting, disaster recovery, network administration, application testing, and systems monitoring.
Cisco Cloud Portal is licensed for use only in the management of service catalogues and provisioning of computing and SW components that relate to a cloud computing and orchestration infrastructure maintained and managed by the licensee.
Cisco Service Connector is licensed for the following functions: Core Functions Adapter, Windows Adapter (a single instance for the Windows server hosting the Cisco Process Orchestrator (CPO) Engine), email adapter, single instance of Active Directory (AD) Adapter (a single instance for the domain in which the server is installed), Core Automation Pack, Common Activities Automation Pack, and the Tasks Automation Pack.

CPO elements included in Cisco Service Connector can only be used with the licensed components listed below:
Cisco Service Connector Web Service Adapter -- Limited to 5 connections to Web Services for newScale Request Center for Cloud and third-party Orchestrators.
Cisco Service Connector Terminal Adapter -- Limited to 1 terminal or UNIX/Linux target for inbound synchronization of VMware objects to newScale Request Center for Cloud.
Cisco Service Connector VMware Adapter -- Limited to 5 connections to VMware vCenter for inbound synchronization of VMware objects to newScale Request Center for Cloud.
Cisco Service Connector Microsoft Community Adapter -- Limited to 1 Windows target for inbound synchronization of VMware objects to newScale Request Center for Cloud.
Cisco Service Connector Database Adapter -- Limited to 1 database target for the database of newScale Request Center for Cloud. If additional licenses are required beyond these quantities, a separate purchase and installation of CPO is required. Cisco Service Connector and Adapters are restricted to use with Cisco Cloud Portal.
IMPORTANT: READ CAREFULLY
Dear Customer,

This Supplemental End User License Agreement (“SEULA”) contains additional terms and conditions for the Software Product licensed under the End User License Agreement (“EULA”) between you (“GSA Customer”) and Cisco (collectively, the “Agreement”). Capitalized terms used in this SEULA but not defined will have the meanings assigned to them in the EULA. To the extent that there is a conflict between the terms and conditions of the EULA and this SEULA, the terms and conditions of this SEULA will take precedence.

In addition to the limitations set forth in the EULA on the Government’s access and use of the Software, you agree to comply at all times with the terms and conditions provided in this SEULA. When the end user is an instrumentality of the U.S. Government, this agreement is a contract with the U.S. government and becomes effective when signed by Cisco and the GSA Contracting Officer as an addendum to the Contract. If this is an ID/IQ contract or Schedule Contract, Ordering Activities placing orders against the ID/IQ or Schedule Contract are subject to this agreement as a term of the contract. This SEULA shall bind the government, subject to federal law. This agreement shall not operate to bind a government employee or person acting on behalf of the government in his or her personal capacity.

If you do not agree to all of the terms of the Agreement, then Cisco is unwilling to license the Software to you and (A) you may not download, install or use the Software, and (B) you may return the Software (including any unopened CD package and any written materials) for a full refund, or, if the Software and written materials are supplied as part of another product, the government may return the entire product for a full refund. Your right to return and refund expires 30 days after purchase from Cisco or an authorized Cisco reseller, and applies only if you are the original end user purchaser.

1. ADDITIONAL LICENSE RESTRICTIONS
   Software Upgrades, Major and Minor Releases
   Cisco may provide Cisco Configuration Engine software updates. The software update and new version releases can be purchased through Cisco or a recognized partner or reseller.
   The customer should purchase one software update for each Configuration Engine installation. If the customer is eligible to receive the software update or new version release through a Cisco extended service program, the customer should request to receive only one software update or new version release per valid service contract.
   
   Reproduction and Distribution. Customer may not reproduce nor distribute software.

2. DESCRIPTION OF OTHER RIGHTS AND LIMITATIONS
   Please refer to the attached Cisco Systems, Inc. End User License Agreement.
IMPORTANT: READ CAREFULLY

Dear Customer,

This Supplemental End User License Agreement ("SEULA") contains additional terms and conditions for the Software Product licensed under the End User License Agreement ("EULA") between you ("GSA Customer") and Cisco (collectively, the "Agreement"). Capitalized terms used in this SEULA, but not defined will have the meanings assigned to them in the EULA. To the extent that there is a conflict between the terms and conditions of the EULA and this SEULA, the terms and conditions of this SEULA will take precedence.

In addition to the limitations set forth in the EULA on your access and use of the Software, you agree to comply at all times with the terms and conditions provided in this SEULA. When the end user is an instrumentality of the U.S. Government, this agreement is a contract with the U.S. government and becomes effective when signed by Cisco and the GSA Contracting Officer as an addendum to the Contract. If this is an ID/IQ contract or Schedule Contract, Ordering Activities placing orders against the ID/IQ or Schedule Contract are subject to this agreement as a term of the contract. This SEULA shall bind the government, subject to federal law. This agreement shall not operate to bind a government employee or person acting on behalf of the government in his or her personal capacity. IF YOU DO NOT AGREE TO ALL OF THE TERMS OF THE AGREEMENT, THEN CISCO IS UNWILLING TO LICENSE THE SOFTWARE TO YOU AND (A) YOU MAY NOT DOWNLOAD, INSTALL OR USE THE SOFTWARE, AND (B) YOU MAY RETURN THE SOFTWARE (INCLUDING ANY UNOPENED CD PACKAGE AND ANY WRITTEN MATERIALS) FOR A FULL REFUND, OR, IF THE SOFTWARE AND WRITTEN MATERIALS ARE SUPPLIED AS PART OF ANOTHER PRODUCT, THE GOVERNMENT MAY RETURN THE ENTIRE PRODUCT FOR A FULL REFUND. YOUR RIGHT TO RETURN AND REFUND EXPIRES 30 DAYS AFTER PURCHASE FROM CISCO OR AN AUTHORIZED CISCO RESELLER, AND APPLIES ONLY IF YOU ARE THE ORIGINAL END USER PURCHASER.

IMPORTANT: READ CAREFULLY

Dear Customer,

This Supplemental End User License Agreement ("SEULA") contains additional terms and conditions for the Software Product licensed under the End User License Agreement ("EULA") between you and Cisco (collectively, the "Agreement"). Capitalized terms used in this SEULA, but not defined will have the meanings assigned to them in the EULA. To the extent that there is a conflict between the terms and conditions of the EULA and this SEULA, the terms and conditions of this SEULA will take precedence.

In addition to the limitations set forth in the EULA on your access and use of the Software, you agree to comply at all times with the terms and conditions provided in this SEULA. IF YOU DO NOT AGREE TO ALL OF THE TERMS OF THE AGREEMENT, THEN CISCO IS UNWILLING TO LICENSE THE SOFTWARE TO YOU AND (A) YOU MAY NOT DOWNLOAD, INSTALL OR USE THE SOFTWARE, AND (B) YOU MAY RETURN THE SOFTWARE (INCLUDING ANY UNOPENED CD PACKAGE AND ANY WRITTEN MATERIALS) FOR A FULL REFUND, OR, IF THE SOFTWARE AND WRITTEN MATERIALS ARE SUPPLIED AS PART OF ANOTHER PRODUCT, THE GOVERNMENT MAY RETURN THE ENTIRE PRODUCT FOR A FULL REFUND ACCORDING TO THE TERMS SET FORTH IN THE UNDERLYING GSA SCHEDULE CONTRACT.

Product Name
L CGNMS ADD 1 USR CG NMS Add 1 Operator 3 year GIS Map license
L CGNMS RNW 1 USR CG NMS Renew 1 Operator 3 year GIS Map license
R CGNMS CGRPT K9 CG NMS 1 Year Pilot Kit 1 Operator, 25 CGR1K Mgmt license
R CGNMS EP PT K9 CG NMS 1 Yr Pilot Kit 1 Operator, 25 CGR1K, 20K EP Mgmt license
Connected Grid Network Management System (CG NMS) License
This license entitles the user to specific Cisco CG NMS product features for specific time duration. The specific Cisco CG NMS product features and the time duration are detailed as follows:
L CGNMS ADD 1 USR CG NMS Add 1 Operator 3 year GIS Map license
L CGNMS RNW 1 USR CG NMS Renew 1 Operator 3 year GIS Map license
R CGNMS CGRP K9 CG NMS 1 Year Pilot Kit 1 Operator, 25 CGR1K Mgmt license
R CGNMS EP PT K9 CG NMS 1Yr Pilot Kit 1 Operator, 25 CGR1K, 20K EP Mgmt license

The user is entitled to receive updates as made available during the term of the license, provided that the user holds a valid license for the application software and there is a valid Cisco SMARTnet or SASU contract on the supporting CG NMS products.
IMPORTANT: READ CAREFULLY

Dear Customer,

This Supplemental End User License Agreement ("SEULA") contains additional terms and conditions for the Software Product licensed under the End User License Agreement ("EULA") between you ("GSA Customer") and Cisco (collectively, the "Agreement"). Capitalized terms used in this SEULA but not defined will have the meanings assigned to them in the EULA. To the extent that there is a conflict between the terms and conditions of the EULA and this SEULA, the terms and conditions of this SEULA will take precedence.

In addition to the limitations set forth in the EULA on your access and use of the Software, the Government agrees to comply at all times with the terms and conditions provided in this SEULA. IF YOU DO NOT AGREE TO ALL OF THE TERMS OF THE AGREEMENT, THEN CISCO IS UNWILLING TO LICENSE THE SOFTWARE TO YOU AND (A) YOU MAY NOT DOWNLOAD, INSTALL OR USE THE SOFTWARE, AND (B) YOU MAY RETURN THE SOFTWARE (INCLUDING ANY UNOPENED CD PACKAGE AND ANY WRITTEN MATERIALS) FOR A FULL REFUND, OR, IF THE SOFTWARE AND WRITTEN MATERIALS ARE SUPPLIED AS PART OF ANOTHER PRODUCT, YOU MAY RETURN THE ENTIRE PRODUCT FOR A FULL REFUND. YOUR RIGHT TO RETURN AND REFUND EXPIRES 30 DAYS AFTER PURCHASE FROM CISCO OR AN AUTHORIZED CISCO RESELLER, AND APPLIES ONLY IF YOU ARE THE ORIGINAL END USER PURCHASER.

END USER LICENSE AGREEMENT FOR THE TIDAL SOFTWARE PRODUCTS:
For purposes of this Supplement, the Software covered under this SEULA includes the following and each of their respective associated components and modules:
Tidal Enterprise Scheduler Cisco Process Orchestrator Tidal Performance Analyzer
Cisco Intelligent Automation for Compute
Cisco Intelligent Automation for Cloud
Cisco Intelligent Automation For Cloud Starter Edition
Cisco Server Provisioner
Cisco Intelligent Automation for SAP Definitions

For purposes of this Supplement, the following defined terms will apply:
Designated System shall mean the designated platform for which Customer originally licenses the Software from Cisco for installation and use. Such designated platform may include for instance, but is not limited to, a designation of the specific number of CPUs or system description or name as approved by Cisco.
Movement and Usage Fees shall mean fees applicable as set solely by Cisco for the transfer and installation of Software on a system that is not a Designated System.
Total Deployment Size shall mean the designated configuration for which The Cisco Intelligent Automation For Cloud Starter Edition Solution’s total deployment size cannot exceed 160 blades collectively across a customer’s installation.

-Other Terms and Conditions-
Movement and Usage. With respect to the license granted to Customer in the Agreement, such license is applicable only to the Designated System. Movement of Software to another system requires Customer providing prior written notice to obtain updated keys, and additional fees may apply. A fee schedule is available upon Customer's written request to Cisco.

License. For the avoidance of doubt, the license granted to Customer for the Software in the license section shall be perpetual if designated as such by Cisco at time of Order for the Designated System, subject to payment of any applicable fees, including, but not limited to, any Movement and Usage fees described above.

Total Deployment Size. For avoidance of doubt, no customer shall deploy the Cisco Intelligent Automation For Cloud Starter Edition Solution in a configuration that exceeds 160 blades in total deployment size across the enterprise.
IMPORTANT: READ CAREFULLY

Dear Customer,

This Supplemental End User License Agreement ("SEULA") contains additional terms and conditions for the Software Product licensed under the End User License Agreement ("EULA") between you ("GSA Customer") and Cisco (collectively, the "Agreement"). Capitalized terms used in this SEULA but not defined will have the meanings assigned to them in the EULA. To the extent that there is a conflict between the terms and conditions of the EULA and this SEULA, the terms and conditions of this SEULA will take precedence.

In addition to the limitations set forth in the EULA on the Government’s access and use of the Software, the Government agrees to comply at all times with the terms and conditions provided in this SEULA. When the end user is an instrumentality of the U.S. Government, this agreement is a contract with the U.S. Government and becomes effective when signed by the Cisco and the GSA Contracting Officer as an addendum to the Contract. If this is an ID/IQ contract or Schedule Contract, Ordering Activities placing orders against the ID/IQ or Schedule Contract are subject to this agreement as a term of the contract. This SEULA shall bind the Government, subject to federal law. This agreement shall not operate to bind a Government employee or person acting on behalf of the Government in his or her personal capacity.

IF YOU DO NOT AGREE TO ALL OF THE TERMS OF THE AGREEMENT, THEN CISCO IS UNWILLING TO LICENSE THE SOFTWARE TO YOU AND (A) YOU MAY NOT DOWNLOAD, INSTALL OR USE THE SOFTWARE, AND (B) YOU MAY RETURN THE SOFTWARE (INCLUDING ANY UNOPENED CD PACKAGE AND ANY WRITTEN MATERIALS) FOR A FULL REFUND, OR, IF THE SOFTWARE AND WRITTEN MATERIALS ARE SUPPLIED AS PART OF ANOTHER PRODUCT, YOU MAY RETURN THE ENTIRE PRODUCT FOR A FULL REFUND.

SUPPLEMENTAL END USER LICENSE AGREEMENT FOR CISCO SYSTEMS SOFTWARE

ADDITIONAL LICENSE RESTRICTIONS

Device Restricted Versions: The Customer may install and run the Software on a single server to manage up to the cumulative device count specified in the Right To Use statement located on the Claim Certificate received as part of the software package. When used anywhere in this SEULA, a "device" means any device in the Customer's network environment which has its own IP address.

Please refer to this guide for further device definition.

Customers whose requirements exceed the license limit of devices must purchase additional incremental licenses. Device restrictions are enforced by license registration and through serial key installation.
Limitations associated with the maximum number of devices that the application can support per server is specified below. The licensed device limit will always override the maximum number of devices supported per server unless the customer has purchased and registered the 5,000 or the 10,000 device license offering.

Installation and Use
The Software components are provided to Customer solely to install, update, supplement, or replace existing functionality of the applicable Network Management Software product. Some license terms, such as device count and proof of preexisting licenses may be electronically enforced. Customer may install and use the following Software components:

Cisco Prime LAN Management Solution (Cisco Prime LMS): May be installed on one (1) server in Customer's network management environment. Installing the Software and applying a single serial license key to two (2) servers are supported in the 5,000 and 10,000 device restricted versions, but the cumulative total number of devices supported cannot exceed 5,000 and 10,000 respectively per serial license key. When two servers are used to host Cisco Prime LMS, each server should have a copy of the original license key installed on it. Customers should not modify the license file.

Additional Information for 5,000 Device Restricted Version for LMS 4.2
Users of Cisco Prime LMS 4.2 with 5,000 device restricted licensing may require Cisco Prime LMS to be run on separate servers in order to support a large number of devices or to meet certain performance criteria. One additional copy of Cisco Prime LMS may be installed on a secondary server provided the customer has purchased and registered the 5,000 device restricted version of the Cisco Prime LMS software. When installed on a secondary server, the cumulative total number of devices supported cannot exceed 5,000 per serial license key. Device support beyond 5,000 unique cumulative devices will require additional licenses and copies of Cisco Prime LMS to be purchased pursuant to a newly executed GSA Customer Purchase Order.

Additional Information for 10,000 Device Restricted Version for LMS 4.2
Users of Cisco Prime LMS 4.2 with 10,000 device restricted licensing often require Cisco Prime LMS to be run on separate servers in order to support a large number of devices or to meet certain performance criteria. One additional copy of Cisco Prime LMS may be installed on a secondary server provided that the customer has purchased and registered the 10,000 device restricted version of the Cisco Prime LMS software. When installed on a secondary server, the cumulative total number of devices supported cannot exceed 10,000 per serial license key. Device support beyond 10,000 unique cumulative devices will require additional licenses and copies of Cisco Prime LMS to be purchased pursuant to a newly executed GSA Customer Purchase Order.

Additional Information for RHEL
RHEL distribution that comes along with Cisco Prime LMS 4.2 is solely intended for use by Cisco Prime LMS application alone and customers may not use this for other purposes.

Reproduction and Distribution
Customer may not reproduce nor distribute software except to make copies to authorized employees, agents, and contractors for backup purposes only.

DESCRIPTION OF OTHER RIGHTS AND LIMITATIONS
Please refer to the attached Cisco Systems, Inc. Software License Agreement
IMPORTANT: READ CAREFULLY

Dear Customer,

This Supplemental End User License Agreement ("SEULA") contains additional terms and conditions for the Software Product licensed under the End User License Agreement ("EULA") between you ("GSA Customer") and Cisco (collectively, the "Agreement"). Capitalized terms used in this SEULA but not defined will have the meanings assigned to them in the EULA. To the extent that there is a conflict between the terms and conditions of the EULA and this SEULA, the terms and conditions of this SEULA will take precedence.

In addition to the limitations set forth in the EULA on the Government’s access and use of the Software, the Government agrees to comply at all times with the terms and conditions provided in this SEULA. When the end user is an instrumentality of the U.S. Government, this agreement is a contract with the U.S. government and becomes effective when signed by Cisco and the GSA Contracting Officer as an addendum to the Contract. If this is an ID/IQ contract or Schedule Contract, Ordering Activities placing orders against the ID/IQ or Schedule Contract are subject to this agreement as a term of the contract. This SEULA shall bind the government, subject to federal law. This agreement shall not operate to bind a Government employee or person acting on behalf of the Government in his or her personal capacity.

If you do not agree to all of the terms of the Agreement, then Cisco is unwilling to license the software to you and (A) you may not download, install or use the software, and (B) you may return the software (including any unopened CD package and any written materials) for a full refund, or, if the software and written materials are supplied as part of another product, you may return the entire product for a full refund. Your right to return and refund expires 30 days after purchase from Cisco or an authorized Cisco Reseller, and applies only if you are the original end user purchaser.

SUPPLEMENTAL LICENSE AGREEMENT
SUPPLEMENTAL LICENSE AGREEMENT FOR CISCO SYSTEMS NETWORK MANAGEMENT SOFTWARE: CISCO PRIME CENTRAL

IMPORTANT-READ CAREFULLY: This Supplemental End User License Agreement ("SEULA") contains additional terms and conditions for the Software licensed under the End User License Agreement ("EULA") between you and Cisco (collectively, the "Agreement"). Capitalized terms used in this SEULA but not defined will have the meanings assigned to them in the EULA. To the extent that there is a conflict between the terms and conditions of the EULA and this SEULA, the terms and conditions of this SEULA will take precedence.

In addition to the limitations set forth in the EULA on the Government’s access and use of the Software, you agrees to comply at all times with the terms and conditions provided in this SEULA. When the end user is an instrumentality of the U.S. Government, this agreement is a contract with the U.S. government and becomes effective when signed by Cisco and the GSA Contracting Officer as an addendum to the Contract. If this is an ID/IQ contract or Schedule Contract, Ordering Activities placing orders against the ID/IQ or Schedule Contract are subject to this agreement as a term of the contract. This SEULA shall bind the Government, subject to federal law. This agreement shall not operate to bind a Government employee or person acting on behalf of the Government in his or her personal capacity.

If you do not agree to all of the terms of the Agreement, then Cisco is unwilling to license the software to you and (A) you may not download, install or use the software, and (B) you may return the software (including any unopened CD package and any written materials) for a full refund, or, if the software and written materials...
MATERIALS ARE SUPPLIED AS PART OF ANOTHER PRODUCT, YOU MAY RETURN THE ENTIRE PRODUCT FOR A FULL REFUND ACCORDING TO THE TERMS OF THE UNDERLYING GSA SCHEDULE CONTRACT.

Cisco Prime Central requires a license to connect to and/or interoperate with other Cisco and third party systems or components, and is further subject to the limitations set forth below. Please see the Additional Information section of this document for any licenses which are included with your specific product purchase. If your requirements exceed the scope of any license expressly included with your product, you must purchase additional licenses from Cisco pursuant to a newly executed GSA Customer Purchase Order.

The following restrictions apply:
- Cisco Prime Central Tier 1 and Tier 2 Gateway may not be used to connect Cisco Prime Central to third party systems, such as third party trouble ticketing systems, except as expressly set forth in the Additional Information section or through a separately purchased license.
- Cisco Prime Central Tier 1 and Tier 3 Data Service Adapter instances may only be used to connect to other Cisco applications or components embedded within Cisco applications, and in addition, only if expressly licensed as set forth in the Additional Information section or through a separately purchased license.
- Cisco Prime Central may not be integrated with an OSS system(s) using MTOSI interface except as expressly licensed as set forth in the Additional Information section or through a separately purchased license.
- Cisco Prime Central may not be integrated with Cisco Domain Manager(s) except as expressly licensed as set forth in the Additional Information section or through a separately purchased license.

Rights Included for Cisco Prime Central MTOSI License
Cisco Prime Central MTOSI license includes the right to use one (1) MTOSI instance to integrate Cisco Prime Central to an OSS system using the MTOSI interface.

Reproduction and Distribution
Customer may not reproduce nor distribute software. DESCRIPTION OF OTHER RIGHTS AND LIMITATIONS
Please refer to the Cisco Systems, Inc. Software License Agreement.
IMPORTANT: READ CAREFULLY

Dear Customer,

This Supplemental End User License Agreement ("SEULA") contains additional terms and conditions for the Software Product licensed under the End User License Agreement ("EULA") between you ("GSA Customer") and Cisco (collectively, the "Agreement"). Capitalized terms used in this SEULA but not defined will have the meanings assigned to them in the EULA. To the extent that there is a conflict between the terms and conditions of the EULA and this SEULA, the terms and conditions of this SEULA will take precedence.

In addition to the limitations set forth in the EULA on your access and use of the Software, you agree to comply at all times with the terms and conditions provided in this SEULA. When the end user is an instrumentality of the U.S. Government, this SEULA is a contract with the U.S. government and becomes effective when signed by Cisco and the GSA Contracting Officer as an addendum to the Contract. If this is an ID/IQ contract or Schedule Contract, Ordering Activities placing orders against the ID/IQ or Schedule Contract are subject to this SEULA as a term of the contract. This SEULA shall bind the government, subject to federal law. This agreement shall not operate to bind a Government employee or person acting on behalf of the Government in his or her personal capacity.

IF YOU DO NOT AGREE TO ALL OF THE TERMS OF THE AGREEMENT, THEN CISCO IS UNWILLING TO LICENSE THE SOFTWARE TO YOU AND (A) YOU MAY NOT DOWNLOAD, INSTALL OR USE THE SOFTWARE, AND (B) YOU MAY RETURN THE SOFTWARE (INCLUDING ANY UNOPENED CD PACKAGE AND ANY WRITTEN MATERIALS) FOR A FULL REFUND, OR, IF THE SOFTWARE AND WRITTEN MATERIALS ARE SUPPLIED AS PART OF ANOTHER PRODUCT, YOU MAY RETURN THE ENTIRE PRODUCT FOR A FULL REFUND. YOUR RIGHT TO RETURN AND REFUND EXPIRES 30 DAYS AFTER PURCHASE FROM CISCO OR AN AUTHORIZED CISCO RESELLER, AND APPLIES ONLY IF YOU ARE THE ORIGINAL END USER PURCHASER.

If you have licensed Cisco Workplace Portal, the following additional terms apply:
Cisco Workplace Portal is licensed for use with end user and workplace-related services including non-server computers, computer accessories, PDAs and handhelds, desktop software, mobility, unified communications, end user applications, email management, access to printing or files, office and wireless phones, voicemail, calling cards, video conferencing facilities and other workplace-related services for the employees, agents, consultants and/or independent contractors.
Cisco Service Connectors and Adapters are not for use with the Cisco Workplace Portal. If you have licensed Cisco Cloud Portal, the following additional terms apply:
Cisco Cloud Portal is licensed for use with cloud computing and data center-related services including computing, storage, networking, IaaS, PaaS, application hosting, database services, application development & maintenance, application installations & upgrades, dedicated application hosting, disaster recovery, network administration, application testing, and systems monitoring.
Cisco Cloud Portal is licensed for use only in the management of service catalogues and provisioning of computing and SW components that relate to a cloud computing and orchestration infrastructure maintained and managed by the customer. Cisco Service Connector is licensed for the following functions: Core Functions Adapter, Windows Adapter (a single instance for the Windows server hosting the Cisco Process Orchestrator (CPO) Engine), email adapter, single instance of Active Directory (AD) Adapter (a single instance for the domain in which the server is installed), Core Automation Pack, Common Activities Automation Pack, and the Tasks Automation Pack.
CPO elements included in Cisco Service Connector can only be used with licensed components listed below: Cisco Service Connector Web Service Adapter -- Limited to 5 connections to Web Services for newScale Request Center for Cloud and third-party Orchestrators.
Cisco Service Connector Terminal Adapter -- Limited to 1 terminal or UNIX/Linux target for inbound synchronization of VMware objects to newScale Request Center for Cloud.
Cisco Service Connector VMware Adapter -- Limited to 5 connections to VMware vCenter for inbound synchronization of VMware objects to newScale Request Center for Cloud.
Cisco Service Connector Microsoft Community Adapter -- Limited to 1 Windows target for inbound synchronization of VMware objects to newScale Request Center for Cloud.
Cisco Service Connector Database Adapter -- Limited to 1 database target for the database of newScale Request Center for Cloud. If additional licenses are required beyond these quantities, a separate purchase and installation of CPO is required.
Cisco Service Connector and Adapters restricted to use with Cisco Cloud Portal.
IMPORTANT: READ CAREFULLY

Dear Customer,

Supplemental End User License Agreement

This Supplemental End User License Agreement (“SEULA”) contains additional terms and conditions for the Software Product licensed under the End User License Agreement (“EULA”) between you (“GSA Customer”) and Cisco (collectively, the “Agreement”). Capitalized terms used in this SEULA but not defined will have the meanings assigned to them in the EULA. To the extent that there is a conflict between the terms and conditions of the EULA and this SEULA, the terms and conditions of this SEULA will take precedence.

In addition to the limitations set forth in the EULA on your access and use of the Software, you agree to comply at all times with the terms and conditions provided in this SEULA. When the end user is an instrumentality of the U.S. Government, this SEULA is a contract with the U.S. government and becomes effective when signed by Cisco and the GSA Contracting Officer as an addendum to the Contract. If this is an ID/IQ contract or Schedule Contract, Ordering Activities placing orders against the ID/IQ or Schedule Contract are subject to this SEULA as a term of the contract. This SEULA shall bind the government, subject to federal law. This agreement shall not operate to bind a Government employee or person acting on behalf of the Government in his or her personal capacity.

IF YOU DO NOT AGREE TO ALL OF THE TERMS OF THE AGREEMENT, THEN CISCO IS UNWILLING TO LICENSE THE SOFTWARE TO YOU AND (A) YOU MAY NOT DOWNLOAD, INSTALL OR USE THE SOFTWARE, AND (B) YOU MAY RETURN THE SOFTWARE (INCLUDING ANY UNOPENED CD PACKAGE AND ANY WRITTEN MATERIALS) FOR A FULL REFUND, OR, IF THE SOFTWARE AND WRITTEN MATERIALS ARE SUPPLIED AS PART OF ANOTHER PRODUCT, YOU MAY RETURN THE ENTIRE PRODUCT FOR A FULL REFUND. YOUR RIGHT TO RETURN AND REFUND EXPIRES 30 DAYS AFTER PURCHASE FROM CISCO OR AN AUTHORIZED CISCO RESELLER, AND APPLIES ONLY IF YOU ARE THE ORIGINAL END USER PURCHASER.

END USER LICENSE AGREEMENT FOR THE TIDAL SOFTWARE PRODUCTS

For purposes of this Supplement, the Software covered under this SEULA includes the following and each of their respective associated components and modules:

Tidal Enterprise Scheduler
Tidal Horizon
Tidal Intelligent Automation
Tidal Enterprise Orchestrator
Tidal Intersperse
Tidal Performance Analyzer
Tidal Transaction Analyzer
Tidal Intelligent Reporting
Tidal Enterprise Reporter
Cisco Intelligent Automation Cloud Automation

Definitions

For purposes of this Supplement, the following defined terms will apply:

“Designated System” shall mean the designated platform for which Customer originally licensed the Software from Cisco for installation and use. Such designated platform may include, but is not limited to, a designation of the specific number of CPUs or system descriptions or names as approved by Cisco.
“Movement and Usage Fees” shall mean fees applicable as set solely by Cisco for the transfer and installation of Software on a system that is not a Designated System.

“NFR” means not for resale, to be used for nonproduction, demonstration use only.

Other Terms and Conditions

“Movement and Usage”. With respect to the license granted to the Customer in the Agreement, such license is applicable only to the Designated System. Movement of Software to another system requires Customer providing Cisco with prior written notice to obtain updated keys, and pursuant to a new GSA Customer Purchase Order. Additional fees may apply. A fee schedule is available upon Customer’s written request to Cisco.

“License”. The license granted to the Software in the license section shall be perpetual if designated as such by Cisco at time of Customer order for the Designated System, subject to payment of any applicable fees, including, but not limited to, any Movement and Usage fees described above.

“NFR Software”. With respect to the License granted in the Agreement as to the use of any Software sold to Customer as NFR Software, the purchase of such Software is subject to the following additional restrictions:

1. NFR purchases are available to all Cisco registered partners (categories include Select, Premier, Silver and Gold level partners). Cisco authorized training partners may also participate, but use is limited to instructional purposes only. Cisco has the sole discretion to define a registered partner and status.

2. Purchase limit is one NFR kit per operational installation for demonstration, proof of concept or internal nonproduction use.

3. Software cannot be resold, traded, copied, transferred, sublicensed, or used in any manner other than as NFR
IMPORTANT: READ CAREFULLY

Dear Customer,

This Supplemental End User License Agreement ("SEULA") contains additional terms and conditions for the Software Product licensed under the End User License Agreement ("EULA") between you ("GSA Customer") and Cisco (collectively, the "Agreement"). Capitalized terms used in this SEULA but not defined will have the meanings assigned to them in the EULA. To the extent that there is a conflict between the terms and conditions of the EULA and this SEULA, the terms and conditions of this SEULA will take precedence.

In addition to the limitations set forth in the EULA on your access and use of the Software, you agree to comply at all times with the terms and conditions provided in this SEULA. When the end user is an instrumentality of the U.S. Government, this SEULA is a contract with the U.S. government and becomes effective when signed by Cisco and the GSA Contracting Officer as an addendum to the Contract. If this is an ID/IQ contract or Schedule Contract, Ordering Activities placing orders against the ID/IQ or Schedule Contract are subject to this SEULA as a term of the contract. This SEULA shall bind the Government, subject to federal law. This agreement shall not operate to bind a Government employee or person acting on behalf of the Government in his or her personal capacity.

IF YOU DO NOT AGREE TO ALL OF THE TERMS OF THE AGREEMENT, THEN CISCO IS UNWILLING TO LICENSE THE SOFTWARE TO YOU AND (A) YOU MAY NOT DOWNLOAD, INSTALL OR USE THE SOFTWARE, AND (B) YOU MAY RETURN THE SOFTWARE (INCLUDING ANY UNOPENED CD PACKAGE AND ANY WRITTEN MATERIALS) FOR A FULL REFUND, OR, IF THE SOFTWARE AND WRITTEN MATERIALS ARE SUPPLIED AS PART OF ANOTHER PRODUCT, YOU MAY RETURN THE ENTIRE PRODUCT FOR A FULL REFUND. YOUR RIGHT TO RETURN AND REFUND EXPIRES 30 DAYS AFTER PURCHASE FROM CISCO OR AN AUTHORIZED CISCO RESELLER, AND APPLIES ONLY IF YOU ARE THE ORIGINAL END USER PURCHASER.

(THIS SECTION SHALL REPLACE THE "LICENSE" SECTION IN THE EULA)

License. Conditioned upon compliance with the terms and conditions of the Agreement, Cisco grants to Customer a nonexclusive and nontransferable license to use for the purpose of delivering Managed Services, the Software and the Documentation for which Customer has paid the required license fees. "Managed Services" means the performance by Customer of providing services for third parties ( Subscribers ) which will require communicating with and managing Cisco equipment not owned or leased by the Customer. "Documentation" means written information (whether contained in user or technical manuals, training materials, specifications or otherwise) pertaining to the Software that Cisco makes available with the Software in any manner (including on CD Rom, or on line). In order to use the Software, Customer may be required to input a registration number or product authorization key and register Customer's copy of the Software online at Cisco's website to obtain the necessary license key or license file. Customer's license to use the Software shall be limited to, and Customer shall not use the Software in excess of, a single hardware chassis or card. Unless otherwise expressly provided in the Documentation or any applicable Supplemental License Agreement, Customer shall use the Software solely as embedded in, for execution on, or (where the applicable Documentation or the applicable Supplemental License Agreement permits installation on non Cisco equipment) for communication with Cisco equipment not owned or leased by Customer in connection with Customer's provision of Managed Services to Subscriber. No other licenses are granted by implication, estoppel or otherwise. Upon termination of Managed Services to Subscriber, Customer is required to remove all deployed Software deployed by Customer to Subscriber's network and servers.
Customer’s license to use the Software is contingent upon Customer deploying or otherwise making available the Software and any Documentation in compliance with and subject to the Software Subscriber License Responsibilities listed below.

Software Subscriber License Responsibilities

The following license terms and responsibilities, substantially as stated here, will be accepted and agreed to, in writing or as otherwise provided in the EULA, by the Subscribers of Managed Services:

Subscriber agrees to be bound by the following terms and conditions. In the absence of a signed agreement, use of the Software by Subscriber or by Customer on Subscriber's behalf, or receipt by Subscriber of any direct or indirect benefit derived there-from, shall constitute acceptance by Subscriber of the following terms:

1. Subscriber is granted a limited license from Cisco and its suppliers and licensors to use the Software solely in connection with the Managed Services and to the extent such Software is deployed by Customer on Subscriber's network or servers.
2. Upon termination of services to Subscriber, Customer is required to remove, and cooperate with Customer's efforts to remove, all deployed Software from the Subscriber's network and servers.
3. Subscriber may use the Software only in connection with the receipt of Managed Services from Customer, and for the purposes described in the Software's supporting Documentation if any.
4. Subscribers may only use the Software pursuant to these terms and Customer's license with Cisco and its suppliers and licensors, and Subscriber agrees to be governed by such terms and license including without limitation, the General Terms Applicable to the Limited Warranty Statement and End User License Agreement;
5. Subscriber may receive, or have deployed on its network or servers, updates, patches, error corrections or new or modified versions of the Software (collectively referred to as "Releases") from time to time. Releases are deemed part of the Software subject to the terms herein and the license with Cisco and its suppliers and licensors.
6. Subscribers acknowledge that all right, title and interest in and to the Software, the ideas and expressions contained therein, all updates and enhancements, all physical forms, regardless of where resident, whether permanent or transient, including authorized and unauthorized copies, any and all modifications made by Cisco, its suppliers and licensors, the software's supporting documentation, and all copyrights, patents, trademarks, service marks or other intellectual property or proprietary rights relating to the above are, and shall remain with Cisco and its suppliers and licensors. Subscriber is granted only a limited right of use as set forth herein;
7. Subscribers will not distribute, provide or make available, either directly or indirectly, to any person, organization or entity, any part of the Software, including but not limited to the code and the software's supporting documentation in any form except as directed by Customer in support of the delivery of Managed Services;
8. Subscribers will not place any portion of the Software into the public domain; And,
9. Subscribers will not copy, alter, translate, decompile, disassemble, reverse engineer or create derivative works of the Software, except that the Subscriber may make copies as required for the authorized use of the Software, may make copies of the supporting documentation as needed, and may make one additional copy of the Software for back up or archival purposes.
SUPPLEMENTAL LICENSE AGREEMENT

SUPPLEMENTAL LICENSE AND SERVICES AGREEMENT FOR CISCO SYSTEMS’ MAGENTO MANAGED SERVICES (“MAGENTO SERVICES”) AND MAGENTO SOFTWARE (“MAGENTO SOFTWARE”).

IMPORTANT—READ CAREFULLY: THIS SUPPLEMENTAL LICENSE AND SERVICES AGREEMENT (“SLSA”) CONTAINS ADDITIONAL LIMITATIONS RELATING TO THE MAGENTO SERVICES AND MAGENTO SOFTWARE PROVIDED TO CUSTOMER UNDER THE END USER LICENSE AGREEMENT (“EULA”) BETWEEN CUSTOMER AND CISCO. CAPITALIZED TERMS USED IN THIS SLSA AND NOT OTHERWISE DEFINED HEREIN SHALL HAVE THE MEANINGS ASSIGNED IN THE EULA. TO THE EXTENT THERE IS A CONFLICT BETWEEN THIS SLSA AND THE EULA OR ANY OTHER TERMS AND CONDITIONS APPLICABLE TO THE MAGENTO SERVICES OR MAGENTO SOFTWARE, THE TERMS AND CONDITIONS IN THIS SLSA SHALL TAKE PRECEDENCE.

CUSTOMER’S RIGHT TO USE THE MAGENTO SERVICES IS LIMITED SOLELY TO THOSE SKU COMPONENTS OF THE MAGENTO SERVICES PURCHASED BY CUSTOMER PURSUANT TO A VALID PURCHASE ORDER. CUSTOMER MAY USE THE MAGENTO SERVICES ONLY DURING THE PERIOD FOR WHICH SERVICES WERE PURCHASED BY CUSTOMER UNDER THE APPLICABLE SKU PURSUANT TO A VALID PURCHASE ORDER. ALL OTHER USES ARE STRICTLY PROHIBITED. WHEN THE END USER IS AN INSTRUMENTALITY OF THE U.S. GOVERNMENT, THIS AGREEMENT IS A CONTRACT WITH THE U.S. GOVERNMENT AND BECOMES EFFECTIVE WHEN SIGNED BY THE SCHEDULE HOLDER AND THE GSA CONTRACTING OFFICER AS AN ADDENDUM TO THE CONTRACT. IF THIS IS AN ID/IQ CONTRACT OR SCHEDULE CONTRACT, ORDERING ACTIVITIES PLACING ORDERS AGAINST THE ID/IQ OR SCHEDULE CONTRACT ARE SUBJECT TO THIS AGREEMENT AS A TERM OF THE CONTRACT. THIS SLSA SHALL BIND THE GOVERNMENT, SUBJECT TO FEDERAL LAW. THIS AGREEMENT SHALL NOT OPERATE TO BIND A GOVERNMENT EMPLOYEE OR PERSON ACTING ON BEHALF OF THE GOVERNMENT IN HIS OR HER PERSONAL CAPACITY.

IF CUSTOMER DOES NOT AGREE TO BE BOUND BY SUCH TERMS AND CONDITIONS, CUSTOMER MAY NOT INSTALL, DOWNLOAD, OR OTHERWISE USE THE MAGENTO SERVICES OR MAGENTO SOFTWARE.

LICENSE; ADDITIONAL RESTRICTIONS

License. Conditioned upon compliance with the terms and conditions of the Agreement, Cisco grants to Customer a limited, nonexclusive, non-transferable, worldwide license to access and use the Magento Services and the Documentation to provide the Network Services its customers, subject to the production server and development server limitations set forth in the Purchase Order. The foregoing license does not transfer or convey to Customer or any third party any right, title or interest in or to Magento Services, the Magento Software or Documentation or any associated intellectual property rights, but only a limited right of use revocable in accordance with the terms of the Agreement.

Restricted Use. Customer is purchasing the rights to access and use the then-current version of the Magento Software; Customer’s license specifically excludes any subsequent Major Releases of the Magento Software. No other updates, upgrades, or other Magento Software releases are licensed by Cisco to Customer hereunder. Major Release means a release of Magento Software that provides additional software functions. Cisco designates Major Releases as a change in the ones digit of the Magento Software version number [(x).x.x]. Cisco does not warrant Major Releases will be compatible with prior software releases. Minor Release means an incremental release of Magento Software that provides maintenance fixes and additional Magento Software functions. Cisco designates Minor releases as a change in the tenths digit of the Magento Software version number [x.(x).x].

CUSTOMER RESPONSIBILITIES

(a) In performing the Magento Services, Cisco may instruct the Customer to perform certain tasks or checks relating to Customer’s network. Customer will, at its expense, perform all such checks and tests. Customer will also provide Cisco, or its authorized representative, reasonable access, at no cost to Cisco, to Customer’s networking equipment in connection with the Magento Services. Customer shall not be required to furnish specialized equipment or know-how.
Any rework or additional work resulting from modification of the Magento Services requested by Customer (and accepted by Cisco) or any act or omission of Customer, including providing inaccurate information to Cisco will only occur pursuant to the parties executing a new Purchase Order. (b) Customer is responsible for obtaining all approvals required by any third parties in order for Cisco to perform any.

Magento Service under this Agreement. Cisco will not be responsible or otherwise liable for any failure to perform the Magento Services to the extent caused by Customer’s failure to obtain such third party approvals or if any third party otherwise prevents Cisco from performing the Magento Services.

c) Customer will not resell the Magento Software or Magento Services or create or offer derivative versions of the Magento Software or Magento Services, either directly or indirectly through a third party.

d) Customer will be responsible for its compliance with all privacy, data control or use laws and regulations relating to its use of the Magento Services, including without limitation any data contained in any reports provided by Cisco hereunder. Customer acknowledges the potential privacy and other issues associated with the collection and use of such data. Customer warrants and covenants that it will comply with all laws (including, without limitation, copyright laws, privacy laws and import and export laws) applicable to Customer or its use of the Magento Services. In addition, Customer is responsible for obtaining any permits or approvals relating to its use of the Magento Services, including without limitation any permits or approvals relating to transactions requiring its customer’s credit card information or other personally identifiable information.

e) Customer will not use the Magento Services to send spam, viruses or malware.

f) Customer understands the Magento Services are hosted by Cisco via a network utilized by Customer and other Cisco customers; Customer will not intentionally or unintentionally access data not owned by Customer or otherwise related to Customer’s use of the Magento Services, or log into, or attempt to log into, a server or account which Customer is not authorized to access.

(g) Customer will not attempt to probe, scan or test the vulnerability of a system or breach security or authentication measures without proper authorization.

(h) Customer will be responsible for handling all communication, technical support to and business relations with its customers, including without limitation responding to inquiries and technical questions.

(i) Customer will be responsible for determining whether or not any reported defects or issues may be replicated and that they are isolated to the Magento Services or Magento Software.

(j) Customer is responsible for any catastrophic security events that result from any unauthorized configuration of the Magento Service components by Customer’s personnel.

The failure of Customer to comply with Customer’s responsibilities set forth above may be deemed a material breach of. Any termination shall be in accordance with FAR 12.302(b) and 52.233-1.

Customer Warranties. Customer represents, warrants and covenants that (i) it shall only use the Magento Services and Magento Software to provide Magento Services to its End Users only as permitted by any Capacity limitations set forth in the Purchase Order. If Customer wishes to utilize the Magento Software beyond the Capacity set forth in the Purchase Order, Customer shall be obligated to place a new Purchase Order with Cisco to procure such additional required Capacity as soon as is reasonably practical.

Content. Customer is and shall be solely responsible for the creation, renewal, updating, deletion, editorial content, control and all other aspects of any files, software, scripts, multimedia images, graphics, audio, video, text, data or other objects, including any third party content or materials, originating or transmitted from any location owned or operated by Customer, and/or uploaded or routed to, passed through and/or stored on or within the Magento Services, or otherwise provided to Cisco in any medium or transmitted or routed using the Magento Services (“Customer Content’). Customer owns all right, title, and interest in the Customer Content, or possesses or shall possess all legally valid rights in the Customer Content necessary for the uses of the Customer Content contemplated herein. Customer shall not transmit or route to Cisco or the Magento Services, or otherwise direct via the MagentoServices, any Customer Content that (a) infringes any copyright, trade secret, or other intellectual property right, (b) contains libelous, defamatory, or obscene material under any applicable law, or (c) otherwise violates any federal laws or regulations relating to content or content distribution. Customer shall be responsible for utilizing Magento Services in accordance with the Documentation. If Customer has actual knowledge that any Customer Content infringes the intellectual property or other rights of a third
party or violates any applicable federal laws or regulations (including, without limitation, laws and regulations relating to indecency or obsenity), Customer shall remove such Customer Content from Customer’s origin server. Customer shall be solely responsible for maintaining the availability of its networks, web site(s) and any other medium for the delivery of online video services, and all Customer Content, IP addresses, domain names, hyperlinks, databases, applications and other resources as necessary for Customer to operate and maintain its services to meet Customer’s purposes and objectives. During the Term, Customer grants to Cisco a limited, non-exclusive license to use the Customer Content solely for Cisco to perform the Magento Services as contemplated hereunder.

In the case where at no material fault of Cisco, the Magento Services or Magento Software, a third party software component, including but not limited to, WMDRM Server or Windows Media Player (“WMP”) or Microsoft PlayReady creates a digital rights management (DRM) security breach due to a failure or hacking of such component, Cisco shall notify Customer as soon as is practical after receiving a confirmed notice from the provider of such components or discovering such a DRM security breach itself. If, after receiving such DRM breach notice, Customer continues to allow its content to be accessed with any software or services operated in conjunction with the Magento Services or Magento Software during the period where there is no fix for such DRM security breach, or Customer decides not to implement such fix (which may require restricting End Users to using certain versions of third party applications), then Customer acknowledges and agrees Cisco will not have any liability to Customer for any costs, damages or legal fees related to a DRM security breach.

Neither this SLSA nor any rights or obligations under this SLSA shall be assigned by a party without the other’s prior written consent, in accordance with the provisions of the Anti-Assignment Act 41 USC 6305 and FAR 42.1204.

ADDITIONAL SERVICES
During the period Customer has purchased Magento Services, Cisco’s Software Application Support (SAS) service obligations are provided in Attachment 5. Customer is not eligible to receive Software Application Support Plus Upgrades (SASU) services, if any, included on such URL.

Professional Services relating to the Magento Services or Magento Software purchased by Customer pursuant to a Purchase Order will be set forth in a separate document to be mutually agreed upon by the parties.
IMPORTANT: READ CAREFULLY

Dear Customer,

This Supplemental End User License Agreement ("SEULA") contains additional terms and conditions for the Software product that is used with Cisco’s Unified Communications products, including features, functionality and solutions enabled in such Software (collectively, “Software Product”) licensed under the End User License Agreement ("EULA") between you (“GSA Customer”) and Cisco (collectively, the "Agreement"). Capitalized terms used in this SEULA, but not defined, will have the meaning assigned to them in the EULA. To the extent that there is a conflict between the terms and conditions of the EULA and this SEULA, the terms and conditions of this SEULA will take precedence.

In addition to the limitations set forth in the EULA on the Government’s access and use of the Software Product, you agree to comply at all times with the terms and conditions provided in this SEULA. When the end user is an instrumentality of the U.S. Government, this SEULA is a contract with the U.S. Government and becomes effective when signed by Cisco and the GSA Contracting Officer as an addendum to the Contract. If this is an ID/IQ contract or Schedule Contract, Ordering Activities placing orders against the ID/IQ or Schedule Contract are subject to this SEULA as a term of the contract. This SEULA shall bind the Government, subject to federal law. This agreement shall not operate to bind a Government employee or person acting on behalf of the Government in his or her personal capacity.

IF YOU DO NOT AGREE TO ALL OF THE TERMS OF THE AGREEMENT, THEN CISCO IS UNWILLING TO LICENSE THE SOFTWARE PRODUCT TO YOU AND (A) YOU MAY NOT DOWNLOAD, INSTALL OR USE THE SOFTWARE PRODUCT, AND (B) YOU MAY RETURN THE SOFTWARE PRODUCT (INCLUDING ANY UNOPENED CD PACKAGE AND ANY WRITTEN MATERIALS) FOR A FULL REFUND, OR, IF THE SOFTWARE PRODUCT AND WRITTEN MATERIALS ARE SUPPLIED AS PART OF ANOTHER PRODUCT, YOU MAY RETURN THE ENTIRE PRODUCT FOR A FULL REFUND. YOUR RIGHT TO RETURN AND REFUND EXPIRES 30 DAYS AFTER PURCHASE FROM CISCO OR AN AUTHORIZED CISCO RESELLER, AND APPLIES ONLY IF YOU ARE THE ORIGINAL END USER PURCHASER.

For the purpose of this SEULA, we define the following terms:

“Cisco UC Product” means the following products:

**Call Processing and System Management Applications**
- Cisco Unified Communications Manager
- Cisco Unified Communications Manager – IM & Presence
- Cisco Unified Communications Manager – Basic Paging Server
- Cisco Unified Communications Manager – Session Manager Edition
- Cisco Emergency Responder
- Cisco Unified Attendant Consoles
Cisco Unified Communications Management Suite (including Operations Manager, Service Manager, Service Statistics Monitor and Provisioning Manager)
Cisco Prime Collaboration Suite
Cisco Survivable Remote Site Telephony Manager
Cisco InterCompany Media Engine

**Messaging and Presence Applications**
Cisco Unity
Cisco Unity Connection
Cisco Unified Presence

**Contact Center Applications**
Cisco Unified Contact Center Express (including Work Force Management, Work Force Optimization, Quality Management, Compliance Recording)
Cisco Unified IP IVR
Cisco Unified Contact Center Enterprise (including Packaged Contact Center Enterprise and Email/Web Interaction Manager)
Cisco Unified Intelligence Center
Cisco Unified Contact Center Management Portal
Cisco Unified Customer Voice Portal
Cisco MediaSense
Cisco SocialMiner
Cisco Remote Expert Solution (including Remote Expert Manager and Interactive Experience Manager)

**Conferencing, Collaboration and Social**
Cisco Webex
Cisco Unified MeetingPlace
Cisco TelePresence and Tandberg suites
Cisco Video Communications Server
Cisco Quad

Additionally, any bundled solutions including the applications listed above, including without limitation, Cisco Unified Communications Manager Business Edition 6000, are also licensed to run with the virtual machines.

“Software Product” includes the following two products: Cisco UC Virtualization Hypervisor and Cisco UC Virtualization Foundation.

In addition to the Agreement, the following supplemental terms apply:
1. You may use the VMware Products solely to operate and run in conjunction with the applicable CISCO UC Product or approved third party applications; they cannot be
used in any manner independently from the CISCO UC Product or such third party applications. For purposes of this SEULA, “Approved Third Party Applications” include applications from Vendors enrolled in the “Collaboration” or “Complementary to Collaboration” categories within Cisco Solutions Plus or Cisco Developer Network Programs that are not listed in the Cisco Business Edition 6000 Co-residency Policy Document available at:
All use shall terminate and cease when the use of the Cisco UC Product or Approved Third Party Applications terminates.
Collaboration  Cisco Unified Communications Manager 7.X NFR Kit  DOC-19231

IMPORTANT: READ CAREFULLY

Dear Customer,

Supplemental End User License Agreement

This Supplemental End User License Agreement (“SEULA”) contains additional terms and conditions for the Software Product licensed under the End User License Agreement (EULA”) between you (“GSA Customer”) and Cisco (collectively, the “Agreement”). Capitalized terms used in this SEULA but not defined will have the meanings assigned to them in the EULA. To the extent that there is a conflict between the terms and conditions of the EULA and this SEULA, the terms and conditions of this SEULA will take precedence.

In addition to the limitations set forth in the EULA on the Government’s access and use of the Software, you agree to comply at all times with the terms and conditions provided in this SEULA. When the end user is an instrumentality of the U.S. Government, this SEULA is a contract with the U.S. Government and becomes effective when signed by Cisco and the GSA Contracting Officer as an addendum to the Contract. If this is an ID/IQ contract or Schedule Contract, Ordering Activities placing orders against the ID/IQ or Schedule Contract are subject to this SEULA as a term of the contract. This SEULA shall bind the Government, subject to federal law. This agreement shall not operate to bind a Government employee or person acting on behalf of the Government in his or her personal capacity.

IF YOU DO NOT AGREE TO ALL OF THE TERMS OF THE AGREEMENT, THEN CISCO IS UNWILLING TO LICENSE THE SOFTWARE TO YOU AND (A) YOU MAY NOT DOWNLOAD, INSTALL OR USE THE SOFTWARE, AND (B) YOU MAY RETURN THE SOFTWARE (INCLUDING ANY UNOPENED CD PACKAGE AND ANY WRITTEN MATERIALS) FOR A FULL REFUND, OR, IF THE SOFTWARE AND WRITTEN MATERIALS ARE SUPPLIED AS PART OF ANOTHER PRODUCT, YOU MAY RETURN THE ENTIRE PRODUCT FOR A FULL REFUND. YOUR RIGHT TO RETURN AND REFUND EXPIRES 30 DAYS AFTER PURCHASE FROM CISCO OR AN AUTHORIZED CISCO RESELLER, AND APPLIES ONLY IF YOU ARE THE ORIGINAL END USER PURCHASER.

SUPPLEMENT TO CISCO END USER LICENSE AGREEMENT (“EULA”) FOR SW UNIFIED COMMUNICATIONS SYSTEM 7.1(3) NOT FOR RESALE

This package contains a bundle of Cisco Unified Communications products (the “Cisco UC NFR Bundle”) made available under these terms only to qualified Cisco resellers and channel partners. In addition to the EULA terms set forth in Attachment 8 and any other Supplemental End User License Agreement (“SEULA”) terms (collectively, the EULA and the SEULA terms are referred to as the “Software Agreement”) accompanying or otherwise applicable to the software products enclosed (the “Software”), the following additional supplemental SEULA terms apply to the Software and are hereby incorporated as part of the Software Agreement:

The Cisco UC NFR Bundle Software is provided to you as a Cisco reseller or channel partner for your internal demonstration and testing purposes only. The Cisco UC NFR offering may only be used in internal lab or demonstration environments by the acquiring reseller or partner. The Software is not intended for and should never be used in production and may not be resold. You agree that Cisco and its suppliers shall not be held liable for any damages arising from use of the Software. If a new release of a Software product included with the Cisco UC NFR Bundle is made available by Cisco and/or as a version of the included Software products is announced by Cisco to be at end of life, your license to use for testing and demonstration purposes of that product will terminate. Components of this Software are “NFR” or not for resale. You agree not to distribute the Software to a third party. The NFR Software does not include support and is not eligible for upgrades.

You are not obligated to provide Cisco with comments or suggestions regarding this Software. However, should you provide any comments or suggestions for the modification, correction, improvement or enhancement of the Software
(“Feedback”) then you (including the company or companies you represent) grant to Cisco a non exclusive, irrevocable, worldwide, royalty free, fully paid up license in and to any and all intellectual property rights in the Feedback, including the right to sublicense to Cisco licensees and customers (with the right to grant further sublicenses), the right to use and disclose such Feedback in any manner Cisco choose and to display, perform, copy, have copies, make, have made, use, sell, offer to sell, export and otherwise distribute or dispose of products embodying such Feedback but without any obligation to reference or disclose the source of such Feedback.
IMPORTANT: READ CAREFULLY

Dear Customer,

Supplemental End User License Agreement

This Supplemental End User License Agreement (“SEULA”) contains additional terms and conditions for the Software Product licensed under the End User License Agreement (“EULA”) between you (“GSA Customer”) and Cisco (collectively, the “Agreement”). Capitalized terms used in this SEULA but not defined will have the meanings assigned to them in the EULA. To the extent that there is a conflict between the terms and conditions of the EULA and this SEULA, the terms and conditions of this SEULA will take precedence.

In addition to the limitations set forth in the EULA on your access and use of the Software, you agree to comply at all times with the terms and conditions provided in this SEULA. When the end user is an instrumentality of the U.S. Government, this SEULA is a contract with the U.S. Government and becomes effective when signed by Cisco and the GSA Contracting Officer as an addendum to the Contract. If this is an ID/IQ contract or Schedule Contract, Ordering Activities placing orders against the ID/IQ or Schedule Contract are subject to this SEULA as a term of the contract. This SEULA shall bind the Government, subject to federal law. This agreement shall not operate to bind a Government employee or person acting on behalf of the Government in his or her personal capacity.

IF YOU DO NOT AGREE TO ALL OF THE TERMS OF THE AGREEMENT, THEN CISCO IS UNWILLING TO LICENSE THE SOFTWARE TO YOU AND (A) YOU MAY NOT DOWNLOAD, INSTALL OR USE THE SOFTWARE, AND (B) YOU MAY RETURN THE SOFTWARE (INCLUDING ANY UNOPENED CD PACKAGE AND ANY WRITTEN MATERIALS) FOR A FULL REFUND, OR, IF THE SOFTWARE AND WRITTEN MATERIALS ARE SUPPLIED AS PART OF ANOTHER PRODUCT, YOU MAY RETURN THE ENTIRE PRODUCT FOR A FULL REFUND. YOUR RIGHT TO RETURN AND REFUND EXPIRES 30 DAYS AFTER PURCHASE FROM CISCO OR AN AUTHORIZED CISCO RESELLER, AND APPLIES ONLY IF YOU ARE THE ORIGINAL END USER PURCHASER.

SUPPLEMENT TO CISCO END USER LICENSE AGREEMENT (“AGREEMENT”) FOR SW UNIFIED COMMUNICATIONS SYSTEM 7.1(2) NOT FOR RESALE

In addition to the Software Agreement, the following supplemental terms (“Supplement”) apply to the Software licensed to you and are hereby incorporated as part of the Agreement:

The Software is provided for your internal demonstration and testing purposes only. The Software is not intended for and should never be used in production. You agree that Cisco and its suppliers shall not be held liable for any damages arising from use of the Software in a production environment.

For the avoidance of doubt, components of this Software are NFR or not for resale. At no time does the license herein permit you to distribute the Software to a third party.

You are not obligated to provide Cisco with comments or suggestions regarding this Software. However, should you provide any comments or suggestions for the modification, correction, improvement or enhancement of the Software (“Feedback”) then you (including the company or companies you represent) grant to Cisco a non exclusive, irrevocable, worldwide, royalty free, fully paid up license in and to any and all intellectual property rights in the Feedback, including the right to sublicense to Cisco licensees and customers (with the right to grant further sublicenses), the right to use and disclose such Feedback in any manner Cisco choose and to display, perform, copy, have copies, make, have made, use, sell, offer to sell, export and otherwise distribute or dispose of products embodying such Feedback but without any obligation to reference or disclose the source of such Feedback.

In the event of a conflict between this Supplement and the Agreement, the Supplement shall control.
IMPORTANT: READ CAREFULLY

Dear Customer,

Supplemental End User License Agreement

This Supplemental End User License Agreement (“SEULA”) contains additional terms and conditions for the Software Product licensed under the End User License Agreement (“EULA”) between you (“GSA Customer”) and Cisco (collectively, the “Agreement”). Capitalized terms used in this SEULA but not defined will have the meanings assigned to them in the EULA. To the extent that there is a conflict between the terms and conditions of the EULA and this SEULA, the terms and conditions of this SEULA will take precedence.

In addition to the limitations set forth in the EULA on your access and use of the Software, you agree to comply at all times with the terms and conditions provided in this SEULA. When the end user is an instrumentality of the U.S. Government, this SEULA is a contract with the U.S. government and becomes effective when signed by Cisco and the GSA Contracting Officer as an addendum to the Contract. If this is an ID/IQ contract or Schedule Contract, Ordering Activities placing orders against the ID/IQ or Schedule Contract are subject to this SEULA as a term of the contract. This SEULA shall bind the government, subject to federal law. This agreement shall not operate to bind a Government employee or person acting on behalf of the Government in his or her personal capacity.

IF YOU DO NOT AGREE TO ALL OF THE TERMS OF THE AGREEMENT, THEN CISCO IS UNWILLING TO LICENSE THE SOFTWARE TO YOU AND (A) YOU MAY NOT DOWNLOAD, INSTALL OR USE THE SOFTWARE, AND (B) YOU MAY RETURN THE SOFTWARE (INCLUDING ANY UNOPENED CD PACKAGE AND ANY WRITTEN MATERIALS) FOR A FULL REFUND, OR, IF THE SOFTWARE AND WRITTEN MATERIALS ARE SUPPLIED AS PART OF ANOTHER PRODUCT, YOU MAY RETURN THE ENTIRE PRODUCT FOR A FULL REFUND. YOUR RIGHT TO RETURN AND REFUND EXPIRES 30 DAYS AFTER PURCHASE FROM CISCO OR AN AUTHORIZED CISCO RESELLER, AND APPLIES ONLY IF YOU ARE THE ORIGINAL END USER PURCHASER.

For the purpose of this SEULA, we define the following terms:

“Authorized Service Provider” is a service provider that has an agreement with Cisco that explicitly authorizes support for the Restricted Features.

“Intra-company Use” is a use of the Software Product which occurs within the same company/entity and which traverses a service provider network for the purpose of interconnecting and communicating to endpoints within the same companies/entities.

“Inter-company Use” is a use of the Software Product which occurs between two or more companies/entities and which traverses a service provider network for the purpose of interconnecting and communicating to other companies/entities. A use may include functionality that is accessed before, during or after a Cisco TelePresence meeting. Inter-company Use also includes providing features of the Software Product in a commercially available service offering.

“Restricted Features” means one or more of the following features: (i) Inter-company Multipoint encryption; and (ii) Inter-company HD/SD Inter-Operability.

In addition to the Agreement, the following supplemental terms apply:

1. The Restricted Features are available or potentially enabled in this Software Product but may only be used for Intra-company Use. THE RESTRICTED FEATURES CANNOT BE USED FOR THE PURPOSES OF INTER-COMPANY USE UNLESS SUCH USE IS PERMITTED BY AN AUTHORIZED SERVICE PROVIDER. IF YOU WERE TO USE THE RESTRICTED FEATURES FOR INTER-COMPANY USE, YOUR USE OF THE RESTRICTED FEATURES PRIOR TO SUCH AUTHORIZATION WOULD CONSTITUTE A BREACH OF THE AGREEMENT. Unless your use is through an Authorized Service Provider, you are not authorized to use the Restricted Features for Inter-company Use until
the Restricted Features have been noted as a generally available feature set in the updated release notes for the Software Product, as posted by Cisco on cisco.com. Notwithstanding the foregoing, your Intra-company Use of the Restricted Features shall not be restricted by this paragraph.

2. The CTS-Manager calendaring feature for scheduling TelePresence calls may only be used for Intra-company Use. The CTS-Manager calendaring feature may not be used with more than one calendaring application. Customers in a shared office space with multiple tenants using their own calendaring solution must deploy one CTS-Manager per tenant.

3. The Commercial Express product contains software provided by VMware, Inc. or its affiliates, and use of VMware software is subject to the terms of the VMware ESX/ESXi End User License Agreement Attachment 10.
IMPORTANT: READ CAREFULLY

Dear Customer,

This Supplemental End User License Agreement ("SEULA") contains additional terms and conditions for the Software Product licensed under the End User License Agreement ("EULA") between you ("GSA Customer") and Cisco (collectively, the "Agreement"). Capitalized terms used in this SEULA but not defined will have the meanings assigned to them in the EULA. To the extent that there is a conflict between the terms and conditions of the EULA and this SEULA, the terms and conditions of this SEULA will take precedence.

In addition to the limitations set forth in the EULA on your access and use of the Software, you agree to comply at all times with the terms and conditions provided in this SEULA. When the end user is an instrumentality of the U.S. Government, this SEULA is a contract with the U.S. government and becomes effective when signed by Cisco and the GSA Contracting Officer as an addendum to the Contract. If this is an ID/IQ contract or Schedule Contract, Ordering Activities placing orders against the ID/IQ or Schedule Contract are subject to this SEULA as a term of the contract. This SEULA shall bind the government, subject to federal law. This agreement shall not operate to bind a Government employee or person acting on behalf of the Government in his or her personal capacity.

IF YOU DO NOT AGREE TO ALL OF THE TERMS OF THE AGREEMENT, THEN CISCO IS UNWILLING TO LICENSE THE SOFTWARE TO YOU AND (A) YOU MAY NOT DOWNLOAD, INSTALL OR USE THE SOFTWARE, AND (B) YOU MAY RETURN THE SOFTWARE (INCLUDING ANY UNOPENED CD PACKAGE AND ANY WRITTEN MATERIALS) FOR A FULL REFUND, OR, IF THE SOFTWARE AND WRITTEN MATERIALS ARE SUPPLIED AS PART OF ANOTHER PRODUCT, YOU MAY RETURN THE ENTIRE PRODUCT FOR A FULL REFUND. YOUR RIGHT TO RETURN AND REFUND EXPIRES 30 DAYS AFTER PURCHASE FROM CISCO OR AN AUTHORIZED CISCO RESELLER, AND APPLIES ONLY IF YOU ARE THE ORIGINAL END USER PURCHASER.

Definitions
CPU means a central processing unit that encompasses part of a Server.
Evaluation Term means a sixty-day period during which the Software may be used solely for trial or evaluation purposes, free of additional charge.
Instance means a single copy of the Software. Each copy of the Software loaded into memory constitutes a single Instance.
License Term means the period of time during which you are authorized to use the Software to deliver information technology services to your internal or external customers. The License Term varies depending on the license fee paid.
Server means a single physical computer or device on a network that manages or provides network resources for multiple users. Each Server must meet or exceed the following CPU requirements: Intel Nehalem, AMD Barcelona and a clock frequency of 1.8GHz.
Software means the CSR 1000V, successor versions, or other virtual software products that Cisco determines shall be governed under this SEULA. To run, the Software requires VMWare ESXi version 5.0 or higher.
Term means the License Term and any Evaluation Term.
Virtual Machine means a software container that can run its own operating system and execute applications like a Server.
Service Provider means a company that provides information technology services to external end user customers.

Additional License Terms and Conditions
1. Cisco hereby grants You the right to install and use a single Instance of the Software during the Term. Upon expiration of the License Term, an Evaluation Term commences unless and until You renew the License Term by payment of the required license fees. Following expiration of the Evaluation Term, the Software communication interfaces shut down until all functionality ceases.
2. The Software may be deployed on a Server in a Virtual Machine. Each unique Instance of the Software requires payment of the applicable license fees. You may not run multiple Instances of the Software without payment of the applicable license fees.

3. Subject to the terms and conditions herein and payment of applicable license fees, You may use the Software as a Service Provider or to deliver hosted information technology services to your employees, agents, consultants and/or independent contractors, or to employees and contractors of your affiliated companies.

Description of Other Rights and Obligations

Please refer to the Cisco Systems, Inc. End User License Agreement.
Cisco End User License Agreement, AnyConnect Secure Mobility Client, Release 3.0

IMPORTANT: PLEASE READ THIS END USER LICENSE AGREEMENT CAREFULLY. DOWNLOADING, INSTALLING OR USING CISCO OR CISCO-SUPPLIED SOFTWARE CONSTITUTES ACCEPTANCE OF THIS AGREEMENT.

CISCO SYSTEMS, INC. OR ITS SUBSIDIARY LICENSING THE SOFTWARE INSTEAD OF CISCO SYSTEMS, INC. ("CISCO") IS WILLING TO LICENSE ITS SOFTWARE TO YOU, ("GSA CUSTOMER") ONLY UPON THE CONDITION THAT YOU ACCEPT ALL OF THE TERMS CONTAINED IN THIS END USER LICENSE AGREEMENT PLUS ANY ADDITIONAL LIMITATIONS ON THE LICENSE SET FORTH IN A SUPPLEMENTAL LICENSE AGREEMENT ACCOMPANYING THE PRODUCT (COLLECTIVELY THE "AGREEMENT"). TO THE EXTENT OF ANY CONFLICT BETWEEN THE TERMS OF THIS END USER LICENSE AGREEMENT AND ANY SUPPLEMENTAL LICENSE AGREEMENT, THE SUPPLEMENTAL LICENSE AGREEMENT SHALL APPLY.

When the end user is an instrumentality of the U.S. Government, this SEULA is a contract with the U.S. government and becomes effective when signed by Cisco and the GSA Contracting Officer as an addendum to the Contract. If this is an ID/IQ contract or Schedule Contract, Ordering Activities placing orders against the ID/IQ or Schedule Contract are subject to this SEULA as a term of the contract. This SEULA shall bind the government, subject to federal law. This agreement shall not operate to bind a Government employee or person acting on behalf of the Government in his or her personal capacity.

IF YOU DO NOT AGREE TO ALL OF THE TERMS OF THE AGREEMENT, THEN CISCO IS UNWILLING TO LICENSE THE SOFTWARE TO YOU AND (A) YOU MAY NOT DOWNLOAD, INSTALL OR USE THE SOFTWARE, AND (B) YOU MAY RETURN THE SOFTWARE (INCLUDING ANY UNOPENED CD PACKAGE AND ANY WRITTEN MATERIALS) FOR A FULL REFUND, OR, IF THE SOFTWARE AND WRITTEN MATERIALS ARE SUPPLIED AS PART OF ANOTHER PRODUCT, YOU MAY RETURN THE ENTIRE PRODUCT FOR A FULL REFUND. YOUR RIGHT TO RETURN AND REFUND EXPIRES 30 DAYS AFTER PURCHASE FROM CISCO OR AN AUTHORIZED CISCO RESELLER, AND APPLIES ONLY IF YOU ARE THE ORIGINAL END USER PURCHASER.

THE FOLLOWING TERMS OF THE AGREEMENT GOVERN CUSTOMER'S ACCESS AND USE OF EACH CISCO OR CISCO-SUPPLIED SOFTWARE ("SOFTWARE").

License
Conditioned upon compliance with the terms and conditions of the Agreement, Cisco grants to Customer a nonexclusive and nontransferable license to use for Customer's internal business purposes the Software and the Documentation for which Customer has paid the required license fees. "Documentation" means written information (whether contained in user or technical manuals, training materials, specifications or otherwise) pertaining to the Software and made available by Cisco with the Software in any manner (including on CD-ROM, or on-line). In order to use the Software, Customer may be required to input a registration number or product authorization key and register Customer's copy of the Software online at Cisco's website to obtain the necessary license key or license file. Customer's license to use the Software shall be limited to, and Customer shall not use the Software in excess of, a single hardware chassis or card or such other limitations as are set forth in the applicable Supplemental License Agreement or in the applicable Purchase Order which has been accepted by Cisco and for which Customer has paid to Cisco the license fee as required by the "GSA Customer Purchase Order").

Unless otherwise expressly provided in the Documentation or any applicable Supplemental License Agreement, Customer shall use the Software solely as embedded in, for execution on, or (where the applicable Documentation permits installation on non-Cisco equipment) for communication with Cisco equipment owned or leased by Customer
and used for Customer’s internal purposes. No other licenses are granted by implication, estoppel or otherwise. For evaluation or beta copies for which Cisco does not charge a license fee, the above requirement to pay license fees does not apply.

**General Limitations**

This is a license, not a transfer of title, to the Software and Documentation, and Cisco retains ownership of all copies of the Software and Documentation. Customer acknowledges that the Software and Documentation contain trade secrets of Cisco or its suppliers or licensors, including but not limited to the specific internal design and structure of individual programs and associated interface information. Except as otherwise expressly provided under the Agreement, Customer shall have no right, and Customer specifically agrees not to:

(i) transfer, assign or sublicense its license rights to any other person or entity (other than in compliance with any Cisco relicensing/transfer policy then in force), or use the Software on unauthorized or secondhand Cisco equipment, and Customer acknowledges that any attempted transfer, assignment, sublicense or use shall be void;

(ii) make error corrections to or otherwise modify or adapt the Software or create derivative works based upon the Software, or permit third parties to do the same;

(iii) reverse engineer or decompile, decrypt, disassemble or otherwise reduce the Software to human-readable form, except to the extent otherwise expressly permitted under applicable law notwithstanding this restriction;

(iv) publish any results of benchmark tests run on the Software;

(v) use or permit the Software to be used to perform services for third parties, whether on a service bureau or time sharing basis or otherwise, without the express written authorization of Cisco; or

(vi) disclose, provide, or otherwise make available trade secrets contained within the Software and Documentation in any form to any third party without the prior written consent of Cisco. Customer shall implement reasonable security measures to protect such trade secrets.

To the extent required by applicable law, and at Customer's written request, Cisco shall provide Customer with the interface information needed to achieve interoperability between the Software and another independently created program, on payment of Cisco's applicable fee, if any. Customer shall observe strict obligations of confidentiality with respect to such information and shall use such information in compliance with any applicable terms and conditions upon which Cisco makes such information available.

**Software, Upgrades and Additional Copies**

For purposes of the Agreement, "Software" shall include (and the terms and conditions of the Agreement shall apply to) computer programs, including firmware, as provided to Customer by Cisco or an authorized Cisco reseller, and any upgrades, updates, bug fixes or modified versions thereto (collectively, "Upgrades") or backup copies of any of the foregoing. NOTWITHSTANDING ANY OTHER PROVISION OF THE AGREEMENT: (1) CUSTOMER HAS NO LICENSE OR RIGHT TO MAKE OR USE ANY ADDITIONAL COPIES OR UPGRADES UNLESS CUSTOMER, AT THE TIME OF MAKING OR ACQUIRING SUCH COPY OR UPGRADE, ALREADY HOLDS A VALID LICENSE TO THE ORIGINAL SOFTWARE AND HAS PAID THE APPLICABLE FEE FOR THE UPGRADE OR ADDITIONAL COPIES; (2) USE OF UPGRADES IS LIMITED TO CISCO EQUIPMENT FOR WHICH CUSTOMER IS THE ORIGINAL END USER PURCHASER OR LESSEE OR OTHERWISE HOLDS A VALID LICENSE TO USE THE SOFTWARE WHICH IS BEING UPGRADED; AND (3) THE MAKING AND USE OF ADDITIONAL COPIES IS LIMITED TO NECESSARY BACKUP PURPOSES ONLY. NOTHING CONTAINED HEREIN SHALL RESTRICT THE CUSTOMER’S RIGHT TO PROVIDE COPIES TO ITS DULY AUTHORIZED EMPLOYEES, AGENTS, CONSULTANTS AND/OR INDEPENDENT CONTRACTORS SOLELY FOR BACKUP PURPOSES.

**Proprietary Notices**

Customer agrees to maintain and reproduce all copyright and other proprietary notices on all copies, in any form, of the Software in the same form and manner that such copyright and other proprietary notices are included on the Software. Except as expressly authorized in the Agreement, Customer shall not make any copies or duplicates of any Software without the prior written permission of Cisco. NOTHING CONTAINED HEREIN SHALL RESTRICT THE GOVERNMENT’S RIGHT TO PROVIDE COPIES TO ITS DULY AUTHORIZED EMPLOYEES, AGENTS, CONSULTANTS AND/OR INDEPENDENT CONTRACTORS SOLELY FOR BACKUP PURPOSES.
Term and Termination
The Agreement and the license granted herein shall remain effective until terminated. The parties may terminate the Agreement only in accordance with the procedures set forth in the FAR. Upon termination, Customer shall destroy all copies of Software and Documentation in its possession or control. All confidentiality obligations of Customer and all limitations of liability and disclaimers and restrictions of warranty shall survive termination of this Agreement. In addition, the provisions of the sections titled "U.S. Government End User Purchasers" and "General Terms Applicable to the Limited Warranty Statement and End User License Agreement" shall survive termination of the Agreement.

Government Records
Customer grants to Cisco and its independent accountants the right to examine Customer's books, records and accounts during Customer's normal business hours to verify compliance with this Agreement as long as Cisco complies with Customer's security requirements. In the event such audit discloses non-compliance with this Agreement, the parties shall negotiate a new GSA Customer Purchase Order to bring the Customer into compliance.

Export, Re-Export, Transfer and Use Controls
The Software, Documentation and technology or direct products thereof (hereafter referred to as Software and Technology), supplied by Cisco under this Agreement are subject to export controls under the laws and regulations of the United States (U.S.) and any other applicable countries' laws and regulations. Customer shall comply with such laws and regulations governing export, re-export, transfer and use of Cisco Software and Technology and will obtain all required U.S. and local authorizations, permits, or licenses. Cisco and Customer each agree to provide the other information, support documents, and assistance as may reasonably be required by the other in connection with securing authorizations or licenses. Information regarding compliance with export, re-export, transfer and use may be located at the following URL: http://www.cisco.com/web/about/doing_business/legal/global_export_trade/general_export/contract_compliance.html and is provided for informational purposes only.

U.S. Government End User Purchasers
The Software and Documentation qualify as "commercial items," as that term is defined at Federal Acquisition Regulation ("FAR") (48 C.F.R.) 2.101, consisting of "commercial computer software" and "commercial computer software documentation" as such terms are used in FAR 12.212. Consistent with FAR 12.212 and DoD FAR Supp. 227.7202-1 through 227.7202-4, and notwithstanding any other FAR or other contractual clause to the contrary in any agreement into which the Agreement may be incorporated, Customer may provide to Government end user or, if the Agreement is direct, Government end user will acquire, the Software and Documentation with only those rights set forth in the Agreement.
The Government agrees that the Software and Documentation are "commercial computer software" and "commercial computer software documentation," and accepts the rights and restrictions herein.

Limited Warranty
Subject to the limitations and conditions set forth herein, Cisco warrants that commencing from the date of shipment to Customer (but in case of resale by an authorized Cisco reseller, commencing not more than ninety (90) days after original shipment by Cisco), and continuing for a period of the longer of (a) ninety (90) days or (b) the warranty period (if any) expressly set forth as applicable specifically to software in the warranty card accompanying the product of which the Software is a part (the "Product") (if any): (a) the media on which the Software is furnished will be free of defects in materials and workmanship under normal use; and (b) the Software substantially conforms to the Documentation. The date of shipment of a Product by Cisco is set forth on the packaging material in which the Product is shipped. Except for the foregoing, the Software is provided "AS IS". This limited warranty extends only to
the Customer who is the original licensee. Customer's sole and exclusive remedy and the entire liability of Cisco and its suppliers under this limited warranty will be (i) replacement of defective media and/or (ii) at Cisco's option, repair, replacement, or refund of the purchase price of the Software, in both cases subject to the condition that any error or defect constituting a breach of this limited warranty is reported to Cisco or the party supplying the Software to Customer, if different than Cisco, within the warranty period. Cisco or the party supplying the Software to Customer may, at its option, require return of the Software and/or Documentation as a condition to the remedy. In no event does Cisco warrant that the Software is error free or that Customer will be able to operate the Software without problems or interruptions. In addition, due to the continual development of new techniques for intruding upon and attacking networks, Cisco does not warrant that the Software or any equipment, system or network on which the Software is used will be free of vulnerability to intrusion or attack.

Restrictions
This warranty does not apply if the Software, Product or any other equipment upon which the Software is authorized to be used (a) has been altered, except by Cisco or its authorized representative, (b) has not been installed, operated, repaired, or maintained in accordance with instructions supplied by Cisco, (c) has been subjected to abnormal physical or electrical stress, abnormal environmental conditions, misuse, negligence, or accident; or (d) is licensed for beta, evaluation, testing or demonstration purposes. The Software warranty also does not apply to (e) any temporary Software modules; or (f) any Software for which Cisco does not receive a license fee.

Disclaimer OF Warranty
EXCEPT AS SPECIFIED IN THIS WARRANTY SECTION, ALL EXPRESS OR IMPLIED CONDITIONS, REPRESENTATIONS, AND WARRANTIES INCLUDING, WITHOUT LIMITATION, ANY IMPLIED WARRANTY OR CONDITION OF MERCHANTABILITY, FITNESS FOR A PARTICULAR PURPOSE, NON-INFRINGEMENT, SATISFACTORY QUALITY, NON-INTERFERENCE, ACCURACY OF INFORMATIONAL CONTENT, OR ARISING FROM A COURSE OF DEALING, LAW, USAGE, OR TRADE PRACTICE, ARE HEREBY EXCLUDED TO THE EXTENT ALLOWED BY APPLICABLE LAW AND ARE EXPRESSLY DISCLAIMED BY CISCO, ITS SUPPLIERS AND LICENSORS. TO THE EXTENT AN IMPLIED WARRANTY CANNOT BE EXCLUDED, SUCH WARRANTY IS LIMITED IN DURATION TO THE EXPRESS WARRANTY PERIOD. BECAUSE SOME STATES OR JURISDICTIONS DO NOT ALLOW LIMITATIONS ON HOW LONG AN IMPLIED WARRANTY LASTS, THE ABOVE LIMITATION MAY NOT APPLY. THIS WARRANTY GIVES CUSTOMER SPECIFIC LEGAL RIGHTS, AND CUSTOMER MAY ALSO HAVE OTHER RIGHTS WHICH VARY FROM JURISDICTION TO JURISDICTION. This disclaimer and exclusion shall apply even if the express warranty set forth above fails of its essential purpose.

The foregoing exclusions/limitations of liability shall not apply (1) to personal injury or death caused by Cisco’s negligence; (2) for fraud; or (3) for any other matter for which liability cannot be excluded by law.

General Terms Applicable to the Limited Warranty Statement, End User License Agreement, and Supplemental License Agreement
Controlling Law, Jurisdiction
If you acquired the Software in the United States, the Agreement and Hardware and Software warranties ("Warranties") are controlled by and construed under the Federal laws of the United States of America, notwithstanding any conflicts of law provisions. For all countries referred to above, the parties specifically disclaim the application of the UN Convention on Contracts for the International Sale of Goods. If any portion hereof is found to be void or unenforceable, the remaining provisions of the Agreement and Warranties shall remain in full force and effect. Except as expressly provided herein, the Agreement constitutes the entire agreement between
the parties with respect to the license of the Software and Documentation. The Agreement has been written in the English language, and the parties agree that the English version will govern.

**Supplemental End User License Agreement for Cisco**
**Systems AnyConnect Secure Mobility and other SSL**
**VPN-related Client Software**

**IMPORTANT: READ CAREFULLY**
This Supplemental End User License Agreement ("SEULA") contains additional terms and conditions for the Software Product licensed under the End User License Agreement ("EULA") between You ("You" as used herein means ("GSA Customer"). and Cisco (collectively, the "Agreement"). Capitalized terms used in this SEULA but not defined will have the meanings assigned to them in the EULA. To the extent that there is a conflict between the terms and conditions of the EULA and this SEULA, the terms and conditions of this SEULA will take precedence.

In addition to the limitations set forth in the EULA on your access and use of the Software, the Government agrees to comply at all times with the terms and conditions provided in this SEULA. When the end user is an instrumentality of the U.S. Government, this SEULA is a contract with the U.S. government and becomes effective when signed by Cisco and the GSA Contracting Officer as an addendum to the Contract. If this is an ID/IQ contract or Schedule Contract, Ordering Activities placing orders against the ID/IQ or Schedule Contract are subject to this SEULA as a term of the contract. This SEULA shall bind the government, subject to federal law. This agreement shall not operate to bind a Government employee or person acting on behalf of the Government in his or her personal capacity.

**IF YOU DO NOT AGREE TO ALL OF THE TERMS OF THE AGREEMENT, THEN CISCO IS UNWILLING TO LICENSE THE SOFTWARE TO YOU AND (A) YOU MAY NOT DOWNLOAD, INSTALL OR USE THE SOFTWARE, AND (B) YOU MAY RETURN THE SOFTWARE (INCLUDING ANY UNOPENED CD PACKAGE AND ANY WRITTEN MATERIALS) FOR A FULL REFUND, OR, IF THE SOFTWARE AND WRITTEN MATERIALS ARE SUPPLIED AS PART OF ANOTHER PRODUCT, YOU MAY RETURN THE ENTIRE PRODUCT FOR A FULL REFUND. YOUR RIGHT TO RETURN AND REFUND EXPIRES 30 DAYS AFTER PURCHASE FROM CISCO OR AN AUTHORIZED CISCO RESELLER, AND APPLIES ONLY IF YOU ARE THE ORIGINAL END USER PURCHASER.**

For purposes of this SEULA, the Product name and the Product description You have ordered is any of the following ("Software"):  
• Cisco AnyConnect Secure Mobility Client  
• Cisco AnyConnect VPN Client  
• Cisco AnyConnect Profile Editor  
• Cisco AnyConnect Host Scan (HostScan)  
• Cisco AnyConnect Diagnostics and Reporting Tool (DART)  
• Cisco SSL VPN Client  
• Cisco VPN Client  
• Cisco Secure Desktop  
• Smart Tunnels  
• Port Forwarding  
• Additional SSL VPN delivered applets

**Definitions**
For purposes of this SEULA, the following definitions apply:  
"Endpoint" means a computer, smartphone or other mobile device used in conjunction with any of the Software.  
"Network Access Manager Module" means a separate module in the Cisco AnyConnect Secure Mobility Client with IEEE 802.1X authentication functionality to manage wired and wireless network connections.
"Non-personal Information" means technical and related information that is not personally identifiable, including, but not limited to, the operating system type and version, origin and nature of identified malicious system threats, and the Software modules installed on an Endpoint device.

"Personal Information" means any information that can be used to identify an individual, including, but not limited to, an individual's name, user name, email address and any other personally identifiable information.

"Telemetry Module" means a separate module in the Cisco AnyConnect Secure Mobility Client to provide Personal Information and Non-personal Information from Endpoint devices to Cisco's web security infrastructure.

"Web Security Module" means a separate module in the Cisco AnyConnect Secure Mobility Client with functionality that redirects web traffic to the Cisco ScanSafe hosted web security infrastructure, for customers that have subscribed to Secure Mobility for ScanSafe and used in conjunction with Cisco ScanSafe Web Filtering and/or Cisco ScanSafe Web Security services.

Additional License Terms and Conditions

1. Installation and Use on Unlimited Number of Endpoint Devices
Cisco hereby grants You the right to install and use any of the Software listed above in this SEULA on an unlimited number of Endpoint devices, provided that, except with respect to the Network Access Manager Module as described in Section 2 below, each of those Endpoint devices must use the Software only to connect to Cisco equipment. These license grants are subject to export restrictions in the EULA and to the network equipment license restrictions in Section 3 below. You may make one copy of the Software for each such Endpoint device and a reasonable number of backup copies for the purpose of installing the Software on that Endpoint device.

2. Cisco AnyConnect Network Access Manager Module
The Network Access Manager Module, as described in the Cisco AnyConnect Secure Mobility Client Administrator Guide, may be used by You in conjunction with non-Cisco wired and wireless equipment for the purpose of connecting to non-Cisco network equipment. Support services (including Technical Assistance or TAC support) are only available if You have an active support contract for Cisco Products used in conjunction with the Network Access Manager Module. Support services will not be provided directly to your end users by Cisco.

3. Cisco Network Equipment and Hosted Service License Entitlements and Restrictions
Your use of the Software or specific features thereof with Cisco network equipment shall be subject to license entitlements and restrictions for the applicable Cisco network equipment or hosted services. Please consult Your administrator guide for the applicable Cisco network equipment or hosted services for the relevant license entitlements and restrictions.

4. Distribution to Third Party Business Partners and Customers
You may copy and distribute the Software to your duly authorized employees, agents, consultants, and/or independent contractors (collectively referred to as “employees”) solely and exclusively for the purposes of accessing your Cisco equipment, provided that You shall remain responsible for compliance with the EULA and this SEULA by such employees. Each such distribution of the Software to a third party must be accompanied by a copy of the EULA and this SEULA.

5. No Support to Third Party Business Partners or Customers
Cisco will not provide end-user support (including Technical Assistance or TAC support) to any third party business partner or customer that receives the Software in accordance with Section 4 hereof. You shall be responsible for providing all support to each such third party.

6. Effect of Termination on Third Party Business Partners or Customers
In the event of termination of the Agreement, If applicable, You must use commercially reasonable efforts to notify the third party business partner or customer to whom You have distributed the Software that their rights of access and use of the Software have also ceased.

7. Data, Information and Privacy
• Telemetry Module—If You install the Telemetry Module, You consent to Cisco's collection, use, processing and storage of Personal Information and Non-personal Information as described below. This Personal Information and Non-personal Information is transferred to Cisco, including the transfer of such information to the United States and/or another country.
outside the European Economic Area, so Cisco can determine how users are interacting with our products and for the purpose of providing You technical networking support and improving our products and services. Cisco may share this information with select third parties in an anonymous aggregated form. None of this Personal Information and Non-personal Information will be used to identify or contact You, and use of the Personal Information and Non-personal Information shall be subject to Cisco's Privacy Statement, Attachment 6. You may withdraw this consent to collection, use, processing and storage of Personal Information and Non-personal Information at any time either by turning the Telemetry Module off or by uninstalling the Telemetry Module. Configuration and uninstallation instructions for the Telemetry Module are available in Your Cisco AnyConnect Secure Mobility Client Administrator Guide.

• Web Security Module—If You agree to this Agreement and install and utilize the Web Security Module to communicate with the Cisco ScanSafe Web Filtering and/or Cisco ScanSafe Web Security Services, You consent to Cisco's collection, use, processing and storage of Personal Information as described below. This Personal Information is transferred to Cisco, including the transfer of such information to the United States and/or another country outside the European Economic Area, so Cisco can determine how users are interacting with our products and for the purpose of providing You technical networking support and improving our products and services. None of this Personal Information will be used to identify or contact You, and use of the Personal Information shall be subject to Cisco's Privacy Statement, Attachment 6. You may withdraw this consent to collection, use, processing and storage of Personal Information at any time by configuring the Cisco ScanSafe Web Filtering Service to anonymize Your end user data. Configuration instructions for the Cisco ScanSafe Web Filtering Service are available in Your Cisco ScanSafe Web Filtering Service Administrator Guide.
IMPORTANT: READ CAREFULLY

Dear Customer,

This Supplemental End User License Agreement ("SEULA") contains additional terms and conditions for the Software Product licensed under the End User License Agreement ("EULA") between you ("GSA Customer") and Cisco (collectively, the "Agreement"). Capitalized terms used in this SEULA but not defined will have the meanings assigned to them in the EULA. To the extent that there is a conflict between the terms and conditions of the EULA and this SEULA, the terms and conditions of this SEULA will take precedence.

In addition to the limitations set forth in the EULA on your access and use of the Software, the Government agrees to comply at all times with the terms and conditions provided in this SEULA. When the end user is an instrumentality of the U.S. Government, this SEULA is a contract with the U.S. government and becomes effective when signed by Cisco and the GSA Contracting Officer as an addendum to the Contract. If this is an ID/IQ contract or Schedule Contract, Ordering Activities placing orders against the ID/IQ or Schedule Contract are subject to this SEULA as a term of the contract. This SEULA shall bind the government, subject to federal law. This agreement shall not operate to bind a Government employee or person acting on behalf of the Government in his or her personal capacity.

IF YOU DO NOT AGREE TO ALL OF THE TERMS OF THE AGREEMENT, THEN CISCO IS UNWILLING TO LICENSE THE SOFTWARE TO YOU AND (A) YOU MAY NOT DOWNLOAD, INSTALL OR USE THE SOFTWARE, AND (B) YOU MAY RETURN THE SOFTWARE (INCLUDING ANY UNOPENED CD PACKAGE AND ANY WRITTEN MATERIALS) FOR A FULL REFUND, OR, IF THE SOFTWARE AND WRITTEN MATERIALS ARE SUPPLIED AS PART OF ANOTHER PRODUCT, YOU MAY RETURN THE ENTIRE PRODUCT FOR A FULL REFUND. YOUR RIGHT TO RETURN AND REFUND EXPIRES 30 DAYS AFTER PURCHASE FROM CISCO OR AN AUTHORIZED CISCO RESELLER, AND APPLIES ONLY IF YOU ARE THE ORIGINAL END USER PURCHASER.

SUPPLEMENTAL END USER LICENSE AGREEMENT FOR CISCO SYSTEMS ASA CX SOFTWARE: IMPORTANT: READ CAREFULLY

This Supplemental End User License Agreement (SEULA) contains additional terms and conditions for the Software licensed under the End User License Agreement (EULA) between you and Cisco (collectively, the Agreement). Capitalized terms used in this SEULA but not defined will have the meanings assigned to them in the EULA. To the extent that there is a conflict between the terms and conditions of the EULA and this SEULA, the terms and conditions of this SEULA will take precedence.

Software shall include Cisco's ASA CX Application Visibility and Control and ASA CX Web Security Essentials software and services.

In addition to the limitations set forth in the EULA on your access and use of the Software, you agree to comply at all times with the terms and conditions provided in this SEULA. When the end user is an instrumentality of the U.S. Government, this SEULA is a contract with the U.S. government and becomes effective when signed by Cisco and the GSA Contracting Officer as an addendum to the Contract. If this is an ID/IQ contract or Schedule Contract, Ordering Activities placing orders against the ID/IQ or Schedule Contract are subject to this SEULA as a term of the contract. This SEULA shall bind the government, subject to federal law. This agreement shall not operate to bind a Government employee or person acting on behalf of the Government in his or her personal capacity.

IF YOU DO NOT AGREE TO ALL OF THE TERMS OF THE AGREEMENT, THEN CISCO IS UNWILLING TO LICENSE THE SOFTWARE TO YOU AND (A) YOU MAY NOT DOWNLOAD, INSTALL OR USE THE SOFTWARE, AND (B) YOU MAY RETURN THE SOFTWARE (INCLUDING ANY UNOPENED CD PACKAGE
1. License. Conditioned upon compliance with the terms and conditions of the Agreement, Cisco grants to Customer a nonexclusive, nontransferable and sublicenseable (to Customer’s end users) license to use for Customer’s (and/or Customer’s end users) internal business purposes the Software and Documentation for which Customer has paid the required license and/or subscription fee. The license shall be a term based subscription license to the service indicated as a SKU in the GSA Customer’s Purchase Order. The length of the license term (or subscription) shall be as indicated in the GSA Customer’s Purchase Order. Documentation means information (whether contained in user or technical manuals, training materials, specifications, videos or otherwise) pertaining to the Software and made available by Cisco with the Software in any manner (including on CD Rom, or online). In order to use the Software, Customer may be required to input a registration number or product authorization key and register Customer’s copy of the Software online at Cisco’s website to obtain the necessary license key or license file.

**Security**

Cisco ASA Next Generation Firewall Services
(formerly ASA CX Context-Aware Security) Application
Visibility & Control

---

**IMPORTANT: READ CAREFULLY**

Dear Customer,

This Supplemental End User License Agreement ("SEULA") contains additional terms and conditions for the Software Product licensed under the End User License Agreement ("EULA") between you ("GSA Customer") and Cisco (collectively, the "Agreement").

Capitalized terms used in this SEULA but not defined will have the meanings assigned to them in the EULA. To the extent that there is a conflict between the terms and conditions of the EULA and this SEULA, the terms and conditions of this SEULA will take precedence.

In addition to the limitations set forth in the EULA on your access and use of the Software, you agree to comply at all times with the terms and conditions provided in this SEULA. When the end user is an instrumentality of the U.S. Government, this SEULA is a contract with the U.S. government and becomes effective when signed by Cisco and the GSA Contracting Officer as an addendum to the Contract. If this is an ID/IQ contract or Schedule Contract, Ordering Activities placing orders against the ID/IQ or Schedule Contract are subject to this SEULA as a term of the contract. This SEULA shall bind the government, subject to federal law. This agreement shall not operate to bind a Government employee or person acting on behalf of the Government in his or her personal capacity.

IF YOU DO NOT AGREE TO ALL OF THE TERMS OF THE AGREEMENT, THEN CISCO IS UNWILLING TO LICENSE THE SOFTWARE TO YOU AND (A) YOU MAY NOT DOWNLOAD, INSTALL OR USE THE SOFTWARE, AND (B) YOU MAY RETURN THE SOFTWARE (INCLUDING ANY UNOPENED CD PACKAGE AND ANY WRITTEN MATERIALS) FOR A FULL REFUND, OR, IF THE SOFTWARE AND WRITTEN MATERIALS ARE SUPPLIED AS PART OF ANOTHER PRODUCT, YOU MAY RETURN THE ENTIRE PRODUCT FOR A FULL REFUND. YOUR RIGHT TO RETURN AND REFUND EXPIRES 30 DAYS AFTER PURCHASE FROM CISCO OR AN AUTHORIZED CISCO RESELLER, AND APPLIES ONLY IF YOU ARE THE ORIGINAL END USER PURCHASER.

---

**Product Name**

ASA5585-10-AP1Y ASA 5585-X CX-10 Application Visibility and Control 1Year
SUPPLEMENTAL END USER LICENSE AGREEMENT FOR CISCO SYSTEMS ASA CX SOFTWARE:
IMPORTANT: READ CAREFULLY

This Supplemental End User License Agreement (SEULA) contains additional terms and conditions for the Software licensed under the End User License Agreement (EULA) between you ("GSA Customer") and Cisco (collectively, the Agreement). Capitalized terms used in this SEULA, but not defined will have the meanings assigned to them in the EULA. To the extent that there is a conflict between the terms and conditions of the EULA and this SEULA, the terms and conditions of this SEULA will take precedence.

Software shall include Cisco's ASA CX Application Visibility and Control and ASA CX Web Security Essentials software and services. In addition to the limitations set forth in the EULA on your access and use of the Software, you agree to comply at all times with the terms and conditions provided in this SEULA. When the end user is an instrumentality of the U.S. Government, this SEULA is a contract with the U.S. government and becomes effective when signed by Cisco and the GSA Contracting Officer as an addendum to the Contract. If this is an ID/IQ contract or Schedule Contract, Ordering Activities placing orders against the ID/IQ or Schedule Contract are subject to this SEULA as a term of the contract. This SEULA shall bind the government, subject to federal law. This agreement shall not operate to bind a Government employee or person acting on behalf of the Government in his or her personal capacity.

IF YOU DO NOT AGREE TO ALL OF THE TERMS OF THE AGREEMENT, THEN CISCO IS UNWILLING TO LICENSE THE SOFTWARE TO YOU AND (A) YOU MAY NOT DOWNLOAD, INSTALL OR USE THE SOFTWARE, AND (B) YOU MAY RETURN THE SOFTWARE (INCLUDING ANY UNOPENED CD PACKAGE AND ANY WRITTEN MATERIALS) FOR A FULL REFUND, OR, IF THE SOFTWARE AND WRITTEN MATERIALS ARE SUPPLIED AS PART OF ANOTHER PRODUCT, YOU MAY RETURN THE ENTIRE PRODUCT FOR A FULL REFUND. YOUR RIGHT TO RETURN AND REFUND EXPIRES 30 DAYS AFTER PURCHASE FROM CISCO OR AN AUTHORIZED CISCO RESELLER, AND APPLIES ONLY IF YOU ARE THE ORIGINAL END USER PURCHASER.

1. License. Conditioned upon compliance with the terms and conditions of the Agreement, Cisco grants to Customer a nonexclusive, nontransferable and sublicenseable (to Customer's end users) license to use for Customer’s (and/or Customer’s end users’) internal business purposes the Software and Documentation for which Customer has paid the required license and/or subscription fee. The license shall be a term based subscription license to the service indicated as a SKU in your ordering documents. The length of the license term (or subscription) shall be as indicated in your ordering documents. Documentation means information (whether contained in user or technical manuals, training materials, specifications, videos or otherwise) pertaining to the Software and made available by Cisco with the Software in any manner (including on CD Rom, or online). In order to use the Software, Customer may be required to input a registration number or product authorization key and register Customer's copy of the Software online at Cisco's website to obtain the necessary license key or license file.
IMPORTANT: READ CAREFULLY

Dear Customer,

This Supplemental End User License Agreement ("SEULA") contains additional terms and conditions for the Software Product licensed under the End User License Agreement ("EULA") between you and Cisco (collectively, the "Agreement"). Capitalized terms used in this SEULA but not defined will have the meanings assigned to them in the EULA. To the extent that there is a conflict between the terms and conditions of the EULA and this SEULA, the terms and conditions of this SEULA will take precedence.

In addition to the limitations set forth in the EULA on your access and use of the Software, you agree to comply at all times with the terms and conditions provided in this SEULA. When the end user is an instrumentality of the U.S. Government, this SEULA is a contract with the U.S. Government and becomes effective when signed by Cisco and the GSA Contracting Officer as an addendum to the Contract. If this is an ID/IQ contract or Schedule Contract, Ordering Activities placing orders against the ID/IQ or Schedule Contract are subject to this SEULA as a term of the contract. This SEULA shall bind the Government, subject to federal law. This agreement shall not operate to bind a Government employee or person acting on behalf of the Government in his or her personal capacity.

IF YOU DO NOT AGREE TO ALL OF THE TERMS OF THE AGREEMENT, THEN CISCO IS UNWILLING TO LICENSE THE SOFTWARE TO YOU AND (A) YOU MAY NOT DOWNLOAD, INSTALL OR USE THE SOFTWARE, AND (B) YOU MAY RETURN THE SOFTWARE (INCLUDING ANY UNOPENED CD PACKAGE AND ANY WRITTEN MATERIALS) FOR A FULL REFUND, OR, IF THE SOFTWARE AND WRITTEN MATERIALS ARE SUPPLIED AS PART OF ANOTHER PRODUCT, YOU MAY RETURN THE ENTIRE PRODUCT FOR A FULL REFUND. YOUR RIGHT TO RETURN AND REFUND EXPIRES 30 DAYS AFTER PURCHASE FROM CISCO OR AN AUTHORIZED CISCO RESELLER, AND APPLIES ONLY IF YOU ARE THE ORIGINAL END USER PURCHASER.

Product Name
ASA5585-20-AW3Y ASA 5585-X CX-20 AVC and Web Security Essentials 3Year

SUPPLEMENTAL END USER LICENSE AGREEMENT FOR CISCO SYSTEMS ASA CX SOFTWARE:
IMPORTANT: READ CAREFULLY

This Supplemental End User License Agreement (SEULA) contains additional terms and conditions for the Software licensed under the End User License Agreement (EULA) between you (the GSA Customer) and Cisco (collectively, the Agreement). Capitalized terms used in this SEULA but not defined will have the meanings assigned to them in the EULA. To the extent that there is a conflict between the terms and conditions of the EULA and this SEULA, the terms and conditions of this SEULA will take precedence.

Software shall include Cisco's ASA CX Application Visibility and Control and ASA CX Web Security Essentials software and services. In addition to the limitations set forth in the EULA on your access and use of the Software, you agree to comply at all times with the terms and conditions provided in this SEULA. When the end user is an instrumentality of the U.S. Government, this SEULA is a contract with the U.S. government and becomes effective when signed by Cisco and the GSA Contracting Officer as an addendum to the Contract. If this is an ID/IQ contract or Schedule Contract, Ordering Activities placing orders against the ID/IQ or Schedule Contract are subject to this SEULA as a term of the contract. This SEULA shall bind the
government, subject to federal law. This agreement shall not operate to bind a Government employee or person acting on behalf of the Government in his or her personal capacity.

IF YOU DO NOT AGREE TO ALL OF THE TERMS OF THE AGREEMENT, THEN CISCO IS UNWILLING TO LICENSE THE SOFTWARE TO YOU AND (A) YOU MAY NOT DOWNLOAD, INSTALL OR USE THE SOFTWARE, AND (B) YOU MAY RETURN THE SOFTWARE (INCLUDING ANY UNOPENED CD PACKAGE AND ANY WRITTEN MATERIALS) FOR A FULL REFUND, OR, IF THE SOFTWARE AND WRITTEN MATERIALS ARE SUPPLIED AS PART OF ANOTHER PRODUCT, YOU MAY RETURN THE ENTIRE PRODUCT FOR A FULL REFUND. YOUR RIGHT TO RETURN AND REFUND EXPIRES 30 DAYS AFTER PURCHASE FROM CISCO OR AN AUTHORIZED CISCO RESELLER, AND APPLIIES ONLY IF YOU ARE THE ORIGINAL END USER PURCHASER.

1. License. Conditioned upon compliance with the terms and conditions of the Agreement, Cisco grants to Customer a nonexclusive, nontransferable and sublicenseable (to Customer's end users) license to use for Customer's (and/or Customer's end users) internal business purposes the Software and Documentation for which Customer has paid the required license and/or subscription fee. The license shall be a term based subscription license to the service indicated as a SKU in your ordering documents. The length of the license term (or subscription) shall be as indicated in your ordering documents. Documentation means information (whether contained in user or technical manuals, training materials, specifications, videos or otherwise) pertaining to the Software and made available by Cisco with the Software in any manner (including on CD Rom, or online). In order to use the Software, Customer may be required to input a registration number or product authorization key and register Customer's copy of the Software online at Cisco's website to obtain the necessary license key or license file.
IMPORTANT: READ CAREFULLY

Dear Customer,

This Supplemental End User License Agreement ("SEULA") contains additional terms and conditions for the Software Product licensed under the End User License Agreement ("EULA") between you ("GSA Customer") and Cisco (collectively, the "Agreement"). Capitalized terms used in this SEULA but not defined will have the meanings assigned to them in the EULA. To the extent that there is a conflict between the terms and conditions of the EULA and this SEULA, the terms and conditions of this SEULA will take precedence.

In addition to the limitations set forth in the EULA on your access and use of the Software, you agree to comply at all times with the terms and conditions provided in this SEULA. When the end user is an instrumentality of the U.S. Government, this SEULA is a contract with the U.S. Government and becomes effective when signed by Cisco and the GSA Contracting Officer as an addendum to the Contract. If this is an ID/IQ contract or Schedule Contract, Ordering Activities placing orders against the ID/IQ or Schedule Contract are subject to this SEULA as a term of the contract. This SEULA shall bind the Government, subject to federal law. This agreement shall not operate to bind a Government employee or person acting on behalf of the Government in his or her personal capacity.

IF YOU DO NOT AGREE TO ALL OF THE TERMS OF THE AGREEMENT, THEN CISCO IS UNWILLING TO LICENSE THE SOFTWARE TO YOU AND (A) YOU MAY NOT DOWNLOAD, INSTALL OR USE THE SOFTWARE, AND (B) YOU MAY RETURN THE SOFTWARE (INCLUDING ANY UNOPENED CD PACKAGE AND ANY WRITTEN MATERIALS) FOR A FULL REFUND, OR, IF THE SOFTWARE AND WRITTEN MATERIALS ARE SUPPLIED AS PART OF ANOTHER PRODUCT, YOU MAY RETURN THE ENTIRE PRODUCT FOR A FULL REFUND. YOUR RIGHT TO RETURN AND REFUND EXPIRES 30 DAYS AFTER PURCHASE FROM CISCO OR AN AUTHORIZED CISCO RESELLER, AND APPLIES ONLY IF YOU ARE THE ORIGINAL END USER PURCHASER.

Product Name
L-ISE-AD5Y-W-100= Cisco ISE 100 Endpoint 5 Year Wireless Subscription License

Identity Services Engine (ISE) Wireless License
The Cisco Identity Services Engine (ISE) Wireless Package License entitles the user to use the Base and Advanced features and services for Wireless Endpoints only and to receive updates as made available during the term of the subscription, provided that you hold a valid license for the application software and there is a valid Cisco SMARTnet or SASU contract on the supporting ISE platform.

Features and Functionality
The Identity Services Engine Wireless License Package provides features that require a valid license to operate. These features are supported on Cisco Identity Services Engine hardware and software platforms.

Licensing
A valid ISE Wireless license allows a wireless endpoint (e.g. laptop) to be supported by the Identity Services Engine platform. This license entitles the user to support up to number of wireless endpoints that is equal to the license quantity purchased, i.e. the quantity of wireless endpoints supported is limited to the quantity of licenses ordered. (e.g. 1,000 licenses will support 1,000 wireless endpoints).
Additional licenses can be purchased to support more wireless endpoints. The purchased license quantity will be listed in the sales order. The Identity Services Engine Wireless Package License is a 5 year subscription license and subject to the termination provisions stated in the FAR.

In order to be able to deploy the ISE across different types of endpoints or access technologies (wired, wireless and vpn), customers have to purchase the Wireless Upgrade license. The Wireless Upgrade license allows for the ISE to be deployed with wired, wireless and vpn endpoints. The pre-requisite for installing the Wireless Upgrade license is having the Wireless license installed on the ISE.

The endpoint count of the Wireless Upgrade license has to be the same as the pre-installed Wireless license.

Support
Cisco Support Services, either SMARTnet for the hardware instance or SASU for the virtual instance, provide Cisco Identity Service Engine customers with the necessary support services when using the Base license. For the SMARTnet option, the ISE software is considered the operating system so updates include the following: maintenance releases, minor updates and major updates.

Security
Cisco ISE Wireless Upgrade

IMPORTANT: READ CAREFULLY

Dear Customer,
This Supplemental End User License Agreement ("SEULA") contains additional terms and conditions for the Software Product licensed under the End User License Agreement ("EULA") between you ("GSA Customer") and Cisco (collectively, the "Agreement").

Capitalized terms used in this SEULA but not defined will have the meanings assigned to them in the EULA. To the extent that there is a conflict between the terms and conditions of the EULA and this SEULA, the terms and conditions of this SEULA will take precedence.

In addition to the limitations set forth in the EULA on your access and use of the Software, you agree to comply at all times with the terms and conditions provided in this SEULA. When the end user is an instrumentality of the U.S. Government, this SEULA is a contract with the U.S. government and becomes effective when signed by Cisco and the GSA Contracting Officer as an addendum to the Contract. If this is an ID/IQ contract or Schedule Contract, Ordering Activities placing orders against the ID/IQ or Schedule Contract are subject to this SEULA as a term of the contract. This SEULA shall bind the government, subject to federal law. This agreement shall not operate to bind a Government employee or person acting on behalf of the Government in his or her personal capacity.

IF YOU DO NOT AGREE TO ALL OF THE TERMS OF THE AGREEMENT, THEN CISCO IS UNWILLING TO LICENSE THE SOFTWARE TO YOU AND (A) YOU MAY NOT DOWNLOAD, INSTALL OR USE THE SOFTWARE, AND (B) YOU MAY RETURN THE SOFTWARE (INCLUDING ANY UNOPENED CD PACKAGE AND ANY WRITTEN MATERIALS) FOR A FULL REFUND, OR, IF THE SOFTWARE AND WRITTEN MATERIALS ARE SUPPLIED AS PART OF ANOTHER PRODUCT, YOU MAY RETURN THE ENTIRE PRODUCT FOR A FULL REFUND. YOUR RIGHT TO RETURN AND REFUND EXPIRES 30 DAYS AFTER PURCHASE FROM CISCO OR AN AUTHORIZED CISCO RESELLER, AND APPLIES ONLY IF YOU ARE THE ORIGINAL END USER PURCHASER.
Identity Services Engine (ISE) Wireless Upgrade License

The Cisco Identity Services Engine (ISE) Wireless Upgrade License entitles the user to use the Base and Advanced features and services for All Endpoints and not just limited to Wireless Endpoints only and to receive updates as made available during the term of the subscription, provided that you, the GSA Customer Government holds a valid license for the application software and there is a valid Cisco SMARTnet or SASU contract on the supporting ISE platform.

Features and Functionality

The Identity Services Engine Wireless Upgrade License provides features that require a valid license to operate. These features are supported on Cisco Identity Services Engine hardware and software platforms.

Licensing

A valid ISE Wireless Upgrade license allows any type of endpoint wired, wireless and vpn endpoint to be supported by the Identity Services Engine platform. The pre-requisite to install this license is the ISE Wireless License. This license entitles the user to support up to number of wired, wireless and vpn endpoints that is equal to the license quantity purchased, i.e. the quantity of endpoints supported is limited to the quantity of licenses ordered. (e.g. 1,000 licenses will support 1,000 endpoints). Additional licenses can be purchased to support more endpoints. The purchased license quantity will be listed in the GSA Customer Purchase Order.

The Identity Services Engine Wireless Upgrade License is a subscription license whose term will expire at the same time as the pre-installed Wireless license and is subject to termination provisions stated in the FAR, the underlying GSA Schedule Contract and/or any applicable Government SA Customer Purchase Orders.

Support

Cisco Support Services, either SMARTnet for the hardware instance or SASU for the virtual instance, provide Cisco Identity Service Engine customers with the necessary support services when using the Base license. For the SMARTnet option the ISE software is considered the operating system, so updates include the following: maintenance releases, minor updates and major updates.
IMPORTANT: READ CAREFULLY

Dear Customer,
This Supplemental End User License Agreement ("SEULA") contains additional terms and conditions for the Software Product licensed under the End User License Agreement ("EULA") between you (GSA Customer) and Cisco (collectively, the "Agreement").
Capitalized terms used in this SEULA but not defined will have the meanings assigned to them in the EULA. To the extent that there is a conflict between the terms and conditions of the EULA and this SEULA, the terms and conditions of this SEULA will take precedence.
In addition to the limitations set forth in the EULA on the Government’s access and use of the Software, the Government agrees to comply at all times with the terms and conditions provided in this SEULA. When the end user is an instrumentality of the U.S. Government, this SEULA is a contract with the U.S. government and becomes effective when signed by Cisco and the GSA Contracting Officer as an addendum to the Contract. If this is an ID/IQ contract or Schedule Contract, Ordering Activities placing orders against the ID/IQ or Schedule Contract are subject to this SEULA as a term of the contract. This SEULA shall bind the government, subject to federal law. This agreement shall not operate to bind a Government employee or person acting on behalf of the Government in his or her personal capacity.

IF YOU DO NOT AGREE TO ALL OF THE TERMS OF THE AGREEMENT, THEN CISCO IS UNWILLING TO LICENSE THE SOFTWARE TO YOU AND (A) YOU MAY NOT DOWNLOAD, INSTALL OR USE THE SOFTWARE, AND (B) YOU MAY RETURN THE SOFTWARE (INCLUDING ANY UNOPENED CD PACKAGE AND ANY WRITTEN MATERIALS) FOR A FULL REFUND, OR, IF THE SOFTWARE AND WRITTEN MATERIALS ARE SUPPLIED AS PART OF ANOTHER PRODUCT, THE GOVERNMENT MAY RETURN THE ENTIRE PRODUCT FOR A FULL REFUND. YOUR RIGHT TO RETURN AND REFUND EXPIRES 30 DAYS AFTER PURCHASE FROM CISCO OR AN AUTHORIZED CISCO RESELLER, AND APPLIES ONLY IF YOU ARE THE ORIGINAL END USER PURCHASER.

Product Name
L-ISE-ADV3Y-50K= Cisco ISE 50000 EndPoint 3Year Advanced Subscription License

Identity Services Engine (ISE) Advanced Package License
The Cisco Identity Services Engine (ISE) Advanced Package License entitles the Government to use the Advanced Package features, services, and to receive updates as made available during the term of the Subscription, provided that the Government holds a valid license for the application software and there is a valid Cisco SMARTnet or SASU contract on the supporting ISE platform.

Features and Functionality
The Identity Services Engine Advanced Software Package provides features that require a valid license to operate. These features are supported on Cisco Identity Services Engine hardware and software platforms.

Licensing
A valid ISE Advanced license allows an endpoint (e.g. laptop) to be supported by the Identity Services Engine platform. This license entitles the Government to support up to the number of endpoints that is equal to the license quantity purchased, i.e. the quantity of endpoints.
supported with Advanced features is limited to the quantity of licenses ordered. (e.g. 1,000 licenses will support 1,000 endpoints).
Additional licenses can be purchased to support more endpoints. The purchased license quantity will be listed in the Government Purchase Order.
The Identity Services Engine Advanced Package license is subscription based and has either a 3 or 5 year term. The license is valid with proper purchase for the duration of the term. License subscriptions must be renewed before the expiration date for continued use of software Features and Services. After the expiration date has occurred without renewal, Advanced Package Features and Services may cease operation. The purchased license term is listed on the sales order.
The Government’s subscription term begins 24 hours after the PAK file is transmitted to the user. The PAK file will be transmitted electronically within 24 hours of Cisco’s receipt of the Government Purchase Order. The term expires after the duration specified in the Government Purchase Order has been reached.
Support
Cisco Support Services, either SMARTnet for the hardware instance or SASU for the virtual instance, provide Cisco Identity Service Engine customers with the necessary support services when using Advanced Subscription Licenses. For the SMARTnet option the ISE software is considered the operating system so updates include the following: maintenance releases, minor updates and major updates. Please note that a Cisco ISE customer must have an active SMARTnet or SASU contract when using Advanced Subscription Licenses.

IMPORTANT: READ CAREFULLY

Dear Customer,
This Supplemental End User License Agreement ("SEULA") contains additional terms and conditions for the Software Product licensed under the End User License Agreement ("EULA") between you ("GSA Customer") and Cisco (collectively, the "Agreement"). Capitalized terms used in this SEULA but not defined will have the meanings assigned to them in the EULA. To the extent that there is a conflict between the terms and conditions of the EULA and this SEULA, the terms and conditions of this SEULA will take precedence.

In addition to the limitations set forth in the EULA on the Government’s access and use of the Software, the Government agrees to comply at all times with the terms and conditions provided in this SEULA. When the end user is an instrumentality of the U.S. Government, this SEULA is a contract with the U.S. government and becomes effective when signed by Cisco and the GSA Contracting Officer as an addendum to the Contract. If this is an ID/IQ contract or Schedule Contract, Ordering Activities placing orders against the ID/IQ or Schedule Contract are subject to this SEULA as a term of the contract. This SEULA shall bind the government, subject to federal law. This agreement shall not operate to bind a Government employee or person acting on behalf of the Government in his or her personal capacity. IF YOU DO NOT AGREE TO ALL OF THE TERMS OF THE AGREEMENT, THEN CISCO IS UNWILLING TO LICENSE THE SOFTWARE TO YOU AND (A) YOU MAY NOT DOWNLOAD, INSTALL OR USE THE SOFTWARE, AND (B) YOU
MAY RETURN THE SOFTWARE (INCLUDING ANY UNOPENED CD PACKAGE AND ANY WRITTEN MATERIALS) FOR A FULL REFUND, OR, IF THE SOFTWARE AND WRITTEN MATERIALS ARE SUPPLIED AS PART OF ANOTHER PRODUCT, YOU MAY RETURN THE ENTIRE PRODUCT FOR A FULL REFUND. YOUR RIGHT TO RETURN AND REFUND EXPRESSES 30 DAYS AFTER PURCHASE FROM CISCO OR AN AUTHORIZED CISCO RESELLER, AND APPLIES ONLY IF YOU ARE THE ORIGINAL END USER PURCHASER.

Product Name
L-ISE-ADV-250-M= Cisco ISE 250 EndPoint Advanced + Base Migration License

Identity Services Engine (ISE) Advanced Package License
The Cisco Identity Services Engine (ISE) Advanced Package License entitles the Government to use the Advanced Package features, services,
And to receive updates as made available during the term of the Subscription, provided that you holds a valid license for the application software and there is a valid Cisco SMARTnet or SASU contract on the supporting ISE platform.
Features and Functionality
The Identity Services Engine Advanced Software Package provides features that require a valid license to operate. These features are supported on Cisco Identity Services Engine hardware and software platforms.
Licensing
A valid ISE Advanced license allows an endpoint (e.g. laptop) to be supported by the Identity Services Engine platform. This license entitles the user to support up to the number of endpoints that is equal to the license quantity purchased, i.e. the quantity of endpoints supported with Advanced features is limited to the quantity of licenses ordered. (e.g. 1,000 licenses will support 1,000 endpoints).
Additional licenses can be purchased to support more endpoints. The purchased license quantity will be listed in the GSA Customer Purchase Order.
The Identity Services Engine Advanced Package license is subscription based and has either a 3 or 5 year term. The license is valid with proper purchase for the duration of the term. License subscriptions must be renewed before the expiration date for continued use of software Features and Services. After the expiration date has occurred without renewal, Advanced Package Features and Services may cease operation. The purchased license term is listed on the GSA Customer Purchase Order.
Your subscription term begins 24 hours after the PAK file is transmitted to the user. The PAK file will be transmitted electronically within 24 hours of Cisco’s receipt of the GSA Customer Purchase Order. The term expires after the duration specified in the GSA Customer Purchase Order.
Support
Cisco Support Services, either SMARTnet for the hardware instance or SASU for the virtual instance, provide Cisco Identity Service Engine customers with the necessary support services when using Advanced Subscription Licenses. For the SMARTnet option the ISE software is considered the operating system, so updates include the following: maintenance releases, minor updates and major updates. Please note that a Cisco ISE customer must have an active SMARTnet or SASU contract when using Advanced
Supplemental End User License Agreement for Identity Services Engine

IMPORTANT: READ CAREFULLY
This Supplemental End User License Agreement (“SEULA”) contains additional terms and conditions for the Software product licensed under the End User License Agreement (“EULA”) between you (“GSA Customer”) and Cisco (collectively, the “Agreement”). Capitalized terms used in this SEULA but not defined will have the meanings assigned to them in the EULA. To the extent that there is a conflict between the terms and conditions of the EULA and this SEULA, the terms and conditions of this SEULA will take precedence. In addition to the limitations set forth in the EULA on the Government’s access and use of the Software, the Government agrees to comply at all times with the terms and conditions provided in this SEULA. When the end user is an instrumentality of the U.S. Government, this SEULA is a contract with the U.S. Government and becomes effective when signed by Cisco and the GSA Contracting Officer as an addendum to the Contract. If this is an ID/IQ contract or Schedule Contract, Ordering Activities placing orders against the ID/IQ or Schedule Contract are subject to this SEULA as a term of the contract. This SEULA shall bind the Government, subject to federal law. This agreement shall not operate to bind a Government employee or person acting on behalf of the Government in his or her personal capacity.

IF YOU DO NOT AGREE TO ALL OF THE TERMS OF THE AGREEMENT, THEN CISCO IS UNWILLING TO LICENSE THE SOFTWARE TO YOU AND (A) YOU MAY NOT DOWNLOAD, INSTALL OR USE THE SOFTWARE, AND (B) YOU MAY RETURN THE SOFTWARE (INCLUDING ANY UNOPENED CD PACKAGE AND ANY WRITTEN MATERIALS) FOR A FULL REFUND, OR, IF THE SOFTWARE AND WRITTEN MATERIALS ARE SUPPLIED AS PART OF ANOTHER PRODUCT, YOU MAY RETURN THE ENTIRE PRODUCT FOR A FULL REFUND. YOUR RIGHT TO RETURN AND REFUND EXPIRES 30 DAYS AFTER PURCHASE FROM CISCO OR AN AUTHORIZED CISCO RESELLER, AND APPLIES ONLY IF YOU ARE THE ORIGINAL END USER PURCHASER.

Product Name
For purposes of this SEULA, the Product name you have ordered is any of the following:
Cisco ISE 1 Year Wireless Subscription License
Cisco ISE 3 Year Wireless Subscription License
Cisco ISE 5 Year Wireless Subscription License
Cisco ISE 1 Year Wireless Upgrade Subscription License
Cisco ISE 3 Year Wireless Upgrade Subscription License
Cisco ISE 5 Year Wireless Upgrade Subscription License
Cisco ISE 1 Year Advance Subscription License
Cisco ISE 3 Year Advance Subscription License
Cisco ISE 5 Year Advance Subscription License
Cisco ISE Advance Migration Licenses

Identity Services Engine Term Licenses
Provided that you hold a valid license for the application software and that there is a valid Cisco SMARTnet or SASU contract on the supporting ISE platform, you are entitled to use the following Cisco Identity Services Engine (ISE) features and services depending on the Product you have ordered:
Cisco ISE Wireless Licenses
For the Cisco ISE Wireless Subscription License: you are entitled to use the Base and Advance features and
services for Wireless Endpoints only and to receive updates as made available during the term of the subscription. A valid ISE Wireless Subscription License allows a wireless endpoint (e.g. laptop) to be supported by the Identity Services Engine platform. This license entitles the GSA Customer to support up to the number of wireless endpoints that is equal to the license quantity purchased, i.e. the quantity of wireless endpoints supported is limited to the quantity of licenses ordered (e.g. 1,000 licenses will support 1,000 wireless endpoints);

Cisco ISE Wireless Upgrade Licenses
For the Cisco ISE Wireless Upgrade Subscription License: you are entitled to use the Base and Advance features and services for all Endpoints (not just limited to Wireless Endpoints only), and to receive updates as made available during the term of the subscription. A valid ISE Wireless Upgrade Subscription License allows any type of endpoint wired, wireless and vpn endpoint to be supported by the Identity Services Engine Platform. The pre-requisite to install this ISE Wireless Upgrade Subscription License is the ISE Wireless Subscription License. A ISE Endpoint Wireless Upgrade Subscription License entitles the user to support up to number of wired, wireless and vpn endpoints that is equal to the license quantity purchased, i.e. the quantity of endpoints supported is limited to the quantity of licenses ordered (e.g. 1,000 licenses will support 1,000 endpoints). The endpoint count of the ISE Endpoint Wireless Upgrade Subscription License has to be the same as the pre-installed ISE Endpoint Wireless Subscription; or

Cisco ISE Advance Licenses.
For the Cisco ISE Advance Subscription License: you are entitled to use the Advance Package features, services, and to receive updates as made available during the term of the Subscription. The ISE Advance Subscription License allows all endpoints (e.g. laptop) to be supported by the Identity Services Engine platform. This license entitles the GSA Customer to support up to number of endpoints that is equal to the license quantity purchased, i.e. the quantity of endpoints supported with Advance features is limited to the quantity of licenses ordered (e.g. 1,000 licenses will support 1,000 endpoints).

Cisco ISE Advance Migration Licenses
For the Cisco ISE Advance Migration Licenses: you are entitled to use the Base and Advance features and services, and to receive updates as made available during the term of the Subscription. The ISE Advance Migration License allows all endpoints (e.g. laptop) to be supported by the Identity Services Engine platform. The Cisco ISE Advance Migration License includes a perpetual ISE Base License with a perpetual term and an ISE Advance License with a 3-year term. This license entitles the GSA Customer to support up to number of endpoints that is equal to the license quantity purchased, i.e. the quantity of endpoints supported with Base and Advance features is limited to the quantity of licenses ordered (e.g. 1,000 licenses will support 1,000 endpoints).

Additional licenses
Additional ISE Licenses can be purchased to support more endpoints. The purchased license quantity will be listed in the GSA Customer Purchase Order.

Term
The ISE Term Licenses are subscription-based, and have either a 1-year, 3-year, or 5-year term, except that: (a) the term of the ISE Wireless Upgrade License will expire at the same time as the pre-installed ISE Wireless License; and (b) the ISE Advance Migration License includes a perpetual ISE Base License with a perpetual term and a ISE Advance License with a 3-year term. The ISE Term Licenses are subject to the termination provisions contained in the FAR. License subscriptions must be renewed before the expiration date for continued use of software Features and Services. After the expiration date has occurred without renewal, Features and Services may cease operation.

Features and Functionality
The ISE License provides features that require a valid license to operate. These features are supported on Cisco ISE hardware and software platforms.

Security
Cisco Content Security Software

DOC
Supplemental End User License Agreement for
Cisco Systems Content Security Software

IMPORTANT: READ CAREFULLY

This Supplemental End User License Agreement (“SEULA”) contains additional terms and conditions for the Software product licensed under the End User License Agreement (“EULA”) between You (“GSA Customer” as used herein means You and its duly authorized employees, agents, consultants and/or independent contractors and Cisco (collectively, the “Agreement”). Capitalized terms used in this SEULA but not defined will have the meanings assigned to them in the EULA. To the extent that there is a conflict between the terms and conditions of the EULA and this SEULA, the terms and conditions of this SEULA will take precedence.

In addition to the limitations set forth in the EULA on your access and use of the Software, you agree to comply at all times with the terms and conditions provided in this SEULA. When the end user is an instrumentality of the U.S. Government, this SEULA is a contract with the U.S. Government and becomes effective when signed by Cisco and the GSA Contracting Officer as an addendum to the Contract. If this is an ID/IQ contract or Schedule Contract, Ordering Activities placing orders against the ID/IQ or Schedule Contract are subject to this SEULA as a term of the contract. This SEULA shall bind the Government, subject to federal law. This agreement shall not operate to bind a Government employee or person acting on behalf of the Government in his or her personal capacity.

IF YOU DO NOT AGREE TO ALL OF THE TERMS OF THE AGREEMENT, THEN CISCO IS UNWILLING TO LICENSE THE SOFTWARE TO YOU AND (A) YOU MAY NOT DOWNLOAD, INSTALL OR USE THE SOFTWARE, AND (B) YOU MAY RETURN THE SOFTWARE (INCLUDING ANY UNOPENED CD PACKAGE AND ANY WRITTEN MATERIALS) FOR A FULL REFUND, OR, IF THE SOFTWARE AND WRITTEN MATERIALS ARE SUPPLIED AS PART OF ANOTHER PRODUCT, YOU MAY RETURN THE ENTIRE PRODUCT FOR A FULL REFUND. YOUR RIGHT TO RETURN AND REFUND EXPIRES 30 DAYS AFTER PURCHASE FROM CISCO OR AN AUTHORIZED CISCO RESELLER, AND APPLIES ONLY IF YOU ARE THE ORIGINAL END USER PURCHASER.

For purposes of this SEULA, the Product name and the Product description You have ordered is any of the Following Cisco Systems Email Security Appliance (“ESA”), Cisco Systems Web Security Appliance (“WSA”) and Cisco Systems Security Management Application (“SMA”) (collectively, “Content Security”) and their Virtual Appliance equivalent (“Software”):
- Cisco AsyncOS for Email
- Cisco AsyncOS for Web
- Cisco AsyncOS for Management
- Cisco Email Anti-Spam, Sophos Anti-Virus
- Cisco Email Outbreak Filters
- Cloudmark Anti-Spam
- Cisco Image Analyzer
- McAfee Anti-Virus
- Cisco Intelligent Multi-Scan
- Cisco RSA Data Loss Prevention
- Cisco Email Encryption
- Cisco Email Delivery Mode
Definitions
For purposes of this SEULA, the following definitions apply:
“GSA Customer Service” means the GSA Customer’s email, Internet, security management services provided to employees and End Users for the purposes of conducting the GSA Customer’s internal business.
“End User” means: (1) for the WSA and SMA, the employee, agent, consultant and/or independent contractor or other agent authorized by the GSA Customer to access the Internet and the SMA via the GSA Customer’s Service; and (2) for the ESA, the email boxes of the employees, consultants, independent contractors, or other agents authorized by the GSA Customer to access or use the email services via the GSA Customer’s Service.
“GSA Customer Purchase Order” means the purchase agreement, evaluation agreement, beta, pre-release agreement or similar agreement between the GSA Customer and Cisco or the GSA Customer and a Cisco reseller, or the valid terms of any GSA Customer Purchase Order accepted by Cisco in connection therewith, containing the purchase terms for the Software license granted by this Agreement.
“Personally Identifiable Information” means any information that can be used to identify an individual, including, but not limited to, an individual’s name, user name, email address and any other personally identifiable information.
“Server” means a single physical computer or devices on a network that manages or provides network resources for multiple users.
“Services” means Cisco Software Subscription Services.
“Telemetry Data” means samples of the GSA Customer’s email and web traffic, including data on email message and web request attributes and information on how different types of email messages and web requests were handled by the GSA Customer’s Cisco hardware products. Email message metadata and web requests included in Telemetry Data are anonymized and obfuscated to remove any Personally Identifiable Information.
“Term” means the length of the Software subscription You purchased, as indicated in the GSA Customer’s Purchase Order.
“Virtual Appliance” means the virtual version of Cisco’s email security appliances, web security appliances, and security management appliances.
“Virtual Machine” means a software container that can run its own operating system and execute applications like a Server.
The GSA Customer agrees to be bound by the terms of this Agreement, and so long as the GSA Customer is in compliance with this Agreement, Cisco hereby grants to The GSA Customer a nonexclusive, non-sublicensable, non-transferable, worldwide license during the Term to use the Software only on Cisco's hardware products, or in the case of the Virtual Appliances, on a Virtual Machine, solely in connection with the provision of the GSA CustomerCompany Service to End Users. The number of End Users licensed for the use of the Software is limited to the number of End Users specified in the Ordering Documents. In the event that the number of End Users in connection with the provision of the Company Service exceeds the number of End Users specified in the Ordering Documents, Company shall contact an Approved Source to purchase additional licenses for the Software. The duration and scope of this license(s) is further defined in the Ordering Document. The GSA Customer Purchase Order supersedes the EULA with respect to the term of the Software license. Except for the license rights granted herein, no right, title or interest in any Software is granted to the GSA Customer by Cisco, Cisco's resellers or their respective licensors. The GSA Customer’s entitlement to Upgrades to the Software is subject to any separate support contract that the GSA Customer may execute. This Agreement and the Services are co-terminus.

**Consent and License to Use Data.**
Subject to the Cisco Privacy Statement, Attachment 6.
The Government hereby consents and grants to Cisco a license to collect and use Telemetry Data from the Company. Cisco does not collect or use Personally Identifiable Information in the Telemetry Data. Cisco may share aggregated and anonymous Telemetry Data with third parties to assist us in improving the GSA Customer’s user experience and the Software and other Cisco security products and services. The GSA Customer may terminate Cisco's right to collect Telemetry Data at any time by disabling SenderBase Network Participation in the Software. Instructions to enable or disable SenderBase Network Participation are available in the Software configuration guide.

**Description of Other Rights and Obligations**
Please refer to the Cisco Systems, Inc. End User License Agreement and Privacy Statement, Attachments 8 and 6.
SUPPLEMENTAL END USER LICENSE AGREEMENT FOR CISCO SYSTEMS VIRTUAL SOFTWARE PRODUCTS:
IMPORTANT: READ CAREFULLY
This Supplemental End User License Agreement ("SEULA") contains additional terms and conditions for the Software licensed under the End User License Agreement ("EULA") between you ("GSA Customer") and Cisco (collectively, the "Agreement"). Capitalized terms used in this SEULA but not defined will have the meanings assigned to them in the EULA. To the extent that there is a conflict between the terms and conditions of the EULA and this SEULA, the terms and conditions of this SEULA will take precedence.

In addition to the limitations set forth in the EULA on the GSA Customer’s access and use of the Software, the GSA Customer agrees to comply at all times with the terms and conditions provided in this SEULA. When the end user is an instrumentality of the U.S. Government, this SEULA is a contract with the U.S. government and becomes effective when signed by Cisco and the GSA Contracting Officer as an addendum to the Contract. If this is an ID/IQ contract or Schedule Contract, Ordering Activities placing orders against the ID/IQ or Schedule Contract are subject to this SEULA as a term of the contract. This SEULA shall bind the government, subject to federal law. This agreement shall not operate to bind a Government employee or person acting on behalf of the Government in his or her personal capacity.

IF YOU DO NOT AGREE TO ALL OF THE TERMS OF THE AGREEMENT, THEN CISCO IS UNWILLING TO LICENSE THE SOFTWARE TO YOU AND (A) YOU MAY NOT DOWNLOAD, INSTALL OR USE THE SOFTWARE, AND (B) YOU MAY RETURN THE SOFTWARE (INCLUDING ANY UNOPENED CD PACKAGE AND ANY WRITTEN MATERIALS) FOR A FULL REFUND, OR, IF THE SOFTWARE AND WRITTEN MATERIALS ARE SUPPLIED AS PART OF ANOTHER PRODUCT, YOU MAY RETURN THE ENTIRE PRODUCT FOR A FULL REFUND. YOUR RIGHT TO RETURN AND REFUND EXPIRES 30 DAYS AFTER PURCHASE FROM CISCO OR AN AUTHORIZED CISCO RESELLER, AND APPLIES ONLY IF YOU ARE THE ORIGINAL END USER PURCHASER.

Definitions
“CPU” means a central processing unit that encompasses part of a Server.
“Failover Pair” means a primary Instance and a standby Instance with the same Software configuration where the standby Instance can take over in case of failure of the primary Instance.
“Instance” means a single copy of the Software. Each copy of the Software loaded into memory is an Instance.
“Server” means a single physical computer or device on a network that manages or provides network resources for multiple users.
“Virtual Machine” means a software container that can run its own operating system and execute applications like a Server.
“Service Provider” means a company that provides information technology services to external end user customers.

Additional License Terms and Conditions
1. Cisco hereby grants You the right to install and use the Software listed above in this SEULA on single or multiple Cisco or non-Cisco Servers or as a Virtual Machine.
2. A unit license fee to Cisco or an authorized Cisco reseller shall be due for each Cisco or non-Cisco Server CPU on which the Software is installed, per Virtual Machine run by the Software, or
per Instance, as determined by Cisco. Cisco also reserves the right to offer, in its sole discretion, versions of the Software that may not be subject to a unit license fee.

3. For the Adaptive Security Appliance 1000V Cloud Firewall Software, You are licensed to the number of Instances of the Software equal to the number of CPUs covered by the unit license fee, and if You deploy a Failover Pair, for an additional standby Instance for each primary Instance.

**Description of Other Rights and Obligations**
Please refer to the Cisco Systems, Inc. End User License Agreement, Attachment 8.
SUPPLEMENTAL END USER LICENSE AGREEMENT FOR CISCO SYSTEMS INTEGRATED SECURITY APPLIANCE SOFTWARE:

IMPORTANT: READ CAREFULLY

This Supplemental End User License Agreement ("SEULA") contains additional terms and conditions for the Software Product licensed under the End User License Agreement ("EULA") between you ("GSA Customer") and Cisco (collectively, the "Agreement"). Capitalized terms used in this SEULA but not defined will have the meanings assigned to them in the EULA. To the extent that there is a conflict between the terms and conditions of the EULA and this SEULA, the terms and conditions of this SEULA will take precedence.

EULA and this SEULA, the terms and conditions of this SEULA will take precedence. In addition to the limitations set forth in the EULA on your access and use of the Software, you agree to comply at all times with the terms and conditions provided in this SEULA.

When the end user is an instrumentality of the U.S. Government, this SEULA is a contract with the U.S. government and becomes effective when signed by Cisco and the GSA Contracting Officer as an addendum to the Contract. If this is an ID/IQ contract or Schedule Contract, Ordering Activities placing orders against the ID/IQ or Schedule Contract are subject to this SEULA as a term of the contract. This SEULA shall bind the government, subject to federal law. This agreement shall not operate to bind a Government employee or person acting on behalf of the Government in his or her personal capacity.

IF YOU DO NOT AGREE TO ALL OF THE TERMS OF THE AGREEMENT, THEN CISCO IS UNWILLING TO LICENSE THE SOFTWARE TO YOU AND (A) YOU MAY NOT DOWNLOAD, INSTALL OR USE THE SOFTWARE, AND (B) YOU MAY RETURN THE SOFTWARE (INCLUDING ANY UNOPENED CD PACKAGE AND ANY WRITTEN MATERIALS) FOR A FULL REFUND, OR, IF THE SOFTWARE AND WRITTEN MATERIALS ARE SUPPLIED AS PART OF ANOTHER PRODUCT, YOU MAY RETURN THE ENTIRE PRODUCT FOR A FULL REFUND. YOUR RIGHT TO RETURN AND REFUND EXPIRES 30 DAYS AFTER PURCHASE FROM CISCO OR AN AUTHORIZED CISCO RESELLER, AND APPLIES ONLY IF YOU ARE THE ORIGINAL END USER PURCHASER.

Definitions

For purposes of this SEULA, the following definitions apply:

"Non-personal Information" means technical and related information that is not personally identifiable, including, but not limited to, the operating system type and version, origin and nature of identified malicious system threats, and the Software modules installed on an endpoint device.

"Personal Information" means any information that can be used to identify an individual, including, but not limited to, an individual's name, user name, email address and any other personally identifiable information.

Additional License Terms and Conditions

Term License

The Software is licensed for the one (1) or three (3) year license term, as set forth in the Software purchase order documentation.

Version 1.0

Data, Information and Privacy

If You agree to this Agreement, You consent to Cisco's collection, use, processing and storage of Personal Information and Non-personal Information, and the transfer of Personal Information and Non-personal Information to Cisco, including the transfer of
such information to the United States and/or another country outside the European Economic Area, as described in Cisco's Privacy Statement included as Attachment 6.
Supplemental End User License Agreement for Access Control System

IMPORTANT: READ CAREFULLY
This Supplemental End User License Agreement (“SEULA”) contains additional terms and conditions for the Software Product licensed under the End User License Agreement (“EULA”) between you (“GSA Customer”) and Cisco (collectively, the “Agreement”). Capitalized terms used in this SEULA but not defined will have the meanings assigned to them in the EULA. To the extent that there is a conflict between the terms and conditions of the EULA and this SEULA, the terms and conditions of this SEULA will take precedence. In addition to the limitations set forth in the EULA on your access and use of the Software, you agree to comply at all times with the terms and conditions provided in this SEULA. When the end user is an instrumentality of the U.S. Government, this SEULA is a contract with the U.S. government and becomes effective when signed by Cisco and the GSA Contracting Officer as an addendum to the Contract. If this is an ID/IQ contract or Schedule Contract, Ordering Activities placing orders against the ID/IQ or Schedule Contract are subject to this SEULA as a term of the contract. This SEULA shall bind the government, subject to federal law. This agreement shall not operate to bind a Government employee or person acting on behalf of the Government in his or her personal capacity.

IF YOU DO NOT AGREE TO ALL OF THE TERMS OF THE AGREEMENT, THEN CISCO IS UNWILLING TO LICENSE THE SOFTWARE TO YOU AND (A) YOU MAY NOT DOWNLOAD, INSTALL OR USE THE SOFTWARE, AND (B) YOU MAY RETURN THE SOFTWARE (INCLUDING ANY UNOPENED CD PACKAGE AND ANY WRITTEN MATERIALS) FOR A FULL REFUND, OR, IF THE SOFTWARE AND WRITTEN MATERIALS ARE SUPPLIED AS PART OF ANOTHER PRODUCT, THE GOVERNMENT MAY RETURN THE ENTIRE PRODUCT FOR A FULL REFUND. YOUR RIGHT TO RETURN AND REFUND EXPIRES 30 DAYS AFTER PURCHASE FROM CISCO OR AN AUTHORIZED CISCO RESELLER, AND APPLIES ONLY IF YOU ARE THE ORIGINAL END USER PURCHASER.

Product Name
For purposes of this SEULA, the Product the Government has ordered is any of the following:
ACS 1121 Appliance With 5.x SW And Base license
ACS 1121 Appliance And 5.x SW Upgrade from Previous Versions
ACS application & BASE license for SNS-3415-K9 appliance
Upgrade to ACS application on SNS-3415-K9 appl. w/ BASE license
ACS 5.2 VMWare Software And Base License
ACS 5.2 VMWare SW + Base License Upgrade from Previous Versions
ACS 5.2 VMWare SW + Base License (Electronic Delivery)
ACS 5.2 VMWare SW Upgrade (Electronic Delivery)
ACS 5.3 VMWare Software And Base License
ACS 5.3 VMWare SW + Base License Upgrade from Previous Versions
ACS 5.3 VMWare SW + Base License (Electronic Delivery)
ACS 5.3 VMWare SW Upgrade (Electronic Delivery)
ACS 5.4 VMWare Software And Base License
ACS 5.4 VMWare SW + Base License Upgrade from Previous Versions
ACS 5.4 VMWare SW + Base License (Electronic Delivery)
ACS 5.4 VMWare SW Upgrade (Electronic Delivery)

1. ADDITIONAL LICENSE RESTRICTIONS
Installation and Use of Cisco Secure Access Control System: The Cisco Secure Access Control System ("ACS") Software component of the Cisco Hardware Platform is preinstalled. CDs containing tools to restore this Software to the Hardware are provided to you for reinstallation purposes only. You may only run the supported Cisco Secure Access Control System Software Products on the Cisco Hardware Platform designed for its use. No unsupported software product or component may be installed on the Cisco Hardware Platform. Each Cisco Secure Access Control System is shipped with a Product Activation Key ("PAK") that must be registered with Cisco to obtain an appropriate base license file. The PAK and associated license file are intended for use on one and only one Cisco Secure Access Control System.

Installation and Use of Cisco Secure Access Control System Software for Virtual Machine: The Cisco Secure Access Control System ("ACS") Software for Virtual Machine can run and is supported only on versions of Virtual Machine specified in the product documentation. Each copy of Cisco Secure ACS Software for Virtual Machine is shipped with a Product Activation Key ("PAK") that must be registered with Cisco to obtain an appropriate base license file. The PAK and associated license file are intended for use on with one and only one running Instance of Cisco Secure ACS Software.

2. DEFINITIONS

“Instance” means a single copy of the Software. Each copy of the Software loaded into memory is an Instance.

“Server” means a single physical computer or device on a network that manages or provides network resources for multiple users.

“Virtual Appliance” means the virtual version of Cisco’s email security appliances, web security appliances, and security and identity management appliances.

“Virtual Machine” means a software container that can run its own operating system and execute applications like a Server.
IMPORTANT: READ CAREFULLY

Dear Customer,

Supplemental End User License Agreement

This Supplemental End User License Agreement ("SEULA") contains additional terms and conditions for the Software Product licensed under the End User License Agreement ("EULA") between you ("GSA Customer") and Cisco (collectively, the "Agreement"). Capitalized terms used in this SEULA but not defined will have the meanings assigned to them in the EULA. To the extent that there is a conflict between the terms and conditions of the EULA and this SEULA, the terms and conditions of this SEULA will take precedence.

In addition to the limitations set forth in the EULA on your access and use of the Software, you agree to comply at all times with the terms and conditions provided in this SEULA. When the end user is an instrumentality of the U.S. Government, this SEULA is a contract with the U.S. Government and becomes effective when signed by Cisco and the GSA Contracting Officer as an addendum to the Contract. If this is an ID/IQ contract or Schedule Contract, Ordering Activities placing orders against the ID/IQ or Schedule Contract are subject to this SEULA as a term of the contract. This SEULA shall bind the Government, subject to federal law. This agreement shall not operate to bind a Government employee or person acting on behalf of the Government in his or her personal capacity.

IF YOU DO NOT AGREE TO ALL OF THE TERMS OF THE AGREEMENT, THEN CISCO IS UNWILLING TO LICENSE THE SOFTWARE TO YOU AND (A) YOU MAY NOT DOWNLOAD, INSTALL OR USE THE SOFTWARE, AND (B) YOU MAY RETURN THE SOFTWARE (INCLUDING ANY UNOPENED CD PACKAGE AND ANY WRITTEN MATERIALS) FOR A FULL REFUND, OR, IF THE SOFTWARE AND WRITTEN MATERIALS ARE SUPPLIED AS PART OF ANOTHER PRODUCT, YOU MAY RETURN THE ENTIRE PRODUCT FOR A FULL REFUND. YOUR RIGHT TO RETURN AND REFUND EXPIRES 30 DAYS AFTER PURCHASE FROM CISCO OR AN AUTHORIZED CISCO RESELLER, AND APPLIES ONLY IF YOU ARE THE ORIGINAL END USER PURCHASER.

For the purpose of this SEULA, we define the following terms:

“Intragovernmental Features” are those features that are deployed within an enterprise and do not traverse a service provider network for the purpose of interconnecting and communicating to other enterprises. This does not include transport provided for communication within the enterprise allowing it to communicate to itself.

“Inter-company Features” are those features that provide support for communications between enterprises through a service provider network.

In addition to the Agreement, the following supplemental terms apply to Inter-company Features.

Multipoint encryption for Inter-company feature is available in the Software Product but you are not authorized to use it until you have been permitted to do so upon notice from Cisco.
Please see the SEULAs starting above for (DOC-29311) and for (DOC-14958) for the SEULAs applicable to these offerings.
IMPORTANT: READ CAREFULLY

Dear Customer,

Supplemental End User License Agreement

This Supplemental End User License Agreement ("SEULA") contains additional terms and conditions for the Software Product licensed under the End User License Agreement ("EULA") between you ("GSA Customer") and Cisco (collectively, the "Agreement"). Capitalized terms used in this SEULA but not defined will have the meanings assigned to them in the EULA. To the extent that there is a conflict between the terms and conditions of the EULA and this SEULA, the terms and conditions of this SEULA will take precedence.

In addition to the limitations set forth in the EULA on your access and use of the Software, you agree to comply at all times with the terms and conditions provided in this SEULA. When the end user is an instrumentality of the U.S. Government, this SEULA is a contract with the U.S. government and becomes effective when signed by Cisco and the GSA Contracting Officer as an addendum to the Contract. If this is an ID/IQ contract or Schedule Contract, Ordering Activities placing orders against the ID/IQ or Schedule Contract are subject to this SEULA as a term of the contract. This SEULA shall bind the government, subject to federal law. This agreement shall not operate to bind a Government employee or person acting on behalf of the Government in his or her personal capacity.

IF YOU DO NOT AGREE TO ALL OF THE TERMS OF THE AGREEMENT, THEN CISCO IS UNWILLING TO LICENSE THE SOFTWARE TO YOU AND (A) YOU MAY NOT DOWNLOAD, INSTALL OR USE THE SOFTWARE, AND (B) YOU MAY RETURN THE SOFTWARE (INCLUDING ANY UNOPENED CD PACKAGE AND ANY WRITTEN MATERIALS) FOR A FULL REFUND, OR, IF THE SOFTWARE AND WRITTEN MATERIALS ARE SUPPLIED AS PART OF ANOTHER PRODUCT, THE GOVERNMENT MAY RETURN THE ENTIRE PRODUCT FOR A FULL REFUND.

YOUR RIGHT TO RETURN AND REFUND EXPIRES 30 DAYS AFTER PURCHASE FROM CISCO OR AN AUTHORIZED CISCO RESELLER, AND APPLIES ONLY IF YOU ARE THE ORIGINAL END USER PURCHASER.

For the purpose of this SEULA, we define the following terms:

“Authorized Service Provider” is a service provider that has an agreement with Cisco explicitly authorizing support for the Restricted Features.

“Intra-Governmental Use” is a use of the Software Product which occurs within the government and which traverses a service provider network for the purpose of interconnecting and communicating to endpoints within the same companies/entities.

“Inter company Use” is a use of the Software Product which occurs between two or more companies/entities and which traverses a service provider network for the purpose of interconnecting and communicating to other companies/entities. A use may include functionality that is accessed before, during or after a Cisco TelePresence meeting. Inter company Use also includes providing features of the Software Product in a commercially available service offering.

“Restricted Features” means one or more of the following features: (i) Inter company Multipoint encryption; and (ii) Inter company HD/SD Inter Operability.

In addition to the Agreement, the following supplemental terms apply:

1. The Restricted Features are available or potentially enabled in this Software Product but may only be used for Intra-Governmental Use. THE RESTRICTED FEATURES CANNOT BE USED FOR THE PURPOSES OF INTERGOVERNMENTAL USE UNLESS SUCH USE IS PERMITTED BY AN AUTHORIZED SERVICE PROVIDER. you are not authorized to use the Restricted Features for Inter-Governmental Use until the Cisco notifies the GSA Customer Restricted Features are generally available feature sets in the updated release notes for the Software Product.
Notwithstanding the foregoing, your Intra-Governmental Use of the Restricted Features shall not be restricted by this paragraph.

2. The CTS Manager calendaring feature for scheduling TelePresence calls may only be used for Intra-Governmental Use. The CTS Manager calendaring feature may not be used with more than one calendaring application. Customers in a shared office space with multiple tenants using their own calendaring solution must deploy one CTS Manager per tenant.

IMPORTANT: READ CAREFULLY

Dear Customer,

Supplemental End User License Agreement

This Supplemental End User License Agreement ("SEULA") contains additional terms and conditions for the Software Product licensed under the End User License Agreement ("EULA") between you ("GSA Customer") and Cisco (collectively, the "Agreement"). Capitalized terms used in this SEULA but not defined will have the meanings assigned to them in the EULA. To the extent that there is a conflict between the terms and conditions of the EULA and this SEULA, the terms and conditions of this SEULA will take precedence.

In addition to the limitations set forth in the EULA on the Government’s access and use of the Software, you agree to comply at all times with the terms and conditions provided in this SEULA. When the end user is an instrumentality of the U.S. Government, this SEULA is a contract with the U.S. government and becomes effective when signed by Cisco and the GSA Contracting Officer as an addendum to the Contract. If this is an ID/IQ contract or Schedule Contract, Ordering Activities placing orders against the ID/IQ or Schedule Contract are subject to this SEULA as a term of the contract. This SEULA shall bind the government, subject to federal law. This agreement shall not operate to bind a Government employee or person acting on behalf of the Government in his or her personal capacity.

IF YOU DO NOT AGREE TO ALL OF THE TERMS OF THE AGREEMENT, THEN CISCO IS UNWILLING TO LICENSE THE SOFTWARE TO YOU AND (A) YOU MAY NOT DOWNLOAD, INSTALL OR USE THE SOFTWARE, AND (B) YOU MAY RETURN THE SOFTWARE (INCLUDING ANY UNOPENED CD PACKAGE AND ANY WRITTEN MATERIALS) FOR A FULL REFUND, OR, IF THE SOFTWARE AND WRITTEN MATERIALS ARE SUPPLIED AS PART OF ANOTHER PRODUCT, YOU MAY RETURN THE ENTIRE PRODUCT FOR A FULL REFUND YOUR RIGHT TO RETURN AND REFUND EXPIRES 30 DAYS AFTER PURCHASE FROM CISCO OR AN AUTHORIZED CISCO RESELLER, AND APPLIES ONLY IF YOU ARE THE ORIGINAL END USER PURCHASER.

"Authorized Service Provider" is a service provider that has an agreement with Cisco that explicitly authorizes support for the Restricted Features.

"Intra-Governmental Use" is a use of the Software Product which occurs within the same Government entity and which traverses a service provider network for the purpose of interconnecting and communicating to endpoints within the same entities.

"Inter-Governmental Use" is a use of the Software Product which occurs between two or more Government entities and which traverses a service provider network for the purpose of interconnecting and communicating to other entities. A use may include functionality that is accessed before, during or after a Cisco TelePresence meeting. Inter-Governmental Use also includes providing features of the Software Product in a commercially available service offering.

"Restricted Features" means one or more of the following features: (i) Inter-Governmental Multipoint encryption; and (ii) Inter-Governmental HD/SD Inter-Operability.
In addition to the Agreement, the following supplemental terms apply:
The Restricted Features are available or potentially enabled in this Software Product, but may only be used for Intra-Governmental Use. THE RESTRICTED FEATURES CANNOT BE USED FOR THE PURPOSES OF INTER-GOVERNMENTAL USE UNLESS SUCH USE IS PERMITTED BY AN AUTHORIZED SERVICE PROVIDER. The Government is not authorized to use the Restricted Features for Inter-Governmental Use until Cisco notifies the GSA Customer that the Restricted Features are available feature sets. Notwithstanding the foregoing, the GSA Customer’s Intra-Governmental Use of the Restricted Features shall not be restricted by this paragraph.
IMPORTANT: READ CAREFULLY

Dear Customer,

This Supplemental End User License Agreement ("SEULA") contains additional terms and conditions for the Software Product licensed under the End User License Agreement ("EULA") between you ("GSA Customer") and Cisco (collectively, the "Agreement"). Capitalized terms used in this SEULA but not defined will have the meanings assigned to them in the EULA. To the extent that there is a conflict between the terms and conditions of the EULA and this SEULA, the terms and conditions of this SEULA will take precedence.

In addition to the limitations set forth in the EULA on your access and use of the Software, you agree to comply at all times with the terms and conditions provided in this SEULA. When the end user is an instrumentality of the U.S. Government, this SEULA is a contract with the U.S. government and becomes effective when signed by Cisco and the GSA Contracting Officer as an addendum to the Contract. If this is an ID/IQ contract or Schedule Contract, Ordering Activities placing orders against the ID/IQ or Schedule Contract are subject to this SEULA as a term of the contract. This SEULA shall bind the government, subject to federal law. This agreement shall not operate to bind a Government employee or person acting on behalf of the Government in his or her personal capacity.

IF YOU DO NOT AGREE TO ALL OF THE TERMS OF THE AGREEMENT, THEN CISCO IS UNWILLING TO LICENSE THE SOFTWARE TO YOU AND (A) YOU MAY NOT DOWNLOAD, INSTALL OR USE THE SOFTWARE, AND (B) YOU MAY RETURN THE SOFTWARE (INCLUDING ANY UNOPENED CD PACKAGE AND ANY WRITTEN MATERIALS) FOR A FULL REFUND, OR, IF THE SOFTWARE AND WRITTEN MATERIALS ARE SUPPLIED AS PART OF ANOTHER PRODUCT, YOU MAY RETURN THE ENTIRE PRODUCT FOR A FULL REFUND. YOUR RIGHT TO RETURN AND REFUND EXPIRES 30 DAYS AFTER PURCHASE FROM CISCO OR AN AUTHORIZED CISCO RESELLER, AND APPLIES ONLY IF YOU ARE THE ORIGINAL END USER PURCHASER.

SUPPLEMENTAL LICENSE AGREEMENT

SUPPLEMENTAL LICENSE AGREEMENT FOR CISCO SYSTEMS VIDEO CONTROL PLANE AND CDN MANAGER ("SOFTWARE"): VIDEO BACK OFFICE, VIDEO CONTROL PLANE, CDN ANALYTICS, CDN PROVISIONS MANAGER

IMPORTANT-READ CAREFULLY: THIS SUPPLEMENTAL LICENSE AGREEMENT ("SLA") CONTAINS ADDITIONAL LIMITATIONS ON THE LICENSE TO THE SOFTWARE PROVIDED TO GSA CUSTOMER UNDER THE END USER LICENSE AGREEMENT ("EULA") BETWEEN GSA CUSTOMER AND CISCO. CAPITALIZED TERMS USED IN THIS SLA AND NOT OTHERWISE DEFINED HEREIN SHALL HAVE THE MEANINGS ASSIGNED IN THE EULA. TO THE EXTENT THERE IS A CONFLICT BETWEEN THIS SLA AND THE EULA OR ANY OTHER TERMS AND CONDITIONS APPLICABLE TO THE SOFTWARE, THE TERMS AND CONDITIONS IN THIS SLA SHALL TAKE PRECEDENCE.

THE GSA CUSTOMER'S RIGHT TO USE THE SOFTWARE IS LIMITED SOLELY TO THOSE PRODUCTS COMPONENTS OF THE SOFTWARE (INCLUDING BUT NOT LIMITED TO THE VIDEO BACK OFFICE, VIDEO CONTROL PLANE, CDN ANALYTICS, CDN PROVISIONS MANAGER COMPONENTS) PURCHASED BY GSA CUSTOMER PURSUANT TO A VALID GSA CUSTOMER PURCHASE ORDER. ALL OTHER USES ARE STRICTLY PROHIBITED. WITH RESPECT TO THE SOFTWARE LICENSED UNDER THIS SLA, (A) "SERVICES" WILL APPLY SOLELY TO CISCO'S PERFORMANCE OF SERVICES RELATING TO THE SOFTWARE; AND (B) THE TERM "NETWORK"
RELATING TO THE CISCO SEVERITY AND ESCALATION GUIDELINES, WILL BE DEFINED TO APPLY SOLELY TO THE SOFTWARE. When the end user is an instrumentality of the U.S. Government, this agreement is a contract with the U.S. Government and becomes effective when signed by Cisco and the GSA Contracting Officer as an addendum to the Contract. If this is an ID/IQ contract or Schedule Contract, Ordering Activities placing orders against the ID/IQ or Schedule Contract are subject to this agreement as a term of the contract. This SLA shall bind the Government, subject to federal law. This agreement shall not operate to bind a Government employee or person acting on behalf of the Government in his or her personal capacity.

If GSA Customer does not agree to be bound by such terms and conditions, Customer may not install, download, or otherwise use the Software.

LICENSE; ADDITIONAL RESTRICTIONS

License. Conditioned upon compliance with the terms and conditions of the Agreement, Cisco grants to GSA Customer a nonexclusive, non-transferable, worldwide, royalty-free license to use the Software and the Documentation to provide the delivery of online video services (“Video Services”) to End Users, subject to the capacity limitations set forth in the description of the product associated with the product SKU (collectively, "Capacity") set forth in the GSA Customer Purchase Order. The foregoing license does not transfer or convey to GSA Customer or any third party any right, title or interest in or to the Software or Documentation or any associated intellectual property rights, but only a limited right of use, revocable in accordance with the terms of the Agreement.

Restricted Version and Use. GSA Customer may install and use the Software only within the Territory specified in the Agreement solely for the purpose of operating GSA Customer's service for the management and delivery of Video Services to End Users. GSA Customers are purchasing the rights to the then-current Major Release of the Software and its associated Minor Releases and GSA Customer's license specifically excludes any subsequent Major Releases of the Software. No other Updates, upgrades, or other Software releases are licensed by Cisco to GSA Customer hereunder.

Major Release means a release of Software that provides additional software functions. Cisco designates Major Releases as a change in the ones digit of the Software version number [(x).x.x].

Minor Release means an incremental release of Software that provides maintenance fixes and additional Software functions. Cisco designates Minor releases as a change in the tenths digit of the Software version number [x.(x).x].

Customer Warranties. GSA Customer represents, warrants and covenants that (i) it shall only use the Software to provide Video Services to its End Users only as permitted by any Capacity limitations set forth in the GSA Customer Purchase Order. If GSA Customer wishes to utilize the Software beyond the Capacity set forth in the GSA Customer Purchase Order, GSA Customer shall be obligated to place a new GSA Customer Purchase Order with Cisco to procure such additional required Capacity as soon as is reasonably practical.

Content. As between Cisco and GSA Customer, GSA Customer is and will be solely responsible for the creation, renewal, updating, deletion, editorial content, control, maintaining any and all backup, and all other aspects of any files, software, scripts, multimedia images, graphics, audio, video, text, data or other objects, including any third party content or materials, originating or transmitted from any location owned or operated by GSA Customer, in any medium, which is transmitted or delivered by GSA Customer using the Software ("GSA Customer Content"). GSA Customer owns all right, title, and interest in the GSA Customer Content, or possesses or will possess all legally valid rights in the GSA Customer Content necessary to use the GSA Customer Content. Customer shall be solely responsible for maintaining the availability of its networks, website(s) and any other medium for the delivery of online video services, and all GSA Customer Content, IP addresses, domain names, hyperlinks, databases, applications and other resources as necessary for GSA Customer to operate and maintain its services to meet GSA Customer’s business purposes and objectives.

ADDITIONAL SERVICES

Professional Services and/or Support Services relating to the Software purchased by GSA Customer pursuant to a Purchase Order will be set forth in a separate document to be mutually agreed by the parties.
IMPORTANT: READ CAREFULLY

Dear Customer,

Supplemental End User License Agreement

This Supplemental End User License Agreement (“SEULA”) contains additional terms and conditions for the Software Product licensed under the End User License Agreement (“EULA”) between you (“GSA Customer”) and Cisco (collectively, the “Agreement”). Capitalized terms used in this SEULA but not defined will have the meanings assigned to them in the EULA. To the extent that there is a conflict between the terms and conditions of the EULA and this SEULA, the terms and conditions of this SEULA will take precedence.

In addition to the limitations set forth in the EULA on your access and use of the Software, you agree to comply at all times with the terms and conditions provided in this SEULA. When the end user is an instrumentality of the U.S. Government, this SEULA is a contract with the U.S. government and becomes effective when signed by Cisco and the GSA Contracting Officer as an addendum to the Contract. If this is an ID/IQ contract or Schedule Contract, Ordering Activities placing orders against the ID/IQ or Schedule Contract are subject to this SEULA as a term of the contract. This SEULA shall bind the government, subject to federal law. This agreement shall not operate to bind a Government employee or person acting on behalf of the Government in his or her personal capacity.

IF YOU DO NOT AGREE TO ALL OF THE TERMS OF THE AGREEMENT, THEN CISCO IS UNWILLING TO LICENSE THE SOFTWARE TO YOU AND (A) YOU MAY NOT DOWNLOAD, INSTALL OR USE THE SOFTWARE, AND (B) YOU MAY RETURN THE SOFTWARE (INCLUDING ANY UNOPENED CD PACKAGE AND ANY WRITTEN MATERIALS) FOR A FULL REFUND, OR, IF THE SOFTWARE AND WRITTEN MATERIALS ARE SUPPLIED AS PART OF ANOTHER PRODUCT, YOU MAY RETURN THE ENTIRE PRODUCT FOR A FULL REFUND. YOUR RIGHT TO RETURN AND REFUND EXPIRES 30 DAYS AFTER PURCHASE FROM CISCO OR AN AUTHORIZED CISCO RESELLER, AND APPLIES ONLY IF YOU ARE THE ORIGINAL END USER PURCHASER.

SUPPLEMENTAL LICENSE AGREEMENT

SUPPLEMENTAL LICENSE AGREEMENT FOR CISCO SYSTEMS VIDEOscape MEDIA SUITE SOFTWARE (“VMS SOFTWARE”): CMS, ENTITLEMENT, PUBLISHER, MEDIA STREAMING PLAYER, MEDIA DOWNLOAD APPLICATION

IMPORTANT: READ CAREFULLY: THIS SUPPLEMENTAL LICENSE AGREEMENT (“SLA”) CONTAINS ADDITIONAL LIMITATIONS ON THE LICENSE TO THE VMS SOFTWARE PROVIDED TO GSA CUSTOMER UNDER THE END USER LICENSE AGREEMENT (“EULA”) BETWEEN GSA CUSTOMER AND CISCO. CAPITALIZED TERMS USED IN THIS SLA AND NOT OTHERWISE DEFINED HEREIN SHALL HAVE THE MEANINGS ASSIGNED IN THE EULA. TO THE EXTENT THERE IS A CONFLICT BETWEEN THIS SLA AND THE EULA OR ANY OTHER TERMS AND CONDITIONS APPLICABLE TO THE VMS SOFTWARE, THE TERMS AND CONDITIONS IN THIS SLA SHALL TAKE PREDOMINANCE.
GSA CUSTOMER'S RIGHT TO USE THE VMS SOFTWARE IS LIMITED SOLELY TO THOSE SKU COMPONENTS OF THE VMS SOFTWARE (INCLUDING BUT NOT LIMITED TO THE CMS, ENTITLEMENT, PUBLISHER, STREAMING PLAYER OR DOWNLOAD APPLICATION COMPONENTS) PURCHASED BY GSA CUSTOMER PURSUANT TO A VALID GSA CUSTOMER PURCHASE ORDER. ALL OTHER USES ARE STRICTLY PROHIBITED.

WITH RESPECT TO THE VMS SOFTWARE LICENSED UNDER THIS SLA, (A) “SERVICES” WILL APPLY SOLELY TO CISCO’S PERFORMANCE OF SERVICES RELATING TO THE VMS SOFTWARE, INCLUDING ANY SERVICES PROVIDED BY CISCO PURSUANT TO EXHIBIT C; AND (B) THE TERM “NETWORK” RELATING TO THE CISCO SEVERITY AND ESCALATION GUIDELINES, WILL BE DEFINED TO APPLY SOLELY TO THE VMS SOFTWARE.

IF CUSTOMER DOES NOT AGREE TO BE BOUND BY SUCH TERMS AND CONDITIONS, CUSTOMER MAY NOT INSTALL, DOWNLOAD, OR OTHERWISE USE THE VMS SOFTWARE.

LICENSE; ADDITIONAL RESTRICTIONS

License. Conditioned upon compliance with the terms and conditions of the Agreement, Cisco grants to GSA Customer a perpetual, nonexclusive, non-transferable, worldwide, royalty-free license to use the VMS Software and the Documentation to provide the delivery of online video services (“Video Services”) to End Users, subject to the User Capacity, Transaction Capacity or Title Capacity (collectively, “Capacity”) limitations set forth in the GSA Customer Purchase Order. The foregoing license does not transfer or convey to GSA Customer or any third party any right, title or interest in or to the VMS Software or Documentation or any associated intellectual property rights, but only a limited right of use, revocable in accordance with the terms of this Agreement.

Restricted Version and Use. GSA Customer may install and use the VMS Software only within the Territory specified in the Agreement solely for the purpose of operating GSA Customer’s service for the management and delivery of Video Services to End Users. GSA Customers are purchasing the rights to the then-current Major Release of the VMS Software and its associated Minor Releases and GSA Customer’s license specifically excludes any subsequent Major Releases of the VMS Software. No other Updates, upgrades, or other VMS Software releases are licensed by Cisco to GSA Customer hereunder.

Major Release means a release of VMS Software that provides additional software functions. Cisco designates Major Releases as a change in the ones digit of the VMS Software version number [(x).x.x].

Minor Release means an incremental release of VMS Software that provides maintenance fixes and additional VMS Software functions. Cisco designates Minor releases as a change in the tenths digit of the VMS Software version number [x.(x).x].

GSA Customer Warranties. GSA Customer represents, warrants and covenants that (i) it shall only use the VMS Software to provide Video Services to its End Users only as permitted by any Capacity limitations set forth in the GSA Customer Purchase Order. If GSA Customer wishes to utilize the VMS Software beyond the Capacity set forth in the Purchase Order, GSA Customer shall be obligated to place a new GSA Customer Purchase Order with Cisco to procure such additional required Capacity as soon as is reasonably practical.

Content. As between Cisco and GSA Customer, GSA Customer is and will be solely responsible for the creation, renewal, updating, deletion, editorial content, control, maintaining any and all backup, and all other aspects of any files, software, scripts, multimedia images, graphics, audio, video, text, data or other objects, including any third party content or materials, originating or transmitted from any location owned or operated by GSA Customer, in any medium, which is transmitted or delivered by GSA Customer using the VMS Software (“GSA Customer Content”).

GSA Customer owns all right, title, and interest in the GSA Customer Content, or possesses or will possess all legally valid rights in the GSA Customer Content necessary to use the GSA Customer Content. GSA Customer shall be solely responsible for maintaining the availability of its networks, web site(s) and any other medium for the delivery of online video services, and all GSA Customer Content, IP addresses, domain names, hyperlinks, databases, applications and other resources as necessary for GSA Customer to operate and maintain its services to meet GSA Customer's purposes and objectives. In the case where at no material fault of Cisco or the VMS Software, a third party software component, including but not limited to, WMDRM Server or Windows Media Player (“WMP”) or Microsoft PlayReady creates a digital rights management (DRM) security breach due to a failure or hacking of such component, Cisco shall notify GSA Customer as soon as practical after receiving a confirmed notice from the provider of such components or discovering such a DRM security breach itself. If, after receiving such DRM breach notice, GSA Customer continues to allow its content to be
accessed with any software or services operated in conjunction with the VMS Software during the period where there is no fix for such DRM security breach, or GSA Customer decides not to implement such fix (which may require restricting End Users to using certain versions of third party applications), then GSA Customer acknowledges and agrees Cisco will not have any liability to GSA Customer for any costs, damages or legal fees related to a DRM security breach.

ADDITIONAL SERVICES
Professional Services and/or Support Services relating to the VMS Software purchased by GSA Customer pursuant to a Purchase Order will be set forth in a separate document to be mutually agreed by the parties.
SUPPLEMENTAL END USER LICENSE AGREEMENT FOR CISCO WEBEX MEETINGS SERVER SOFTWARE:
IMPORTANT: READ CAREFULLY

This Supplemental End User License Agreement ("SEULA") contains additional terms and conditions for the Software licensed under the End User License Agreement ("EULA") between you ("GSA Customer") and Cisco (collectively, the "Agreement"). Capitalized terms used in this SEULA but not defined will have the meanings assigned to them in the EULA. To the extent that there is a conflict between the terms and conditions of the EULA and this SEULA, the terms and conditions of this SEULA will take precedence.

In addition to the limitations set forth in the EULA on your access and use of the Software, you agree to comply at all times with the terms and conditions provided in this SEULA. When the end user is an instrumentality of the U.S. Government, this SEULA is a contract with the U.S. Government and becomes effective when signed by Cisco and the GSA Contracting Officer as an addendum to the Contract. If this is an ID/IQ contract or Schedule Contract, Ordering Activities placing orders against the ID/IQ or Schedule Contract are subject to this SEULA as a term of the contract. This SEULA shall bind the Government, subject to federal law. This agreement shall not operate to bind a Government employee or person acting on behalf of the Government in his or her personal capacity.

IF YOU DO NOT AGREE TO ALL OF THE TERMS OF THE AGREEMENT, THEN CISCO IS UNWILLING TO LICENSE THE SOFTWARE TO YOU AND (A) YOU MAY NOT DOWNLOAD, INSTALL OR USE THE SOFTWARE, AND (B) YOU MAY RETURN THE SOFTWARE (INCLUDING ANY UNOPENED USB DRIVE AND ANY WRITTEN MATERIALS) FOR A FULL REFUND, OR, IF THE SOFTWARE AND WRITTEN MATERIALS ARE SUPPLIED AS PART OF ANOTHER PRODUCT, YOU MAY RETURN THE ENTIRE PRODUCT FOR A FULL REFUND. YOUR RIGHT TO RETURN AND REFUND EXPIRES 30 DAYS AFTER PURCHASE FROM CISCO OR AN AUTHORIZED CISCO RESELLER, AND APPLIES ONLY IF YOU ARE THE ORIGINAL END USER PURCHASER.

1. Cisco WebEx Meetings Server (the "Software") is a software-based enterprise conferencing product that integrates audio, video and web conferencing in a single, on-premises solution.
2. License. Conditioned upon compliance with the terms and conditions of the Agreement, Cisco grants to GSA Customer a nonexclusive, nontransferable and sublicenseable (to GSA Customer's end users) license to use for GSA Customer's (and/or GSA Customer's end users') internal business purposes the Software and Documentation for which GSA Customer has paid the required license and/or subscription fee. The server component of the Software may be installed only on Cisco hardware that is: (a) operated by GSA Customer, or (b) operated by a third party under the GSA Customer's direct control. GSA Customer may copy and distribute the client component of the Software to its duly authorized agents, consultants and/or independent contractors solely and exclusively in connection with allowing such third parties to attend meetings hosted by GSA Customer using the Software, provided that GSA Customer shall remain responsible for such third parties' compliance with the Agreement. "Documentation" means information (whether contained in user or technical manuals, training materials, specifications, videos or otherwise) pertaining to the Software and made available by Cisco with the Software in any manner (including on USB Drive or online). In order to use the Software, GSA Customer may be
required to input a registration number or product authorization key and register GSA Customer's copy of the Software online at Cisco's website to obtain the necessary license key or license file.
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3. User Licenses.

"Employees" are the full and part-time employees, agents, consultants and/or third-party independent contractors of GSA Customer.

Employees may include third-party contractors, only if (a) GSA Customer allows the third-party contractor to use the Software only for the benefit of GSA Customer, (b) GSA Customer does not charge the third-party contractor for the use of the Software, and (c) GSA Customer takes full liability for the actions of the third-party contractor, including, but not limited to the third-party contractor's misuse of the Software.

A "User" is a GSA Customer Employee assigned an account by GSA Customer to use the Software to host meetings. A User may host an unlimited number of meetings ("Meeting(s)") using the Software; provided that a User may only host one (1) Meeting at a time. Each Meeting must be hosted by a User and is limited to the maximum number or participants as determined by the capacity of the Software licensed by GSA Customer.

4. Limited User Licenses. GSA Customer's license to use the Software shall be limited to, and GSA Customer shall not use the Software in excess of, such limitations as are set forth in the SEULA or in the applicable GSA Customer Purchase Order which has been accepted by Cisco and for which GSA Customer has paid to Cisco the required fee (the "GSA Customer Purchase Order"). GSA Customer may only have as many users as allowed under any and all applicable GSA Customer Purchase Orders. GSA Customer understands and agrees that the Software will perform internal checks to compare the number of Users using the Software with the number of Users licensed by GSA Customer, and if it repeatedly finds more Users than authorized, Cisco will provide notice to the GSA Customer and provide the GSA Customer with the opportunity to negotiate additional GSA Customer Purchase Orders to bring the GSA Customer into compliance.

5. Content. GSA Customer agrees that it is solely responsible for the content of all visual, written or audible communications, files, documents, videos, recordings and any other material ("Content") used, displayed, uploaded, exchanged or transmitted on or through the Software. Under no circumstances will Cisco be liable to GSA Customer for any loss or damages: (i) arising from any Content, or Content related errors or omissions; or (ii) incurred as a result of the use of, access to, or denial of access to the Content.

6. Privacy. GSA Customer understands and agrees that, as part of Cisco providing support to GSA Customer, Cisco may request access to and use of technical or diagnostic information (e.g., server logs) that may contain Personal Information and Non-personal Information of GSA Customer and/or GSA Customer's meeting invitees ("Server Data"). If you provide such Server Data to Cisco, you consent to Cisco's collection, use, processing and storage of Personal Information and Nonpersonal Information as described below. This Personal Information and Non-personal Information is transferred to Cisco, including the transfer of such information to the United States and/or another country outside the European Economic Area, so Cisco can determine how users are interacting with our products and for the purposes of providing GSA Customer support and improving our products and services. Cisco may share this information with select third parties in an anonymous aggregated form. None of this Personal Information and Non-personal Information will be used to identify or contact individual users, and use of the Personal Information and Non-personal Information shall be subject to Cisco's Privacy Statement, included as Attachment 6. GSA Customer may withdraw
this consent to collection, use, processing and storage of Personal Information and Non-personal Information at any time by not providing Cisco access to the Server Data. Active steps are required each time by the System Administrator to provide Cisco access to the Server Data.

7. GSA Customer agrees that it will not use the Software to send unsolicited email outside GSA Customer's company or organization (e.g., "spam") in violation of applicable law, falsify any email header information when sending emails (e.g., "spoofing"), or attempt to acquire sensitive information such as usernames, passwords and credit card details by masquerading as a trustworthy entity (e.g., " phishing"). GSA Customer further agrees not to use the Software to communicate any message or material that is harassing, libelous, threatening, obscene, or that would violate the intellectual property rights of any party, give rise to civil liability, constitute a criminal offense, or is otherwise unlawful under any applicable law or regulation.

8. The Software may not be appropriate for use in all countries. GSA Customer agrees that GSA Customer will comply with all applicable laws and regulations in connection with GSA Customer's use of the Software, including, but not limited to: (a) with respect to personally identifiable information sent or received by GSA Customer, all applicable privacy laws and regulations, (b) laws relating to the recording of communications, including, when required, advising all participants in a recorded WebEx Meetings Server meeting or event that the meeting or event is being recorded, and (c) laws relating to the use of VoIP-based services, if applicable. It is the sole responsibility of GSA Customer to ensure it has the right to use all features of the Software. Cisco may modify or not make available the Software and/or certain Software features to comply with applicable laws and regulations. The Software is subject to U.S. and local export control laws and regulations. GSA Customer shall comply with such laws and regulations governing use, export, re-export, and transfer of the Software and will obtain all required U.S. authorizations, permits, or licenses. The export obligations under this clause shall survive the expiration or termination of the Agreement.

9. The Software contains certain third party database products ("Third Party Database Products") that may impose additional restrictions on GSA Customer's use. GSA Customer shall not install or configure the Third Party Database Products separately and independently from the Software. GSA Customer shall not access the Third Party Database Products directly or through other database tools, but rather only through the Software. GSA Customer shall not navigate the underlying data schema of the Third Party Database Products. GSA Customer shall not access the Third Party Database Products or establish the transfer of data without Cisco Application Programmer Interfaces APIs. GSA Customer shall not upgrade the Third Party Database Products separately, but only as a component of Third Party Database Products.

10. Oracle Java SE Terms and conditions. (i) Trademarks and Logos. This SEULA does not authorize an end user licensee to use any Oracle America, Inc. name, trademark, service mark, logo or icon. The GSA Customer acknowledges that Oracle owns the Java trademark and all Java-related trademarks, logos and icons including the Coffee Cup and Duke ("Java Marks"). and agrees to: (a) comply with the Java Trademark Guidelines included as Attachment 7; (b) not do anything harmful to or inconsistent with Oracle's rights in the Java Marks; and (c) assist Oracle in protecting those rights, including assigning to Oracle any rights acquired by Customer in any Java Mark. (ii) Third Party Code. Additional copyright notices and license terms applicable to portions of the Oracle Java SE software are set forth in the THIRDPARTYLICENSEREADME.txt file. (iii) Commercial Features. Use of the Commercial Features for any commercial or production
purpose require a separate license from Oracle.re.
11. Portions of the Software utilize Microsoft Windows Media Technologies. Copyright (c)
1999-2006 Microsoft Corporation.
SUPPLEMENTAL END USER LICENSE AGREEMENT FOR CISCO SYSTEMS
WEBEX SOCIAL SOFTWARE:
IMPORTANT: READ CAREFULLY

This Supplemental End User License Agreement ("SEULA") contains additional terms and conditions for the Software licensed under the End User License Agreement ("EULA") between you ("GSA Customer") and Cisco (collectively, the "Agreement"). Capitalized terms used in this SEULA but not defined will have the meanings assigned to them in the EULA. To the extent that there is a conflict between the terms and conditions of the EULA and this SEULA, the terms and conditions of this SEULA will take precedence.

In addition to the limitations set forth in the EULA on your access and use of the Software, you agree to comply at all times with the terms and conditions provided in this SEULA. When the end user is an instrumentality of the U.S. Government, this SEULA is a contract with the U.S. Government and becomes effective when signed by Cisco and the GSA Contracting Officer as an addendum to the Contract. If this is an ID/IQ contract or Schedule Contract, Ordering Activities placing orders against the ID/IQ or Schedule Contract are subject to this SEULA as a term of the contract. This SEULA shall bind the Government, subject to federal law. This agreement shall not operate to bind a Government employee or person acting on behalf of the Government in his or her personal capacity.

IF YOU DO NOT AGREE TO ALL OF THE TERMS OF THE AGREEMENT, THEN CISCO IS UNWILLING TO LICENSE THE SOFTWARE TO YOU AND (A) YOU MAY NOT DOWNLOAD, INSTALL OR USE THE SOFTWARE, AND (B) YOU MAY RETURN THE SOFTWARE (INCLUDING ANY UNOPENED CD PACKAGE AND ANY WRITTEN MATERIALS) FOR A FULL REFUND, OR, IF THE SOFTWARE AND WRITTEN MATERIALS ARE SUPPLIED AS PART OF ANOTHER PRODUCT, YOU MAY RETURN THE ENTIRE PRODUCT FOR A FULL REFUND. YOUR RIGHT TO RETURN AND REFUND EXPIRES 30 DAYS AFTER PURCHASE FROM CISCO OR AN AUTHORIZED CISCO RESELLER, AND APPLIES ONLY IF YOU ARE THE ORIGINAL END USER PURCHASER.

1. WebEx Social Software is an enterprise collaboration platform that may provide different functionality including, but not limited to: content/documents (content development, content management, portals, and Intranets); communication (voice/video, instant messaging, conferencing, and email); business process (business applications, vertical applications, customer care, and workflow); and social networking (profiles, teams, communities, networks).

2. License. Conditioned upon compliance with the terms and conditions of this Agreement, Cisco grants to GSA Customer a nonexclusive, nontransferable and sublicenseable (to GSA Customer’s end users) license to use for GSA Customer’s (and/or GSA Customer’s end users’) internal business purposes the Software and Documentation for which GSA Customer has paid the required license and/or subscription fee. “Documentation” means information (whether contained in user or technical manuals, training materials, specifications, videos or otherwise) pertaining to the Software and made available by Cisco with the Software in any manner (including on CD-Rom, or online). In order to use the Software, GSA Customer may be required to input a registration number or product authorization key and register GSA Customer’s copy of the Software online at Cisco’s website to obtain the necessary license key or license file.
3. GSA Customer’s license to use the Software shall be limited to, and GSA Customer shall not use the Software in excess of, such limitations as are set forth in the SEULA or in the applicable GSA Customer Purchase Order which has been accepted by Cisco and for which GSA Customer has paid to Cisco the required fee (the “GSA Customer Purchase Order”).

4. Content. GSA Customer agrees that it is solely responsible for the content of all visual, written or audible communications and any other material (“Content”) displayed, uploaded, exchanged or transmitted on or through the Software. Under no circumstances will Cisco be liable to GSA Customer for any loss or damages: (i) arising from any Content, or Content related errors or omissions; or (ii) incurred as a result of the use of, access to, or denial of access to the Content.

5. Third Party Offerings. Certain uses of Software may allow Customer to evaluate and use thirdparty applications and/or services (“Third Party Offerings”). Third Party Offerings may involve the exchange of data with the Software. Cisco is not responsible for Customer’s data outside of the Software or for modifications or deletions of Customer’s data made by third parties or their Third Party Offerings.

6. Use of Twitter Services. GSA Customer’s use of Twitter Services is governed by and Twitter Terms of Services.

7. WebEx Social Software contains certain Oracle database products (“Oracle Products”) that impose additional restrictions on GSA Customer’s use. GSA Customer shall not install or configure Oracle Products separately and independently from WebEx Social Software. Except for Enterprise Manager, GSA Customer shall not access Oracle Products directly or through other database tools, but rather only through WebEx Social Software. GSA Customer shall not navigate the underlying data schema of Oracle Products. GSA Customer shall not access Oracle Products or establish the transfer of data without Cisco APIs. GSA Customer shall not upgrade Oracle Products separately, but only as a component of Oracle Products.

8. WebEx Social Software contains IBM Licensed Materials. Copyright IBM Corporation 2009. IBM Licensed Materials or their modifications may not be used for any purpose other than to enable WebEx Social Software.
Attachment 1

This Service Level Agreement (this “Agreement”) sets forth Cisco Meraki’s obligations and our customers’ rights with respect to the performance of Cisco Meraki’s Hosted Software. All capitalized terms used but not otherwise defined in this Agreement have the meanings given to them in the End Customer Agreement above (the Meraki SEULA), or as otherwise entered into between Cisco Meraki and Customer (the “Customer Agreement”).

1. Definitions. For purposes of this Agreement, the following terms have the meaning ascribed to each term below:

“Downtime” means if the Hosted Software is unavailable to Customer due to failure(s) in the Hardware, Firmware, or Hosted Software, as confirmed by both Customer and Cisco Meraki.

“Monthly Uptime Percentage” means the total number of minutes in a calendar month minus the number of minutes of Downtime suffered in a calendar month, divided by the total number of minutes in a calendar month.

“Service Credit” means the number of days that Cisco Meraki will add to the end of the Term, at no charge to Customer.

2. Service Level Warranty. During the Term, the Hosted Software will be operational and available to Customer at least 99.99% of the time in any calendar month (the “Service Level Warranty”). If the Monthly Uptime Percentage does not meet the Service Level Warranty in any calendar month, and if Customer meets its obligations under this Agreement, then Customer will be eligible to receive Service Credit as follows:

<table>
<thead>
<tr>
<th>Uptime</th>
<th>Days Credited</th>
</tr>
</thead>
<tbody>
<tr>
<td>&lt; 99.99%</td>
<td>3</td>
</tr>
<tr>
<td>≥ 99.9%</td>
<td></td>
</tr>
<tr>
<td>&lt; 99.0%</td>
<td>7</td>
</tr>
<tr>
<td>≥ 99.0%</td>
<td></td>
</tr>
<tr>
<td>&lt; 99%</td>
<td>15</td>
</tr>
<tr>
<td>≥ 99%</td>
<td></td>
</tr>
</tbody>
</table>

3. Customer Must Request Service Credit. In order to receive any of the Service Credits described above, Customer must notify Cisco Meraki within 30 days from the time Customer becomes eligible to receive a Service Credit. Failure to comply with this requirement will forfeit Customer’s right to receive a Service Credit.

4. Maximum Service Credit. The aggregate maximum amount of Service Credit to be issued by Cisco Meraki to Customer for all Downtime that occurs in a single calendar month will not exceed 15 days. Service Credit may not be exchanged for, or converted into, monetary amounts.

5. Exclusions. The Service Level Warranty does not apply to any services that expressly exclude this Service Level Warranty (as stated in the documentation for such services) or any performance issues (i) caused by Force Majeure on the terms set forth in Section 9.3 of the Agreement, (ii) that resulted from Customer’s equipment or third party equipment, or both (not within the primary control of Cisco Meraki), or (iii) that otherwise resulted from Customer’s violation of Sections 3.5 or 4.2 of the Agreement.
6. Exclusive Remedy. This Agreement states Customer’s sole and exclusive remedy for any failure by Cisco Meraki to meet the Service Level Warranty.
Meraki Support Overview:

**Enterprise support at no additional cost**

Cisco Meraki’s simple, all-inclusive pricing includes enterprise-class phone support. We will help you deploy your first network or troubleshoot global network issues and other unforeseen emergencies at no additional cost.

**Deep expertise and fanatical service**

Our support engineers have deep expertise in enterprise networking and wireless design. The Cisco Meraki support team sits alongside the engineers who build Cisco Meraki products, providing a wealth of expertise.

**Real time cloud-based support tools**

Cisco Meraki support engineers use real time web-based tools to securely and quickly diagnose and troubleshoot your network, providing the speed and service of an on-site visit without the hassle.

**The best support call is the one you don’t have to make**

Cisco Meraki self-provisioning hardware, automatic firmware updates, automatic network optimization, intuitive user interface and built-in contextual help dramatically reduce support incidents, providing reliable and hassle free enterprise networking.

**Meraki Support Includes**

- Access to knowledge base
- Case-based support viewable in dashboard
- Firmware and software upgrades and updates
- 24×7 telephone support based out of San Francisco, London, Sydney technical assistance centers

**Contact Support**

Log in to submit cases.

**Telephone support**

- **US / North America**
  
  (415) 432-1203

- **Europe**
  
  +44 20-78-71-2776

- **Australia / Asia-Pacific**
  New Zealand
  Singapore
- Mexico
  +52 5511638940

- Brazil
  +55 1130422855

- Note

  Starting on January 1, 2014, you will need your Cisco Meraki account number in order to access telephone support. This number is available on the help tab of the Meraki dashboard.
Meraki Privacy Policy

This privacy policy (this "Policy") describes the collection of personal information and certain other information by Meraki, LLC, a Delaware limited liability company and a wholly owned subsidiary of Cisco Systems, Inc. ("Meraki," "we," or "us") from users of our Web site at meraki.cisco.com (the "Website"), as well as all applications, widgets, software, tools, and other services provided by us and on which a link to this Policy is displayed (collectively, together with the Website, our "Services"). This Policy also describes our use and disclosure of such information. By using our Services, you consent to the collection, use, and disclosure of information in accordance with this Policy. This Policy is incorporated by reference into the Meraki Terms of Use and the Meraki End Customer Agreement and is subject to the provisions of the Meraki Terms of Use and the Meraki End Customer Agreement. The terms "you," "your," and "user" refer to the user visiting the Website or accessing or using the Services. Other capitalized terms used but not defined in this Privacy Policy have the meanings given to them in the Terms of Use.

Meraki has received TRUSTe's Privacy Seal signifying that this privacy policy and our practices have been reviewed for compliance with the TRUSTe program viewable on the validation page available by clicking the TRUSTe seal.

If you have an unresolved privacy or data use concern that we have not addressed satisfactorily, please contact TRUSTe. TRUSTe's Dispute Resolution process is only available in English.

The TRUSTe certification covers our collection, use and disclosure of information we collect through our Services. The use of information collected through our Services shall be limited to the purpose of providing the service for which the customer has engaged Meraki.

Meraki complies with the U.S. – E.U. Safe Harbor framework and the U.S. - Swiss Safe Harbor framework as set forth by the U.S. Department of Commerce regarding the collection, use, and retention of personal data from European Union member countries and Switzerland. Meraki has certified that it adheres to the Safe Harbor Privacy Principles of notice, choice, onward transfer, security, data integrity, access, and enforcement. To learn more about the Safe Harbor program, and to view Meraki's certification included under Cisco Systems Inc.'s company certification, please visit http://www.export.gov/safeharbor

Personal Information

"Personal Information," as used in this Policy, is information that specifically identifies an individual, such as an individual's name, address, telephone number, or e-mail address. Personal Information also includes information, such as demographic information (e.g., date of birth, gender, geographic area, and preferences), when any of this information is linked to Personal Information that identifies that individual.

Personal Information does not include "aggregate" or other non-personally identifiable information. Aggregate information is information that we collect about a group or category of products, services, or users that is not personally identifiable or from which individual identities are removed. We may use and disclose aggregate information, and other non-personally identifiable information, for various purposes at our sole discretion and without notice or liability to you.

Collection of Information

Collection of Voluntarily-Provided Information
We collect Personal Information that our users provide to us in a variety of ways on our Services. These include the following:

- **E-mail Newsletters.** We may offer e-mail newsletters from time to time on our Services. If you sign up to receive a newsletter from us, we collect your e-mail address.

- **User Accounts and Profiles.** Our Services may give you the ability to register for an account or to create and update a user profile. If we offer user account or profile functionality on the Services, we will collect the Personal Information that you provide to us in the course of registering for an account or creating or updating a user account or profile. This information may include, for example, name, postal address, telephone number, e-mail address, and related demographic information about you. We may indicate that some Personal Information is required for you to register for the account or to create the profile, while some is optional.

- **Logging into Networks.** Certain networks using our Services may require users to establish or use login credentials. In connection with supporting this log-on functionality, we may collect information such as email addresses, telephone numbers, or user or administrator-created usernames, along with user-created or administrator-created passwords, to facilitate such log-on functionality and otherwise to provide our Services.

- **Correspondence.** If you contact us by e-mail, using a contact form on the Services, or by other means, we collect the Personal Information contained within, and associated with, your correspondence.

- **Contests and Sweepstakes.** We and other business partners may conduct or sponsor special contests, sweepstakes, and other promotions that users may enter or otherwise participate in on our Services or otherwise. Certain of these promotions may be co-branded with one of our advertisers or other business partners. In these instances, the collection of your Personal Information may occur directly by the third-party partner on its website or other online service and may be shared with us. The promotion will state the privacy policy or policies governing the collection of such personal information.

- **Testimonials.** We display testimonials of satisfied customers on our site in addition to other endorsements. With your consent we may post your testimonial along with your name.

- **Information Related to Data Collected for our Customers.** Meraki collects information under the direction of its customers, and has no direct relationship with the individuals whose personal data it processes. If you are an individual who makes use of services offered by one of our customers and would no longer like to be contacted by that customer, please contact the customer that you interact with directly. We may transfer personal information to companies that help us provide our Services. Transfers to subsequent third parties are covered by the service agreements with our customers.

**Passive Information Collection**

When you use or visit our Services, some information is collected automatically. For example, when you access our Services, we automatically collect your browser’s Internet Protocol (IP) address, your browser type, the nature of the device from which you are visiting the Services (e.g., a personal computer or a mobile device), identifiers for any handheld or mobile device that you may be using, the Web site that you visited immediately prior to accessing any Web-based Services, the actions you take on our Services, and the content, features, and activities that you access and engage with on our Services. We also may collect information regarding your interaction with e-mail messages from Meraki, such as whether you opened, clicked on, or forwarded a message.

We may collect this information passively using technologies such as standard server logs, cookies, and clear GIFs (also known as “Web beacons”). We use passively-collected information to administer, operate, maintain and improve our Services and our other services and systems and to provide content that is tailored to you.

If we link or associate any information gathered through passive means with Personal Information, or if applicable laws require us to treat any information gathered through passive means as Personal Information, we treat the combined
information as Personal Information under this Policy. Otherwise, we use and disclose information collected by passive means in aggregate form or otherwise in a non-personally identifiable form. Please be aware that in the course of your use of the Services, websites or other services provided by third parties (“Third-Party Services”), including marketing or website optimization vendors, may set cookies on your hard drive or use other means of passively collecting information about your use of their Third-Party Services or other services or content. To do this, they may use first-party cookies (which are set by the same domain your browser is receiving data from) or third-party cookies (which are set by a different domain). Meraki also may make non-personally identifiable information available to Third-Party Services, and these Third-Party Services may collect such information, to assist such parties in understanding our users’ activities and usage patterns on the Services. If desired, you may use the Google Analytics Opt-out Browser Add-on to opt-out of having information collected by Google Analytics.

We do not have access to, or control over, the actions of Third-Party Services. Each provider of Third-Party Services uses information that it collects in accordance with its own privacy and security policies.

Additionally, please be aware that Google and other third-party vendors may place or recognize one or more unique cookies on your computer when you use the Services, and may record information to these cookies based upon your activities on our Services and on third-party websites and other Third-Party Services. Google and these other third-party vendors may use information about those activities to inform, optimize, and serve advertisements. In particular, we may use Google and other third-party vendors to engage in “ remarketing,” in which advertisements you see on third-party websites and services may be based on your prior visits to our Services.

To learn more about these practices, and to opt-out from Google’s and other vendors’ use of information collected on the Services through cookies for advertising purposes, you may visit Google’s Ads Preferences Manager, TRUSTe’s Preference Manager, or the Network Advertising Initiative opt-out page. Please note that opting-out will not prevent advertisements from being served to you on the Internet; it will only result in advertisements that utilize cookies to serve advertisements on the specified advertising networks from which you opt-out no longer being targeted. We are not responsible for the activities of other parties that may not comply with your opt-out requests.

We also use Google Conversion Tracking, which tracks whether users engage in certain activities (e.g., filling out a form to receive more information about our products or services) after they view one of our advertisements on a Third-Party Service. Google uses cookies to track conversions and to report that information to us.

Finally, please also be aware that we use the Google Maps API as a source of maps, geographic data, and geolocation information for purposes of providing location-based information regarding terminal devices connected to networks managed by our Services and for providing related reporting and analysis. Google may collect information, including personal information, from those who view content provided through the Google Maps API, and Google handles such information in accordance with the Google Privacy Policy.

Network Usage Information Collected by Our Services

Some of our Services collect information from terminal devices connected to networks that are managed by those Services. Those Services also collect information regarding the performance of, and certain other information regarding, such networks. This information includes, for example, MAC address, device type, operating system, geolocation information, and network traffic information (e.g., hostnames, protocols, port numbers, and IP addresses). This information is made available to administrators of networks managed by our Services through an online interface that we call the “dashboard”. Additionally, if a Meraki customer elects to use our device management tool currently known as Systems Manager (“Systems Manager”) and installs its software on, or configures the profile of, a mobile device or other device (e.g., a laptop computer) managed by Systems Manager, the customer or Meraki may undertake certain actions on the device, such as the following: (i) list, access, copy, move, and delete files; (ii) track and record device location over time; (iii) take and record screenshots; (iv) manage the device through remote desktop functionality; (v) set and enforce policies; and (vi) install/remove apps. Finally, for devices with Systems Manager installed or devices that utilize Global Positioning System (GPS) technology, we transmit certain geolocation information about those devices and the network(s) on which they are running to Google, which provides us with related geolocation information that we store and make available to network
administrators through our dashboard as described above in this paragraph. Google handles the information that we provide to it in accordance with the [Google Privacy Policy](#).

**Information from Other Sources**

We may receive information about you, including Personal Information, from affiliated and unaffiliated third parties, and may combine this information with other Personal Information we maintain about you in order to ensure we have accurate information. If we do so, this Policy governs any combined information that we maintain in personally identifiable format.

**Use of Information**

We use Personal Information and other information we collect to do any of the following: provide services to our customers; provide information and otherwise respond to your requests, including sales inquiries, email requests, and shipping requests; enhance, improve, operate, maintain, and debug the Website, our other Services, and our other programs, services, Web sites, and systems; improve the effectiveness of our Website as a marketing tool and optimize the performance of the Website and our other Services; prevent fraudulent use of our Services and other systems; to prevent or take action against activities that are, or may be, in violation of the Meraki End Customer Agreement, the Meraki Terms of Use, or applicable law; to tailor content and other aspects of your experience on and in connection with the Services; maintain a record of our dealings with you; for other administrative purposes; and for any other purposes that we may disclose to you at the point at which we request your Personal Information, and pursuant to your consent.

We may also use Personal Information you provide to contact you regarding products, services, and offers, both from ourselves and third parties, that we believe you may find of interest. We allow you to opt-out from receiving marketing communications from us as described in the “Choice” section below.

**Disclosure of Information**

Except as described in this Policy, we will not disclose your Personal Information that we collect on the Services to third parties without your consent. We may disclose information to third parties if you consent to us doing so, as well as in the following circumstances:

**Service Providers**

We may disclose Personal Information to third-party service providers (e.g., payment processing and data storage and processing facilities) that assist us in our work. We limit the Personal Information provided to these service providers to that which is reasonably necessary for them to perform their functions, and we require them to agree to maintain the confidentiality of such Personal Information.

**Business Transfers**

Information about our users, including Personal Information, may be disclosed and otherwise transferred to an acquirer, successor, or assignee as part of any merger, acquisition, debt financing, sale of company assets, or similar transaction, as well as in the event of an insolvency, bankruptcy, or receivership in which Personal Information is transferred to one or more third parties as one of our business assets.

**To Affiliated Companies**

We may disclose Personal Information and other information to our parent company and to other corporate affiliates of ours. These affiliated third-party companies may use and disclose Personal Information and other information that we disclose to them in accordance with their privacy policies and procedures.

**To Channel Partners**
We may disclose Personal Information and other information to channel partners, such as resellers, of ours. These third parties may use such Personal Information and other information that we disclose to them for purposes such as marketing our products and services to you.

To Protect our Interests

We also may disclose Personal Information and other information if we believe that doing so is legally required or is in our interest to protect our property or other legal rights (including, but not limited to, enforcement of our agreements) or the rights or property of others, or otherwise to help protect the safety or security of our Services or other users of the Services.

Choices Regarding Promotional Communications

If you receive commercial e-mail from us, you may unsubscribe at any time by following the instructions contained within the e-mail. You may also opt-out from receiving commercial e-mail from us, and any other promotional communications that we may send to you from time to time (e.g., by postal mail) by sending your request to us by e-mail at privacy@meraki.com or by writing to us at the address given at the end of this policy. Additionally, if we offer user account functionality on the Services, we may allow you to view and modify settings relating to the nature and frequency of promotional communications that you receive from us.

Please be aware that if you opt-out of receiving commercial e-mail from us, it may take up to ten business days for us to process your opt-out request, and you may receive commercial e-mail from us during that period. Additionally, even after you opt-out from receiving commercial messages from us, you will continue to receive administrative messages from us regarding our Services.

Your California Privacy Rights

You may choose to opt-out of the sharing of your personal information with third parties for their direct marketing purposes at any time by e-mailing us at opt-out@meraki.com. Once we receive your opt-out request, we will no longer disclose your Personal Information to third-parties for their direct marketing purposes. Please be aware that this opt-out does not prohibit disclosures of Personal Information or other information made for non-direct marketing purposes.

Access

If we offer the ability to create user accounts or profiles on our Services, you may have the ability to access and update certain categories of Personal Information that you provide to us by logging in to your account and accessing your account settings. If you wish to access, amend, or delete any other Personal Information we hold about you, you may contact us at privacy@meraki.com.

If you request access to your account including deletion requests on any of our Services (via a user settings page, by e-mail, or otherwise) including requests to remove testimonials that contain Personal Information, we will respond to your access requests within 30 days. Please note that we may need to retain some of your Personal Information in order to satisfy our legal obligations, or where we reasonably believe that we have a legitimate reason to do so.

Please note that Meraki has no direct relationship with the individuals whose personal data we process on behalf of our customers. An individual who seeks access, or who seeks to correct, amend, or delete inaccurate data should direct his or her query to our customer (the data controller). If the customer requests Meraki to remove the data, we will respond to their request within 30 days.

We will retain personal data we process on behalf of our customers for as long as needed to provide services to our customer. Meraki will retain and use this personal information as necessary to comply with our legal obligations, resolve disputes, and enforce our agreements.
Links

The Services may contain links to other Web sites or other Third-Party Services that we do not own or operate. If you choose to visit or use any Third-Party Services or products or services available on or through such Third-Party Services, please be aware that this Policy will not apply to your activities or any information you disclose while using those Third-Party Services or any products or services available on or through such Third-Party Services. We are not responsible for the privacy practices of these Third-Party Services or any products or services on or through them. Additionally, the Services may contain links to Web sites and services that we operate but that are governed by different privacy policies. We encourage you to carefully review the privacy policies applicable to any Web site or service you visit other than the Services before providing any Personal Information on them.

Children

Children’s safety is important to us, and we encourage parents and guardians to take an active interest in the online activities of their children. Our Services are not directed to children under the age of 13, and we do not knowingly collect Personal Information from children under the age of 13 without obtaining parental consent. If we learn that we have collected Personal Information from a child under the age of 13 on our Services, we will delete that information as quickly as possible. If you believe that we may have collected any such Personal Information on our Services, please notify us at privacy@meraki.com.

International Visitors

Many of our servers and data centers are located in the United States. If you choose to use the Services from outside the U.S., then you should know that you may be transferring your Personal Information outside of your region and into the U.S. for storage and processing. By providing your Personal Information to us through your use of the Service, you agree to that transfer, storage, and processing in the U.S. Also, we may transfer your data from the U.S. to other countries or regions in connection with storage and processing of data, fulfilling your requests, and operating the Services. You should know that each region can have its own privacy and data security laws, some of which may be less stringent as compared to those of your own region.

Security

We use certain security measures in an effort to protect Personal Information from accidental loss, disclosure, misuse, and destruction. The security of your Personal Information and our customers’ information is important to us. When you enter sensitive information (such as login credentials) we encrypt the transmission of that information using secure socket layer technology (SSL). Please be aware, however, that no data security measures can be guaranteed to be completely effective. Consequently, we cannot ensure or warrant the security of any information that you provide to us. You transmit information to us at your own risk.

If Meraki learns of a security systems breach, then we may attempt to notify you electronically so that you can take appropriate protective steps. Meraki may post a notice through the Services if a security breach occurs. Depending on where you live, you may have a legal right to receive notice of a security breach in writing. To receive a free written notice of a security breach, you should notify us at privacy@meraki.com.
Meraki Return Policy

Warranty Returns

If you are experiencing hardware issues, please contact Cisco Meraki support by signing in to dashboard (Help > File a Ticket) or by calling us.

If you require advance replacement, please call Cisco Meraki technical support. Advance replacement orders will ship within 1 business day.

Cisco Meraki stands behind its products. Hardware products come with either a one year or lifetime warranty, as specified on the relevant Cisco Meraki data sheet.

To request a return materials authorization (RMA), please complete our RMA request form. If your RMA request is approved, Cisco Meraki will email you an RMA number and a return shipping label free of charge. We will ship replacement units within five business days of receiving your defective units. If no trouble is found, we will contact you before taking further action.

Additional information about Cisco Meraki’s hardware warranty can be found in Cisco Meraki’s End Customer Agreement.

Free Trial Returns

If you would like to return units from a free trial, please go to your free trial webpage (using the link your rep provided you with) and go to the returns tab to fill out the RMA request form. If your free trial hardware was shipped to the US, Canada, or an EU member country you will also be able to print out a return shipping label and ship the product back to Cisco Meraki at no charge to you.

Refund Requests

If you are dissatisfied with your Cisco Meraki purchase for any reason, you may return your order for a full refund. All returns must meet the following criteria:

1. You purchased the product through an authorized Cisco Meraki reseller or direct from Cisco Meraki
2. You are the original purchaser of the product
3. You submit your refund request within 30 days of purchase
4. The product is in new condition, including all accessories in the original packaging

To request a refund, please complete our RMA request form.

If your refund request is approved, Cisco Meraki will email you an RMA number. In order for the refund to be accepted and processed, Meraki must receive the hardware you are returning no later than 30 days following the date the RMA number is issued. Once we have received and inspected the units, we will process your return. If you purchased through a Cisco Meraki reseller, your refund will be issued by that reseller. If you purchased directly from Cisco Meraki, we will issue a refund, typically within 15 days of receiving the return. (If you paid by credit card we will credit the original credit card. If you paid by any other method, we will send you a check.)

From time to time Cisco Meraki offers special refund terms. If your return is covered by special terms, please reference those terms on your RMA request.
Please contact Cisco Meraki directly for all returns, including product purchased through distributors or resellers.

**Shipment Preparation**

- Please return units in their entirety. That is, include all power supplies, antennas, and other components along with the original product box.
- Please use the original shipping carton and packaging material. If this is not possible, use another shipping carton with padding to protect the units from damage during shipping. DO NOT ship a product without a carton.
- The customer will be charged for product that is damaged due to insufficient packaging.
- Once you have received your RMA number from Cisco Meraki via email, write this RMA number in large letters on the exterior of the shipping carton. Shipments to Cisco Meraki without an RMA approval will not be processed.
- If Cisco Meraki approves your RMA request, you will receive a confirmation email containing an RMA number within two business days. The address to which the product should be sent will also be included in that email.
- Cisco Meraki will pay for warranty replacement return shipments and free trial return shipments from the US and Canada. For all other returns it is your responsibility to pay for return shipping back to Cisco Meraki using the carrier of your choice. Cisco Meraki recommends that the return package has a tracking number and is insured for the proper value of its contents. Cisco Meraki is not responsible for packages lost by carriers.
This document describes Cisco’s Software Application
All capitalized terms in this description have the meaning ascribed to them in the Glossary of Terms. Direct Sale from Cisco. If you have purchased these
Services directly from Cisco, this document is incorporated into your Master Services Agreement (MSA) with Cisco. In the event of a conflict between this Service Description and your MSA, this Service Description shall govern.

Sale via Cisco-Authorized Reseller. If you have purchased these Services through a Cisco-Authorized Reseller, this document is for description purposes only; is not a contract between you and Cisco. The contract, if any, governing the provision of this Service will be the one between you and your Cisco Authorized Reseller.

SAS

Cisco Responsibilities:

• Cisco Technical Assistance Center (TAC) access 24 hours per day, 7 days per week to assist by telephone, fax, electronic mail or the internet with Application Software use, configuration and troubleshooting issues. Cisco will respond within one (1) hour for all calls received during Standard Business Hours and for Severity 1 and 2 calls received outside Standard Business Hours. For Severity 3 and 4 calls received outside Standard Business Hours, Cisco will respond no later than the next Business Day.

• Manage problems according to the Cisco Severity and Escalation Guideline.

• Access to Cisco.com. This system provides Customer with helpful technical and general information on Cisco Products as well as access to Cisco’s on-line Software Center library. Please note that access restrictions identified by Cisco from time to time may apply.

• Work-around solutions or patches to reported Application Software problems using reasonable commercial efforts. For an Application Software patch, a Maintenance Release for the Application Software experiencing the problem will be provided as follows: (a) download from Cisco.com (as available), or (b) shipment of Application Software on media such as CDROM using a nominated carrier. Requests for alternative carriers will be at Customer’s expense.

• Minor and Maintenance Releases. The Application Software releases and supporting Documentation are available on the Cisco.com Software Center (w w w . c i s c o . c o m / s o f t w a r e ) or on media such as CDROM, through the Cisco Product Upgrade Tool (PUT) (w w w . c i s c o . c o m / u p g r a d e ). Applicable supporting Documentation, if available, is on Cisco.com and is limited to one copy per release. Additional copies may be purchased.

SASU

Cisco Responsibilities:

• Cisco-provided deliverables, as specified above in SAS.

• Cisco-provided, on request, Major Application Software Releases. Such Updates are limited to Application Software releases that have been validly licensed and paid for and that are covered under a current SASU contract. The Application Software releases and supporting Documentation will be made available on the Cisco.com Software Center (w w w . c i s c o . c o m / s o f t w a r e ) or on media such as CDROM, through the Cisco PUT (w w w . c i s c o . c o m / u p g r a d e ). Applicable supporting Documentation, if available, is available on Cisco.com and is limited to one copy per licensed Software. Additional copies may be purchased.

Customer Responsibilities:

The provision of the Service options assumes that Customer will:

• Provide a severity level as described in the Cisco Severity and Escalation Guideline for all the calls Customer places.

• Provide, at Customer’s expense, reasonable access to the Product through the Internet or via modem to establish a data communication link between Customer and the Cisco TAC engineer and systems passwords so that problems may be diagnosed and, where possible, corrected remotely.
- Provide thirty (30) days Notice to Cisco of any requested addition(s) to your Equipment List.

- Notify Cisco, using Cisco.com, of Product on the Equipment List which Customer has moved to a new location within thirty (30) days of such relocation. Please be aware that the Services will be provided to Customer beginning thirty (30) days after receipt of your notification. Cisco will also need Customer to notify Cisco of any modification to the Product and configuration including upgrades or changes to FRUs not in the original configuration within five (5) days of such modification.

- Provide current shipment contact information as follows: contact name, title, address, telephone number, e-mail address, and fax number.

- Provide valid and applicable serial numbers for all Product problems and issues reported to Cisco or where Customer is seeking information from Cisco in connection with Product use. Cisco may also require Customer to provide additional information in the form of location of the Product, city location details and zip code information.

- When requested, provide Cisco with a list of all personnel that Customer has authorized to contact Cisco or access Cisco.com for Services and to download Software from Cisco.com or ordered via Cisco’s PUT. Customer is responsible for reviewing the list on an annual basis and adding or removing personnel as necessary.

- Verify any in-transit damage of the media for the SAS or SASU Application Software Updates.

- Update to the latest Application Software release and latest third-party Software release, if required by Cisco to correct a reported Application Software problem.

- Pay all engineering time, travel, and out-of-pocket expenses if Customer request performance of onsite Services or Services outside the scope of Service options described in this document.

- Provide any Hardware required to perform fault isolation.

- Receive Services on Cisco Application Software for which Customer has:
  - Purchased a valid and current license for the latest Major and Minor release or is renewing support for a valid supported license revision.

- Make all reasonable efforts to isolate the Application Software problem prior to requesting support from Cisco.

- Acquire, install configure and provide technical support for all:
  - Third-party Products, including upgrades required by Cisco or related Services; and
  - Network infrastructure, including, but not limited to, local and wide-area data Networks and equipment required by Cisco for operation of Application Software.

- Maintain Customer’s entire Application Software implementation for configurable Application Software currently in use under the same Service option for Cisco to provide Services for any portion of Customer’s Application Software implementation.
Cisco Online Privacy Statement

Cisco Systems, Inc. and its subsidiaries (collectively "Cisco") are committed to protecting your privacy and ensuring you have a positive experience on our websites and in using our products and services ("Solution" or "Solutions"). This Privacy Statement applies to Cisco websites that link to this Statement but does not apply to those Cisco websites that have their own privacy statement. Our personal information handling practices are described below, in the supplements on the right, and in notices at the point of collection.

TRUSTe Certification

Cisco Systems, Inc. has been awarded TRUSTe's Privacy Seal signifying that this privacy policy and practices have been reviewed by TRUSTe for compliance with TRUSTe's program requirements including transparency, accountability and choice regarding the collection and use of your personal information. The TRUSTe program only covers information that is collected through the websites www.cisco.com, www.webex.com, and www.theflip.com, and does not cover information that may be collected through any software downloaded from these websites.

TRUSTe's mission, as an independent third party, is to accelerate online trust among consumers and organizations globally through its leading privacy trustmark and innovative trust solutions. If you have questions or complaints regarding our privacy policy or practices, please contact us at privacy@cisco.com. If you are not satisfied with our response, you can contact TRUSTe here.

Cisco complies with the U.S. – E.U. Safe Harbor framework and the U.S. - Swiss Safe Harbor framework as set forth by the U.S. Department of Commerce regarding the collection, use, and retention of personal data from European Union member countries and Switzerland. Cisco has certified that it adheres to the Safe Harbor Privacy Principles of notice, choice, onward transfer, security, data integrity, access, and enforcement. To learn more about the Safe Harbor program, and to view Cisco's certification, please visit http://www.export.gov/safeharbor/.

Collection of Your Personal Information

We will inform you of the purpose for collecting personal information when we collect it from you and keep it to fulfill the purposes for which it was collected, as required by applicable laws or for legitimate purposes. "Personal Information" is any information that can be used to identify an individual, and may include name, address, email address, phone number or payment card number. We collect Personal Information (and engage third parties to collect Personal Information to assist us) for a variety of reasons, such as processing your order, providing you with a newsletter subscription, enabling the use of certain features of our Solutions, personalizing your experience, managing a job application, or during the testing admissions process when a computer based certification test is administered to you (for more information about online testing, [http://pearsonvue.com/Cisco]). We and the third parties we engage may combine the information we collect from you over time and across our websites with information obtained from other sources to help us improve its overall accuracy and completeness, and to help us better tailor interactions with you.

If you choose to provide third party Personal Information (such as name, email and phone number), we will assume that you have the third party’s permission to provide us the information. Examples include forwarding reference material to a friend or job referrals. This information will not be used for any other purpose.

In some instances, Cisco may collect non-personal (aggregate or demographic) data through cookies, web logs, web beacons and other similar applications. This information is used to better understand and improve the usability, performance, and effectiveness of the website. Please read the "Cookies" section below for more information. In addition, by using some of our Solutions, anonymous network information may be transmitted to us such as the performance of the Solution and types of devices attached to the network. With this information we can determine how users are interacting with the Solution, to assist us with improving it, to manage your network, and to provide alerts via the Solution of available software updates/upgrades.

Uses of Your Personal Information

We will only use your Personal Information in the way we specified when it was collected. We will not subsequently change the way your Personal Information is used without first asking for your permission. Some of the ways we may use Personal Information include to deliver a Solution that you have requested, support our Solutions, contact you for customer satisfaction surveys, personalize websites and newsletters to your preferences, administer and process your certification exams, or communicate for marketing purposes. You can edit your preferences at any time (see Your Choices and Selecting Your Communication Preferences below).

Access to and Accuracy of Your Personal Information
We need your help in keeping your Personal Information accurate and up to date so please notify us of any changes to your Personal Information. To update your Personal Information and communication preferences, you can contact privacy@cisco.com. In addition, you may have the ability to view or edit your personal information online, including:

- **Cisco.com** – You can access and update your profile using the Cisco Profile Management Tool. You may also make these updates or request deactivation of your website profile by sending an email to web-helps@cisco.com.
- **Home.cisco.com (formerly Linksysbycisco.com)** – You can access and update your profile by signing into your Online Account at http://home.cisco.com/. You may also make these updates or request deactivation of your website profile by sending an email to privacy@linksys.com.
- **Webex.com** - You can access and update your profile by signing into your user online account at http://try.webex.com/mk/get/profile. You may also make these updates or request deactivation of your website profile by sending an email to privacy@webex.com.
- **TheFlip.com** - You can access and update your profile by signing into your user online account at http://puredigital2.custhelp.com/cgi-bin/puredigital2.cfg/php/enduser/ask.php. You may also make these updates or request deactivation of your website profile by sending an email to remove@theflip.com.

We make good faith efforts to honor your reasonable request to access and correct your data if it is inaccurate or delete the data if we are not required to retain it by law or for legitimate purposes. We will respond to your request to access within 30 days.

For a list of Cisco entities that may be considered data controllers from time to time and where you can exercise your rights of access and request corrections or deactivations under applicable data protection laws, click here.

**Your Choices and Selecting Your Communication Preferences**

We give you the choice of receiving a variety of information that complements our Solutions. You can manage your communication preferences and unsubscribe using one of the following methods:

- Each promotional email from us includes instructions on how you can unsubscribe from that particular mailing.
- Sending a message via email at privacy@cisco.com or via mail to Cisco Systems, Inc., Legal Department, 170 West Tasman Dr., San Jose, CA 95134, USA. Please be sure to include your name, email address and specific relevant information about the material that you no longer wish to receive.

These choices do not apply to the receipt of mandatory service communications that are considered part of certain Solutions, which you may receive periodically unless you cancel the Solution in accordance with its terms and conditions.

**Sharing Your Personal Information**

We do not sell or share your Personal Information to third parties for marketing purposes unless you have granted us permission to do so. We will ask for your consent before we use or share your information for any purpose other than the reason you provided it or as otherwise provided by this Privacy Statement. We may share Personal Information in the following ways:

- Within Cisco or with any of our worldwide subsidiaries for purposes of data processing or storage.
- With business partners, service vendors, authorized third-party agents or contractors to provide a requested service or transaction, including processing orders and credit card transactions, hosting websites, hosting seminar registration and providing customer support. We only provide these third parties with the minimum amount of Personal Information necessary to complete/provide the requested service or transaction. We do not allow third parties to use your Personal Information for a different purpose.
- To comply with the law or legal process (such as responding to subpoenas or court orders) and to exercise our legal rights or defend against legal claims.
- To investigate, prevent, or take action regarding illegal activities, suspected or potential fraud, brand protection matters (such as gray market sales or use of Cisco’s trademark without a license), situations involving potential threats to the physical safety of any person, violations of Cisco’s terms of use, or as otherwise required by law.

**Security of Your Personal Information**

We are committed to protecting the Personal Information you share with us and utilize a combination of industry-standard security technologies, procedures, and organizational measures to help protect your Personal Information from unauthorized access, use or disclosure. We recommend you to take every precaution in protecting your Personal Information when you are on the Internet. For example, change your passwords often, use a combination of letters and numbers when creating passwords, and make sure you use a secure browser. When you enter sensitive information on our forms, we encrypt this data using SSL or other technologies. Please visit our Learning Center for more tips for using security features when connected to the Internet using a router.
Retention of Personal Information

We will only retain your Personal Information to fulfill the purposes for which it was collected or as required for legitimate purposes or permitted by law.

Use of Cookies and other Web Technologies

Like many websites, Cisco uses automatic data collection tools, such as cookies, embedded web links and web beacons. These tools collect certain standard information that your browser sends to our website such as your browser type and the address of the website from which you arrived at our website. They may also collect information about your Internet Protocol (IP) address (a number automatically assigned to your computer whenever you are surfing the Web, allowing Web servers to locate and identify your computer, which is a unique address assigned to your PC by your Internet Service Provider or Information Systems Department on a TCP/IP network) and clickstream behavior (for example, the pages you view and the links you click). These tools help make your visit to our website easier, more efficient and more valuable by providing you with a customized experience and recognizing you when you return. To learn more, read Cisco's Use of Automatic Data Collection Tools.

Our website includes widgets, which are interactive mini-programs that run on our site to provide specific services from another company (e.g. displaying the news, opinions, music, etc). Personal information, such as your email address, may be collected through the widget. Cookies may also be set by the widget to enable it to function properly. Information collected by this widget is governed by the privacy policy of the company that created it. Our widget may have an import contacts feature to help you email your contacts. At your request, we will search your email address book to help you import your contacts to our website.

Some web browsers may let you enable a “do not track” feature that sends signals to the websites you visit, indicating that you do not want your online activities tracked. This is different than blocking or deleting cookies, as browsers with a “do not track” feature enabled may still accept cookies. There is currently no industry standard for how companies should respond to “do not track” signals, although one may develop in the future. We do not respond to “do not track” signals at this time. If we do so in the future, we will describe how in this Privacy Statement. More information about “do not track” is available at www.allaboutdnt.org.

Linked Websites

We may provide links to other third-party websites and services which are outside our control and not covered by this Privacy Statement. We encourage you to review the privacy statements posted on those websites (and all websites) you visit.

Forums/Chat Rooms

If you participate in a discussion forum or chat room on a Cisco website, you should be aware that the information you provide there will be made broadly available to others, and can be read, collected or used by other users of these forums, potentially inside or outside Cisco, who have access to that discussion forum or chat room. This information could also be used to send you unsolicited messages. Also, please recognize that individual forums and chat rooms may have additional rules and conditions. Each participant's opinion on a forum or chat room is his or her own and should not be considered as reflecting the opinion of Cisco. We are not responsible for the Personal Information or any other information you choose to submit in these forums.

Children's Privacy

Cisco does not knowingly collect Personal Information from children under the age of 13. If we learn that we have collected Personal Information of a child under the age of 13, we will delete that data from our systems. Please note that the Personal Information collected by Cisco Networking Academy (NetAcad) is subject to the privacy statement posted on the NetAcad websites along with any applicable privacy supplement.

Cisco encourages parents and guardians to go online with their children. Here are a few tips to help make a child's online experience safer:

- Teach children never to give Personal Information (such as name, address, phone number, school, etc.) unless supervised by a parent or responsible adult.
- Know the sites your children are visiting and which sites are appropriate.
- Look for website privacy policies and know how your child's information is treated.

For more tips on protecting children's privacy online, please see Cisco's Online Privacy Portal here or FTC's website here.

Consent to Transfer, Processing and Storage of Personal Information

As Cisco is a global organization, we may transfer your Personal Information to Cisco in the United States of America, to any Cisco subsidiary worldwide, or to third parties acting on our behalf, for the purposes of processing or storage. By providing any Personal Information to us, you fully understand and unambiguously consent to the transfer, processing and storage of such information outside of your country of residence where data protection standards may be different. Our Privacy Statement and our practices are designed to provide a globally consistent level of protection for Personal Information all over
the world. This means that even in countries whose laws provide for less protection for your information, Cisco will still handle your information in the manner described here.

Your California Privacy Rights

Residents of the State of California, under California Civil Code § 1798.83, have the right to request from companies conducting business in California a list of all third parties to which the company has disclosed Personal Information during the preceding year for direct marketing purposes. Alternatively, the law provides that if the company has a privacy policy that gives either an Opt-out or Opt-in choice for use of your Personal Information by third parties (such as advertisers) for marketing purposes, the company may instead provide you with information on how to exercise your disclosure choice options.

Cisco qualifies for the alternative option. We have a comprehensive privacy statement, and provide you with details on how you may either Opt-out or Opt-in to the use of your Personal Information by third parties for direct marketing purposes. Therefore, we are not required to maintain or disclose a list of the third parties that received your Personal Information for marketing purposes during the preceding year.

If you are a California resident and request information about how to exercise your third party disclosure choices, please send a request to privacy@cisco.com.

How to Contact Us

We value your opinions. Should you have any privacy-related questions or comments related to this Privacy Statement, please send an email to privacy@cisco.com.

Updates to this Cisco Privacy Statement

We may update this Privacy Statement at any time, so please review it frequently. If we change our Privacy Statement, we will post the revised version here, with an updated revision date. If we make significant changes to our Privacy Statement, we may also notify you by other means prior to the changes taking effect, such as sending an email or posting a notice on our website.

REVISED AND POSTED AS OF: FEBRUARY 3, 2014. Please note this version does not substantively change the way we treat personal information compared to the previous version of the privacy statement available here.
Third Party Usage Guidelines for Oracle Trademarks

Oracle Trademarks

Oracle’s trademarks and service marks ("Oracle trademarks") are valuable assets that Oracle needs to protect. We ask that you help us by properly using and crediting Oracle trademarks in accordance with these guidelines. For information about proper use of Oracle logos, logotypes, signatures, and design marks, please review the Third Party Usage Guidelines for Oracle Logos.

Permissible Use
You may generally use Oracle trademarks to refer to the associated Oracle products or services. For instance, an authorized reseller can note in its advertisements that it is selling the Oracle application server. Similarly, an Oracle customer may issue a press release stating that it has implemented Oracle software.

Relationship of Products or Services
You may indicate the relationship of your products or services to Oracle products or services by using accurate, descriptive tag lines such as "for Oracle database," "for use with Oracle E-Business Suite applications," and "works with Oracle software" in connection with your product or service name. Within text or body copy, such tag lines may appear in the same type as your product or service name. On product, packaging, advertising and other collateral where your product or service name is displayed apart from body copy, make sure that the tag line appears in significantly smaller type than your name. You should also distinguish the tag line from your mark by using a different font or color. However, Oracle or the tag line should never appear in the Oracle red color. This is important to avert any implication that your product or service is produced or endorsed by Oracle.

Titles
Oracle permits use of its marks in single volume book titles (not magazines or periodicals) where such use is descriptive or referential. To avoid misleading the public as to Oracle sponsorship, affiliation or endorsement, the Oracle mark must not appear more prominently than the rest of the title, and do not use Oracle logos on the cover. In addition, we request that you include a disclaimer of association with Oracle on the copyright page.

Open Source Software
Most open source licenses do not grant, and many exclude, a license of trademark rights. Do not assume you can use the name of a source code base in the name of your distribution developed from that code base. Without a license or permission, you may not incorporate Oracle trademarks in the name of your distribution or other products that incorporate open source elements. Truthful statements incorporating a trademark are generally allowed (for example, in the format "MyImplementation, derived from Trademarked ProductName"), but you should check the terms of the license for the original source code or any posted trademark guidelines for the project.

User Groups
Oracle generally permits use of its marks in groups name that include phrases such as "user group," "special interest group," "lobby," etc., that clarify the relationship between Oracle and the group and do not create confusion about the source of products. This applies only to user groups that are not formally doing business as commercial entities. If you are administering a user group that includes an Oracle trademark in its name, do not claim any trademark rights in the name or attempt to register the name or your logo with a trademark office, and do not register the name as a trade name or business name, or conduct any business under the name.
Prohibited Use
You may not use Oracle trademarks in a manner which could cause confusion as to Oracle sponsorship, affiliation or endorsement. Take particular care not to use Oracle marks as set out below.

Company, Product or Service Names
Do not use Oracle trademarks or potentially confusing variations as all or part of your company, product or service names. If you wish to note the relationship of your products or services to Oracle products or services, please use an appropriate tag line as detailed above. For example, "XYZ for Oracle database" not "OraXYZ or XYZ Oracle"

Logos
For more information regarding use of Oracle logos, please review the Third Party Usage Guidelines for Oracle Logos.

Trade Dress
You must not imitate Oracle trade dress, type style or logos. For instance, do not copy Oracle packaging for use with your product or display your product name in the distinctive logotype associated with the Oracle logo.

Domain Names
Do not use Oracle trademarks or potentially confusing variations in your Internet domain name. This helps prevent Internet users from being confused as to whether you or Oracle is the source of the Web site.

Correct Use
Proper use of Oracle trademarks reinforces their role as brands for our products and services, and helps prevent them from becoming generic names that can be used by anyone. Examples of former trademarks that became generic terms are "aspirin," "cellophane," and "escalator." By adhering to the following rules, you help protect Oracle's investment in its trademarks.

Use a Generic Term
Use a generic term in association with each Oracle trademark the first time the mark appears in text, and as often as possible after that. You need not include generic names in headlines, package titles and documentation titles. For example, "Oracle iLearning software", "Oracle On Demand services", and "Oracle database."

Use as Adjectives
Oracle trademarks are adjectives and should not be used as nouns, or in the possessive or plural form. For example, "Oracle database's benefits.." not "Oracle's benefits..."

Avoid Variations
Do not vary Oracle trademarks by changing their spelling or abbreviating them. For example, "Oracle Collaboration Suite" not "CollabSuite."

Trademark Symbols and Credit Lines
Proper trademark attribution through trademark symbols and credit lines helps makes the public aware of our trademarks, and helps prevent them from becoming generic terms. Credit lines also help clarify that they belong to Oracle. Accordingly, Oracle would appreciate you attributing ownership of Oracle trademarks to Oracle Corporation by using trademark symbols (™ or SM or ®) and credit lines as detailed below.
Trademark Symbols

Use the ® symbol with the most prominent appearance of the "Oracle" mark on products, packaging, manuals, advertisements, promotional materials and Web pages (for example, in the headline of an advertisement), and the first use of the mark in text or body copy. This includes situations where "Oracle" is a part of a product or service name (for example, Oracle® Collaboration Suite, Oracle® PartnerNetwork). You do not need to use trademark symbols with other Oracle trademarks.

Example: XYZ Develops New Product for Oracle® Database
XYZ Corporation, a member of the Oracle® PartnerNetwork program, has developed the ABC software cartridge for use with the industry leading Oracle database. The ABC software cartridge is one of numerous products XYZ has developed that complement leading Oracle offerings.

"Oracle" receives a trademark symbol in the headline because this is the most prominent appearance, and when it appears as part of the "Oracle PartnerNetwork" name because this is the first appearance in text. While there is no trademark symbol after "Oracle" when it appears in front of the term "products" and "offerings" since we already used a symbol the first time that the term "Oracle" appeared in body copy. It is always acceptable to continue using the ® after "Oracle" throughout the document.

Credit Line
All products, packaging, manuals, advertisements, promotional materials and Web pages bearing Oracle trademarks should include the following trademark credit line.
"Oracle and Java are registered trademarks of Oracle and/or its affiliates. Other names may be trademarks of their respective owners."
The credit line may appear anywhere on the collateral, but typically is displayed on a copyright page, the back of a package or at the end of a document or web page.

"Oracle" As a Trade Name
Trade names are the actual business names of companies. Trademarks and trade names are not the same, even though many companies use their trade names as trademarks. If you are using "Oracle" as a substitute for Oracle Corporation, you are using it as a trade name. Because they are nouns, trade names can be used in the possessive and do not require a generic term or a trademark symbol. Thus, you should not use a ® after "Oracle" when it appears as part of the full corporate name or as a trade name.

Examples
Corporate Name: This software was developed by Oracle Corporation.
Trade Name: This software was developed by Oracle.
Trade Name: Oracle's latest software developments are outstanding.
Trademark: The Oracle® database leads the industry.
CISCO END USER LICENSE AGREEMENT (EULA)

Cisco EULA

September 24, 2013 as provided on Cisco.com:

IMPORTANT: PLEASE READ THIS END USER LICENSE AGREEMENT CAREFULLY. IT IS VERY IMPORTANT THAT YOU CHECK THAT YOU ARE PURCHASING CISCO SOFTWARE OR EQUIPMENT FROM AN APPROVED SOURCE AND THAT YOU, OR THE ENTITY YOU REPRESENT (COLLECTIVELY, THE "CUSTOMER") HAVE BEEN REGISTERED AS THE END USER FOR THE PURPOSES OF THIS CISCO END USER LICENSE AGREEMENT.

CISCO SYSTEMS, INC. OR ITS AFFILIATE LICENSING THE SOFTWARE ("CISCO") IS WILLING TO LICENSE THIS SOFTWARE TO YOU ONLY UPON THE CONDITION THAT YOU PURCHASED THE SOFTWARE FROM AN APPROVED SOURCE AND THAT YOU ACCEPT ALL OF THE TERMS CONTAINED IN THIS END USER LICENSE AGREEMENT. YOU ACKNOWLEDGE THAT A SUPPLEMENTAL LICENSE AGREEMENT MAY ACCOMPANY THE PRODUCT. THE SOFTWARE MAY CONTAIN OPEN SOURCE SOFTWARE THAT IS SUBJECT TO ITS OWN TERMS AND NOT CONTROLLED BY CISCO. YOUR RIGHT TO RETURN AND REFUND EXPIRES 30 DAYS AFTER PURCHASE FROM AN APPROVED SOURCE, AND APPLIES ONLY IF YOU ARE THE ORIGINAL AND REGISTERED END USER PURCHASER. FOR THE PURPOSES OF THIS END USER LICENSE AGREEMENT, AN "APPROVED SOURCE" MEANS (A) CISCO; OR (B) A DISTRIBUTOR OR SYSTEMS INTEGRATOR AUTHORIZED BY CISCO TO DISTRIBUTE / SELL CISCO EQUIPMENT, SOFTWARE AND SERVICES WITHIN YOUR TERRITORY TO END USERS; OR (C) A RESELLER AUTHORIZED BY ANY SUCH DISTRIBUTOR OR SYSTEMS INTEGRATOR IN ACCORDANCE WITH THE TERMS OF THE DISTRIBUTOR’S AGREEMENT WITH CISCO TO DISTRIBUTE / SELL THE CISCO EQUIPMENT, SOFTWARE AND SERVICES WITHIN YOUR TERRITORY TO END USERS.

THE FOLLOWING TERMS OF THE AGREEMENT GOVERN CUSTOMER'S USE OF THE SOFTWARE (DEFINED BELOW), EXCEPT TO THE EXTENT: (A) THERE IS A SEPARATE SIGNED CONTRACT BETWEEN CUSTOMER AND CISCO GOVERNING CUSTOMER'S USE OF THE SOFTWARE. FOR PURPOSES OF THE AGREEMENT, "SOFTWARE" SHALL MEAN COMPUTER PROGRAMS, INCLUDING FIRMWARE AND COMPUTER PROGRAMS EMBEDDED IN CISCO EQUIPMENT, AS PROVIDED TO CUSTOMER BY AN APPROVED SOURCE, AND ANY UPGRADES, UPDATES, BUG FIXES OR MODIFIED VERSIONS THERETO (COLLECTIVELY, "UPGRADES"), ANY OF THE SAME WHICH HAS BEEN RELICENSED UNDER THE CISCO SOFTWARE TRANSFER AND RE-LICENSING POLICY (AS MAY BE AMENDED BY CISCO FROM TIME TO TIME) OR BACKUP COPIES OF ANY OF THE FOREGOING.

License. Conditioned upon compliance with the terms and conditions of the Agreement, Cisco grants to Customer a nonexclusive and nontransferable license to use for Customer's internal business purposes the Software and the Documentation for which Customer has paid the required license fees to an Approved Source. "Documentation" means written information (whether contained in user or technical manuals, training materials, specifications or otherwise) pertaining to the Software and made available by an Approved Source with the Software in any manner (including on CD-Rom, or on-line). In order to use the Software, Customer may be required to input a registration number or product authorization key and register Customer's copy of the Software online at Cisco's website to obtain the necessary license key or license file.

Customer's license to use the Software shall be limited to, and Customer shall not use the Software in excess of, a single hardware chassis or card or such other limitations as are set forth in the applicable Supplemental License Agreement or in the applicable purchase order which has been accepted by an Approved Source and for which Customer has paid to an Approved Source the required license fee (the "Purchase Order").

Unless otherwise expressly provided in the Documentation or any applicable Supplemental License Agreement Customer shall use the Software solely as embedded in, for execution on, or (where the applicable Documentation permits installation on non-Cisco equipment)
for communication with Cisco equipment owned or leased by Customer and used for Customer's internal business purposes. No other licenses are granted by implication, estoppel or otherwise.

For evaluation or beta copies for which Cisco does not charge a license fee, the above requirement to pay license fees does not apply.

General Limitations. This is a license, not a transfer of title, to the Software and Documentation, and Cisco retains ownership of all copies of the Software and Documentation. Customer acknowledges that the Software and Documentation contain trade secrets of Cisco or its suppliers or licensors, including but not limited to the specific internal design and structure of individual programs and associated interface information. Except as otherwise expressly provided under the Agreement Customer shall only use the Software in connection with the use of Cisco equipment purchased by the Customer from an Approved Source and Customer shall have no right, and Customer specifically agrees not to:

(i) transfer, assign or sublicense its license rights to any other person or entity (other than in compliance with any Cisco relicensing/transfer policy then in force), or use the Software on Cisco equipment not purchased by the Customer from an Approved Source or on secondhand Cisco equipment, and Customer acknowledges that any attempted transfer, assignment, sublicense or use shall be void;

(ii) make error corrections to or otherwise modify or adapt the Software or create derivative works based upon the Software, or permit third parties to do the same;

(iii) reverse engineer or decompile, decrypt, disassemble or otherwise reduce the Software to human-readable form, except to the extent otherwise expressly permitted under applicable law notwithstanding this restriction or except to the extent that Cisco is legally required to permit such specific activity pursuant to any applicable open source license;

(iv) publish any results of benchmark tests run on the Software;

(v) use or permit the Software to be used to perform services for third parties, whether on a service bureau or time sharing basis or otherwise, without the express written authorization of Cisco; or

(vi) disclose, provide, or otherwise make available trade secrets contained within the Software and Documentation in any form to any third party without the prior written consent of Cisco. Customer shall implement reasonable security measures to protect such trade secrets.

To the extent required by applicable law, and at Customer's written request, Cisco shall provide Customer with the interface information needed to achieve interoperability between the Software and another independently created program, on payment of Cisco's applicable fee, if any. Customer shall observe strict obligations of confidentiality with respect to such information and shall use such information in compliance with any applicable terms and conditions upon which Cisco makes such information available. Notwithstanding the above, Customer may disclose confidential information in accordance with law or court order.

Software, Upgrades and Additional Copies. NOTWITHSTANDING ANY OTHER PROVISION OF THE AGREEMENT: (1) CUSTOMER HAS NO LICENSE OR RIGHT TO MAKE OR USE ANY ADDITIONAL COPIES OR UPGRADES UNLESS CUSTOMER, AT THE TIME OF MAKING OR ACQUIRING SUCH COPY OR UPGRADE, ALREADY HOLDS A VALID LICENSE TO THE ORIGINAL SOFTWARE AND HAS PAID THE APPLICABLE FEE TO AN APPROVED SOURCE FOR THE UPGRADE OR ADDITIONAL COPIES; (2) USE OF UPGRADES IS LIMITED TO CISCO EQUIPMENT SUPPLIED BY AN APPROVED SOURCE FOR WHICH CUSTOMER IS THE ORIGINAL END USER PURCHASER OR LESSEE OR OTHERWISE HOLDS A VALID LICENSE TO USE THE SOFTWARE WHICH IS BEING UPGRADED; AND (3) THE MAKING AND USE OF ADDITIONAL COPIES IS LIMITED TO NECESSARY BACKUP PURPOSES ONLY. NOTHING CONTAINED HEREIN SHALL LIMIT THE GOVERNMENT'S RIGHT TO PROVIDE COPIES TO ITS DULY AUTHORIZED EMPLOYEES, AGENTS, CONSULTANTS AND/OR INDEPENDENT CONTRACTORS SOLELY FOR BACKUP PURPOSES.

Proprietary Notices. Customer agrees to maintain and reproduce all copyright, proprietary, and other notices on all copies, in any form, of the Software in the same form and manner that such copyright and other proprietary notices are included on the Software. Except as expressly authorized in the Agreement, Customer shall not make any copies or duplicates of any Software without the prior written permission of Cisco.

Term and Termination. The Agreement and the license granted herein shall remain effective until terminated. This agreement may be terminated only as stated in the GSA Schedule Contract and applicable regulation. Recourse against the United States for any alleged breach of this agreement must be made under the terms of the Federal Tort Claims Act or as a dispute under the contract disputes clause
DISCLAIMER OF WARRANTY

Customer Records. Customer grants to Cisco and its independent accountants the right to examine Customer's books, records and accounts during Customer's normal business hours to verify compliance with this Agreement. In the event such audit discloses non-compliance with this Agreement, the contract disputes clause (Contract Disputes Act) and applicable regulations shall govern.

Export, Re-Export, Transfer and Use Controls. The Software, Documentation and technology or direct products thereof (hereafter referred to as Software and Technology), supplied by Cisco under the Agreement are subject to export controls under the laws and regulations of the United States ("U.S.") and any other applicable countries' laws and regulations. Customer shall comply with such laws and regulations governing export, re-export, import, transfer and use of Cisco Software and Technology and will obtain all required U.S. and local authorizations, permits, or licenses. Cisco and Customer each agree to provide the other information, support documents, and assistance as may reasonably be required by the other in connection with securing authorizations or licenses. Information regarding compliance with export, re-export, transfer and use may be located at the following URL: www.cisco.com/web/about/doing_business/legal/global_export_trade/general_export/contract_compliance.html

U.S. Government End User Purchasers. The Software and Documentation qualify as "commercial items," as that term is defined at Federal Acquisition Regulation ("FAR") 48 C.F.R. 2.101, consisting of "commercial computer software" and "commercial computer software documentation" as such terms are used in FAR 12.212. Consistent with FAR 12.212 and DoD FAR Supp. 227.7202-1 through 227.7202-4, and notwithstanding any other FAR or other contractual clause to the contrary in any agreement into which the Agreement may be incorporated, Customer may provide to Government end user or, if the Agreement is direct, Government end user will acquire, the Software and Documentation with only those rights set forth in the Agreement.

Limited Warranty

Subject to the limitations and conditions set forth herein, Cisco warrants that commencing from the date of shipment to Customer (but in case of resale by an Approved Source other than Cisco, commencing not more than ninety (90) days after original shipment by Cisco), and continuing for a period of the longer of (a) ninety (90) days or (b) the warranty period (if any) expressly set forth as applicable specifically to software in the warranty card accompanying the product of which the Software is a part (the "Product") (if any): (a) the media on which the Software is furnished will be free of defects in materials and workmanship under normal use; and (b) the Software substantially conforms to the Documentation. The date of shipment of a Product by Cisco is set forth on the packaging material in which the Product is shipped. Except for the foregoing, the Software is provided "AS IS". This limited warranty extends only to the Software purchased from an Approved Source by a Customer who is the first registered end user. Customer's sole and exclusive remedy in the event of breach of this limited warranty is reported to the Approved Source other than Cisco, commencing not more than ninety (90) days after original shipment by Cisco), and notwithstanding any other FAR or other contractual clause to the contrary in any agreement into which the Agreement may be incorporated, Customer may provide to Government end user or, if the Agreement is direct, Government end user will acquire, the Software and Documentation with only those rights set forth in the Agreement.

Restrictions. This warranty does not apply if the Software, Product or any other equipment upon which the Software is authorized to be used (a) has been altered, except by Cisco or its authorized representative, (b) has not been installed, operated, repaired, or maintained in accordance with instructions supplied by Cisco, (c) has been subjected to abnormal physical or electrical stress, abnormal environmental conditions, misuse, negligence, or accident; or (d) is licensed for beta, evaluation, testing or demonstration purposes. The Software warranty also does not apply to (e) any temporary Software modules; (f) any Software not posted on Cisco's Software Center; (g) any Software that Cisco expressly provides on an "AS IS" basis on Cisco's Software Center; (h) any Software for which an Approved Source does not receive a license fee; and (i) Software supplied by any third party which is not an Approved Source.
Disclaimer of Liabilities-Limitation of Liability. IF YOU ACQUIRED THE SOFTWARE IN THE UNITED STATES, LATIN AMERICA, CANADA, JAPAN OR THE CARIBBEAN, NOTWITHSTANDING ANYTHING ELSE IN THE AGREEMENT TO THE CONTRARY, ALL LIABILITY OF CISCO, ITS AFFILIATES, OFFICERS, DIRECTORS, EMPLOYEES, AGENTS, SUPPLIERS AND LICENSORS COLLECTIVELY, TO CUSTOMER, WHETHER IN CONTRACT, TORT (INCLUDING NEGLIGENCE), BREACH OF WARRANTY OR OTHERWISE, SHALL NOT EXCEED THE PRICE PAID BY CUSTOMER TO ANY APPROVED SOURCE FOR THE SOFTWARE THAT GAVE RISE TO THE CLAIM OR IF THE SOFTWARE IS PART OF ANOTHER PRODUCT, THE PRICE PAID FOR SUCH OTHER PRODUCT. THIS LIMITATION OF LIABILITY FOR SOFTWARE IS CUMULATIVE AND NOT PER INCIDENT (I.E. THE EXISTENCE OF TWO OR MORE CLAIMS WILL NOT ENLARGE THIS LIMIT).

Disclaimer of Liabilities-Waiver of Consequential Damages and Other Losses. IF YOU ACQUIRED THE SOFTWARE IN THE UNITED STATES, LATIN AMERICA, THE CARIBBEAN OR CANADA, REGARDLESS OF WHETHER ANY REMEDY SET FORTH HEREIN FAILS OF ITS ESSENTIAL PURPOSE OR OTHERWISE, IN NO EVENT WILL CISCO OR ITS SUPPLIERS BE LIABLE FOR ANY LOST REVENUE, PROFIT, OR LOST OR DAMAGED DATA, BUSINESS INTERRUPTION, LOSS OF CAPITAL, OR FOR SPECIAL, INDIRECT, CONSEQUENTIAL, INCIDENTAL, OR PUNITIVE DAMAGES HOWEVER CAUSED AND REGARDLESS OF THE THEORY OF LIABILITY OR WHETHER ARISING OUT OF THE USE OF OR INABILITY TO USE SOFTWARE OR OTHERWISE AND EVEN IF CISCO OR ITS SUPPLIERS OR LICENSORS HAVE BEEN ADVISED OF THE POSSIBILITY OF SUCH DAMAGES. BECAUSE SOME STATES OR JURISDICTIONS DO NOT ALLOW LIMITATION OR EXCLUSION OF CONSEQUENTIAL OR INCIDENTAL DAMAGES, THE ABOVE LIMITATION MAY NOT APPLY TO YOU.

Disclaimer of Liabilities-Limitation of Liability. IF YOU ACQUIRED THE SOFTWARE IN EUROPE, THE MIDDLE EAST, AFRICA, ASIA OR OCEANIA, NOTWITHSTANDING ANYTHING ELSE IN THE AGREEMENT TO THE CONTRARY, ALL LIABILITY OF CISCO, ITS AFFILIATES, OFFICERS, DIRECTORS, EMPLOYEES, AGENTS, SUPPLIERS AND LICENSORS COLLECTIVELY, TO CUSTOMER, WHETHER IN CONTRACT, TORT (INCLUDING NEGLIGENCE), BREACH OF WARRANTY OR OTHERWISE, SHALL NOT EXCEED THE PRICE PAID BY CUSTOMER TO CISCO FOR THE SOFTWARE THAT GAVE RISE TO THE CLAIM OR IF THE SOFTWARE IS PART OF ANOTHER PRODUCT, THE PRICE PAID FOR SUCH OTHER PRODUCT. THIS LIMITATION OF LIABILITY FOR SOFTWARE IS CUMULATIVE AND NOT PER INCIDENT (I.E. THE EXISTENCE OF TWO OR MORE CLAIMS WILL NOT ENLARGE THIS LIMIT). NOTHING IN THE AGREEMENT SHALL LIMIT (I) THE LIABILITY OF CISCO, ITS AFFILIATES, OFFICERS, DIRECTORS, EMPLOYEES, AGENTS, SUPPLIERS AND LICENSORS TO CUSTOMER FOR PERSONAL INJURY OR DEATH CAUSED BY THEIR NEGLIGENCE, (II) CISCO'S LIABILITY FOR FRAUDULENT MISREPRESENTATION, OR (III) ANY LIABILITY OF CISCO WHICH CANNOT BE EXCLUDED UNDER APPLICABLE LAW.
Customer acknowledges and agrees that Cisco has set its prices and entered into the Agreement in reliance upon the disclaimers of warranty and the limitations of liability set forth herein, that the same reflect an allocation of risk between the parties (including the risk that a contract remedy may fail of its essential purpose and cause consequential loss), and that the same form an essential basis of the bargain between the parties.

Controlling Law, Jurisdiction. The Agreement and warranties ("Warranties") are controlled by and construed under the federal laws of the United States of America, notwithstanding any conflicts of law provisions.

The parties specifically disclaim the application of the UN Convention on Contracts for the International Sale of Goods. If any portion hereof is found to be void or unenforceable, the remaining provisions of the Agreement and Warranties shall remain in full force and effect. Except as expressly provided herein, the Agreement, constitutes the entire agreement between the parties with respect to the license of the Software and Documentation. The Agreement has been written in the English language, and the parties agree that the English version will govern.

Cisco and the Cisco logo are trademarks or registered trademarks of Cisco and/or its affiliates in the U.S. and other countries. To view a list of Cisco trademarks, go to this URL: www.cisco.com/go/trademarks. Third-party trademarks mentioned are the property of their respective owners. The use of the word partner does not imply a partnership relationship between Cisco and any other company. (1110R)
Reserved
VMware End User License Agreement

Effective August 27, 2012, VMware is eliminating the vRAM restriction on licenses to VMware vSphere. The removal of the vRAM limit from VMware vSphere licenses applies retroactively to any past and existing users of VMware vSphere, in addition to any new users of VMware vSphere. This new policy replaces and supersedes any conflicting terms in any license agreement previously agreed upon between VMware and any licensee of VMware vSphere. This change does not apply to VMware vSphere users under the VMware Service Provider Program.

PLEASE NOTE THAT THE TERMS OF THIS END USER LICENSE AGREEMENT SHALL GOVERN YOUR USE OF THE SOFTWARE, REGARDLESS OF ANY TERMS THAT MAY APPEAR DURING THE INSTALLATION OF THE SOFTWARE.

IMPORTANT-READ CAREFULLY: BY DOWNLOADING, INSTALLING, OR USING THE SOFTWARE, YOU (THE INDIVIDUAL OR LEGAL ENTITY) AGREE TO BE BOUND BY THE TERMS OF THIS END USER LICENSE AGREEMENT ("EULA"). IF YOU DO NOT AGREE TO THE TERMS OF THIS EULA, YOU MUST NOT DOWNLOAD, INSTALL, OR USE THE SOFTWARE, AND YOU MUST DELETE OR RETURN THE UNUSED SOFTWARE TO THE VENDOR FROM WHICH YOU ACQUIRED IT WITHIN THIRTY (30) DAYS AND REQUEST A REFUND OF THE LICENSE FEE, IF ANY, THAT YOU PAID FOR THE SOFTWARE.

EVALUATION LICENSE. If You are licensing the Software for evaluation purposes, Your use of the Software is only permitted in a non-production environment and for the period limited by the License Key. Notwithstanding any other provision in this EULA, an Evaluation License of the Software is provided “AS-IS” without indemnification, support or warranty of any kind, expressed or implied.

1. DEFINITIONS.

1.1 “Affiliate” means, with respect to a party at a given time, an entity that then is directly or indirectly controlled by, is under common control with, or controls that party, and here “control” means an ownership, voting or similar interest representing fifty percent (50%) or more of the total interests then outstanding of that entity.

1.2 “Documentation” means that documentation that is generally provided to You by VMware with the Software, as revised by VMware from time to time, and which may include end user manuals, operation instructions, installation guides, release notes, and on-line help files regarding the use of the Software.

1.3 “Guest Operating Systems” means instances of third-party operating systems licensed by You, installed in a Virtual Machine and run using the Software.

1.4 “Intellectual Property Rights” means all worldwide intellectual property rights, including without limitation, copyrights, trademarks, service marks, trade secrets, know how, inventions, patents, patent applications, moral rights and all other proprietary rights, whether registered or unregistered.

1.5 “License” means a license granted under Section 2.1 (General License Grant).

1.6 “License Key” means a serial number that enables You to activate and use the Software.

1.7 “License Term” means the duration of a License as specified in the Order.

1.8 “License Type” means the type of License applicable to the Software, as more fully described in the Order.
1.9 “Open Source Software” or “OSS” means software components embedded in the Software and provided under separate license terms, which can be found either in the open_source_licenses.txt file (or similar file) provided within the Software or at www.vmware.com/download/open_source.html.

1.10 “Order” means a purchase order, enterprise license agreement, or other ordering document issued by You to VMware or a VMware authorized reseller that references and incorporates this EULA and is accepted by VMware as set forth in Section 4 (Order).

1.11 “Product Guide” means the current version of the VMware Product Guide at the time of Your Order, copies of which are found at www.vmware.com/download/eula.

1.12 “Support Services Terms” means VMware’s then-current support policies, copies of which are posted at www.vmware.com/support/policies.

1.13 “Software” means the VMware Tools and the VMware computer programs listed on VMware’s commercial price list to which You acquire a license under an Order, together with any software code relating to the foregoing that is provided to You pursuant to a support and subscription service contract and that is not subject to a separate license agreement.

1.14 “Territory” means the country or countries in which You have been invoiced; provided, however, that if You have been invoiced within any of the European Economic Area member states, You may deploy the corresponding Software throughout the European Economic Area.

1.15 “Third Party Agent” means a third party delivering information technology services to You pursuant to a written contract with You.

1.16 “Virtual Machine” means a software container that can run its own operating system and execute applications like a physical machine.

1.17 “VMware” means VMware, Inc., a Delaware corporation, if You are purchasing Licenses or services for use in the United States and VMware International Limited, a company organized and existing under the laws of Ireland, for all other purchases.

1.18 “VMware Tools” means the suite of utilities and drivers, Licensed by VMware under the “VMware Tools” name, that can be installed in a Guest Operating System to enhance the performance and functionality of a Guest Operating System when running in a Virtual Machine.

2. LICENSE GRANT.

2.1 General License Grant. VMware grants to You a non-exclusive, non-transferable (except as set forth in Section 12.1 (Transfers; Assignment) license to use the Software and the Documentation during the period of the license and within the Territory, solely for Your internal business operations, and subject to the provisions of the Product Guide. Unless otherwise indicated in the Order, licenses granted to You will be perpetual, will be for use of object code only, and will commence on either delivery of the physical media or the date You are notified of availability for electronic download.

2.2 Third Party Agents. Under the License granted to You in Section 2.1 (General License Grant) above, You may permit Your Third Party Agents to access, use and/or operate the Software on Your behalf for the sole purpose of delivering services to You, provided that You will be fully responsible for Your Third Party Agents’ compliance with terms and conditions of this EULA and any breach of this EULA by a Third Party Agent shall be deemed to be a breach by You.
2.3 Copying Permitted. You may copy the Software and Documentation as necessary to install and run the quantity of copies licensed, but otherwise for archival purposes only.

2.4 Benchmarking. You may use the Software to conduct internal performance testing and benchmarking studies. You may only publish or otherwise distribute the results of such studies to third parties as follows: (a) if with respect to VMware's Workstation or Fusion products, only if You provide a copy of Your study to benchmark@vmware.com prior to distribution; (b) if with respect to any other Software, only if VMware has reviewed and approved of the methodology, assumptions and other parameters of the study (please contact VMware at benchmark@vmware.com to request such review and approval) prior to such publication and distribution.

2.5 VMware Tools. You may distribute the VMware Tools to third parties solely when installed in a Guest Operating System within a Virtual Machine. You are liable for compliance by those third parties with the terms and conditions of this EULA.

2.6 Open Source Software. Notwithstanding anything herein to the contrary, Open Source Software is licensed to You under such OSS’s own applicable license terms, which can be found in the open_source_licenses.txt file, the Documentation or as applicable, the corresponding source files for the Software available at www.vmware.com/download/open_source.html. These OSS license terms are consistent with the license granted in Section 2 (License Grant), and may contain additional rights benefiting You. The OSS license terms shall take precedence over this EULA to the extent that this EULA imposes greater restrictions on You than the applicable OSS license terms. To the extent the license for any Open Source Software requires VMware to make available to You the corresponding source code and/or modifications (the "Source Files"), You may obtain a copy of the applicable Source Files from VMware’s website at www.vmware.com/download/open_source.html or by sending a written request, with Your name and address to: VMware, Inc., 3401 Hillview Avenue, Palo Alto, CA 94304, United States of America. All requests should clearly specify: Open Source Files Request, Attention: General Counsel. This offer to obtain a copy of the Source Files is valid for three years from the date You acquired this Software.

3. RESTRICTIONS; OWNERSHIP.

3.1 License Restrictions. Without VMware’s prior written consent, You must not, and must not allow any third party to: (a) use Software in an application services provider, service bureau, or similar capacity for third parties, except that You may use the Software to deliver hosted services to Your Affiliates; (b) disclose to any third party the results of any benchmarking testing or comparative or competitive analyses of VMware’s Software done by or on behalf of You, except as specified in Section 2.4 (Benchmarking); (c) make available Software in any form to anyone other than Your employees or contractors reasonably acceptable to VMware and require access to use Software on behalf of You in a matter permitted by this EULA, except as specified in Section 2.2 (Third Party Agents); (d) transfer or sublicense Software or Documentation to an Affiliate or any third party, except as expressly permitted in Section 12.1 (Transfers; Assignment); (e) use Software in conflict with the terms and restrictions of the Software’s licensing model and other requirements specified in Product Guide and/or VMware quote; (f) except to the extent permitted by applicable mandatory law, modify, translate, enhance, or create derivative works from the Software, or reverse engineer, decompile, or otherwise attempt to derive source code from the Software, except as specified in Section 3.2 (Decompilation); (g) remove any copyright or other proprietary notices on or in any copies of Software; or (h) violate or circumvent any technological restrictions within the Software or specified in this EULA, such as via software or services.

3.2 Decompilation. Notwithstanding the foregoing, decompiling the Software is permitted to the extent the laws of the Territory give You the express right to do so to obtain information necessary to render the Software interoperable with other software; provided, however, You must first request such information from VMware, provide all reasonably requested information to allow VMware to assess Your claim, and VMware may, in its discretion, either provide such interoperability information to You, impose reasonable conditions, including a reasonable fee, on such use of the Software, or offer to provide alternatives to ensure that VMware’s proprietary rights in the Software are protected and to reduce any adverse impact on VMware’s proprietary rights.
3.3 Ownership. The Software and Documentation, all copies and portions thereof, and all improvements, enhancements, modifications and derivative works thereof, and all Intellectual Property Rights therein, are and shall remain the sole and exclusive property of VMware and its licensors. Your rights to use the Software and Documentation shall be limited to those expressly granted in this EULA and any applicable Order. No other rights with respect to the Software or any related Intellectual Property Rights are implied. You are not authorized to use (and shall not permit any third party to use) the Software, Documentation or any portion thereof except as expressly authorized by this EULA or the applicable Order. VMware reserves all rights not expressly granted to You. VMware does not transfer any ownership rights in any Software.

3.4 Guest Operating Systems. Certain Software allows Guest Operating Systems and application programs to run on a computer system. You acknowledge that You are responsible for obtaining and complying with any licenses necessary to operate any such third-party software.

4. ORDER. Your Order is subject to this EULA. No Orders are binding on VMware until accepted by VMware. Orders for Software are deemed to be accepted upon VMware’s delivery of the Software included in such Order. Orders issued to VMware do not have to be signed to be valid and enforceable.

5. RECORDS AND AUDIT. During the License Term for Software and for two (2) years after its expiration or termination, You will maintain accurate records of Your use of the Software sufficient to show compliance with the terms of this EULA. During this period, VMware will have the right to audit Your use of the Software to confirm compliance with the terms of this EULA. That audit is subject to reasonable notice by VMware and will not unreasonably interfere with Your business activities. VMware may conduct no more than one (1) audit in any twelve (12) month period, and only during normal business hours. You will reasonably cooperate with VMware and any third party auditor and will, without prejudice to other rights of VMware, address any non-compliance identified by the audit by promptly paying additional fees. You will promptly reimburse VMware for all reasonable costs of the audit if the audit reveals either underpayment of more than five (5%) percent of the Software fees payable by You for the period audited, or that You have materially failed to maintain accurate records of Software use.

6. SUPPORT AND SUBSCRIPTION SERVICES. Except as expressly specified in the Product Guide, VMware does not provide any support or subscription services for the Software under this EULA. You have no rights to any updates, upgrades or extensions or enhancements to the Software developed by VMware unless you separately purchase VMware support or subscription services. These support or subscription services are subject to the Support Services Terms.

7. WARRANTIES.

7.1 Software Warranty, Duration and Remedy. VMware warrants to You that the Software will, for a period of ninety (90) days following notice of availability for electronic download or delivery (“Warranty Period”), substantially conform to the applicable Documentation, provided that the Software: (a) has been properly installed and used at all times in accordance with the applicable Documentation; and (b) has not been modified or added to by persons other than VMware or its authorized representative. VMware will, at its own expense and as its sole obligation and Your exclusive remedy for any breach of this warranty, either replace that Software or correct any reproducible error in that Software reported to VMware by You in writing during the Warranty Period. If VMware determines that it is unable to correct the error or replace the Software, VMware will refund to You the amount paid by You for that Software, in which case the License for that Software will terminate.

7.2 Software Disclaimer of Warranty. OTHER THAN THE WARRANTY ABOVE, AND TO THE MAXIMUM EXTENT PERMITTED BY APPLICABLE LAW, VMware AND ITS SUPPLIERS MAKE NO OTHER EXPRESS WARRANTIES UNDER THIS EULA, AND DISCLAIM ALL IMPLIED WARRANTIES OF MERCHANTABILITY, FITNESS FOR A PARTICULAR PURPOSE, TITLE AND NON-INFRINGEMENT, AND ANY WARRANTY ARISING BY STATUTE, OPERATION OF LAW, COURSE OF DEALING OR PERFORMANCE, OR USAGE OF TRADE. VMware AND ITS LICENSORS DO NOT WARRANT THAT THE SOFTWARE WILL OPERATE UNINTERRUPTED OR THAT IT WILL BE FREE FROM DEFECTS OR THAT IT WILL MEET YOUR REQUIREMENTS.
8. INTELLECTUAL PROPERTY INDEMNIFICATION.

8.1 Defense and Indemnification. Subject to the remainder of this Section 8 (Intellectual Property Indemnification), VMware shall defend You against any third party claim that the Software infringes any patent, trademark or copyright of such third party, or misappropriates a trade secret (but only to the extent that the misappropriation is not a result of Your actions) under the laws of: (a) the United States and Canada; (b) the European Economic Area; (c) Australia; (d) New Zealand; (e) Japan; or (f) the People’s Republic of China, to the extent that such countries are part of the Territory for the License (“Infringement Claim”) and indemnify You from the resulting costs and damages finally awarded against You to such third party by a court of competent jurisdiction or agreed to in settlement. The foregoing obligations are applicable only if You: (i) promptly notify VMware in writing of the Infringement Claim; (ii) allow VMware sole control over the defense for the claim and any settlement negotiations; and (iii) reasonably cooperate in response to VMware requests for assistance. You may not settle or compromise any Infringement Claim without the prior written consent of VMware.

8.2 Remedies. If the alleged infringing Software become, or in VMware’s opinion be likely to become, the subject of an Infringement Claim, VMware will, at VMware’s option and expense, do one of the following: (a) procure the rights necessary for You to make continued use of the affected Software; (b) replace or modify the affected Software to make it non-infringing; or (c) terminate the License to the affected Software and discontinue the related support services, and, upon Your certified deletion of the affected Software, refund: (i) the fees paid by You for the License to the affected Software, less straight-line depreciation over a three (3) year useful life beginning on the date such Software was delivered; and (ii) any pre-paid service fee attributable to related support services to be delivered after the date such service is stopped. Nothing in this Section 8.2 (Remedies) shall limit VMware’s obligation under Section 8.1 (Defense and Indemnification) to defend and indemnify You, provided that You replace the allegedly infringing Software upon VMware’s making alternate Software available to You and/or You discontinue using the allegedly infringing Software upon receiving VMware’s notice terminating the affected License.

8.3 Exclusions. Notwithstanding the foregoing, VMware will have no obligation under this Section 8 (Intellectual Property Indemnification) or otherwise with respect to any claim based on: (a) a combination of Software with non-VMware products (other than non-VMware products that are listed on the Order and used in an unmodified form); (b) use for a purpose or in a manner for which the Software was not designed; (c) use of any older version of the Software when use of a newer VMware version would have avoided the infringement; (d) any modification to the Software made without VMware’s express written approval; (e) any claim that relates to open source software or freeware technology or any derivatives or other adaptations thereof that is not embedded by VMware into Software listed on VMware’s commercial price list; or (f) any Software provided on a no charge, beta or evaluation basis. THIS SECTION 8 (INTELLECTUAL PROPERTY INDEMNIFICATION) STATES YOUR SOLE AND EXCLUSIVE REMEDY AND VMWARE’S ENTIRE LIABILITY FOR ANY INFRINGEMENT CLAIMS OR ACTIONS.

9. LIMITATION OF LIABILITY.

9.1 Limitation of Liability. TO THE MAXIMUM EXTENT MANDATED BY LAW, IN NO EVENT WILL VMWARE AND ITS LICENSORS BE LIABLE FOR ANY LOST PROFITS OR BUSINESS OPPORTUNITIES, LOSS OF USE, LOSS OF REVENUE, LOSS OF GOODWILL, BUSINESS INTERRUPTION, LOSS OF DATA, OR ANY INDIRECT, SPECIAL, INCIDENTAL, OR CONSEQUENTIAL DAMAGES UNDER ANY THEORY OF LIABILITY, WHETHER BASED IN CONTRACT, TORT, NEGLIGENCE, PRODUCT LIABILITY, OR OTHERWISE. BECAUSE SOME JURISDICTIONS DO NOT ALLOW THE EXCLUSION OR LIMITATION OF LIABILITY FOR CONSEQUENTIAL OR INCIDENTAL DAMAGES, THE PRECEDING LIMITATION MAY NOT APPLY TO YOU. VMWARE’S AND ITS LICENSORS’ LIABILITY UNDER THIS EULA WILL NOT, IN ANY EVENT, REGARDLESS OF WHETHER THE CLAIM IS BASED IN CONTRACT, TORT, STRICT LIABILITY, OR OTHERWISE, EXCEED THE GREATER OF THE LICENSE FEES YOU PAID FOR THE SOFTWARE GIVING RISE TO THE CLAIM OR $5000. THE FOREGOING LIMITATIONS SHALL APPLY REGARDLESS OF WHETHER VMWARE OR ITS LICENSORS HAVE BEEN ADVISED OF THE POSSIBILITY OF SUCH DAMAGES AND REGARDLESS OF WHETHER ANY REMEDY FAILS OF ITS ESSENTIAL PURPOSE.
9.2 Further Limitations. VMware’s licensors shall have no liability of any kind under this EULA and VMware’s liability with respect to any third party software embedded in the Software shall be subject to Section 9.1 (Limitation of Liability). You may not bring a claim under this EULA more than eighteen (18) months after the cause of action arises.

10. TERMINATION.

10.1 EULA Term. The term of this EULA begins on the notice of availability for electronic download or delivery of the Software and continues until this EULA is terminated in accordance with this Section 10.

10.2 Termination for Breach. VMware may terminate this EULA effective immediately upon written notice to You if: (a) You fail to pay any portion of the fees under an applicable Order within ten (10) days after receiving written notice from VMware that payment is past due; or (b) You breach any other provision of this EULA and fail to cure within thirty (30) days after receipt of VMware’s written notice thereof.

10.3 Termination for Insolvency. VMware may terminate this EULA effective immediately upon written notice to You if You: (a) terminate or suspend your business; (b) become insolvent, admit in writing Your inability to pay Your debts as they mature, make an assignment for the benefit of creditors; or become subject to control of a trustee, receiver or similar authority; or (c) become subject to any bankruptcy or insolvency proceeding.

10.4 Effect of Termination. Upon VMware’s termination of this EULA: (a) all Licensed rights to all Software granted to You under this EULA will immediately cease; and (b) You must cease all use of all Software, and return or certify destruction of all Software and License Keys (including copies) to VMware, and return, or if requested by VMware, destroy, any related VMware Confidential Information in Your possession or control and certify in writing to VMware that You have fully complied with these requirements. Any provision will survive any termination or expiration if by its nature and context it is intended to survive, including Sections 1 (Definitions), 2.6 (Open Source Software), 3 (Restrictions; Ownership), 5 (Records and Audit), 7.2 (Software Disclaimer of Warranty), 9 (Limitation of Liability), 10 (Termination), 11 (Confidential Information) and 12 (General).

11. CONFIDENTIAL INFORMATION.

11.1 Definition. “Confidential Information” means information or materials provided by one party (“Discloser”) to the other party (“Recipient”) which are in tangible form and labelled “confidential” or the like, or, information which a reasonable person knew or should have known to be confidential. The following information shall be considered Confidential Information whether or not marked or identified as such: (a) License Keys; (b) information regarding VMware’s pricing, product roadmaps or strategic marketing plans; and (c) non-public materials relating to the Software.

11.2 Protection. Recipient may use Confidential Information of Discloser; (a) to exercise its rights and perform its obligations under this EULA; or (b) in connection with the parties’ ongoing business relationship. Recipient will not use any Confidential Information of Discloser for any purpose not expressly permitted by this EULA, and will disclose the Confidential Information of Discloser only to the employees or contractors of Recipient who have a need to know such Confidential Information for purposes of this EULA and who are under a duty of confidentiality no less restrictive than Recipient’s duty hereunder. Recipient will protect Confidential Information from unauthorized use, access, or disclosure in the same manner as Recipient protects its own confidential or proprietary information of a similar nature but with no less than reasonable care.

11.3 Exceptions. Recipient’s obligations under Section 11.2 (Protection) with respect to any Confidential Information will terminate if Recipient can show by written records that such information: (a) was already known to Recipient at the time of disclosure by Discloser; (b) was disclosed to Recipient by a third party who had the right to make such disclosure without any confidentiality restrictions; (c) is, or through no fault of Recipient has become, generally available to the public; or (d) was independently developed by Recipient without access to, or use of, Discloser’s Information. In addition, Recipient will be allowed to disclose Confidential Information to the extent that such
disclosure is required by law or by the order of a court of similar judicial or administrative body, provided that Recipient notifies Discloser of such required disclosure promptly and in writing and cooperates with Discloser, at Discloser's request and expense, in any lawful action to contest or limit the scope of such required disclosure.

11.4 Data Privacy. You agree that VMware may process technical and related information about Your use of the Software which may include internet protocol address, hardware identification, operating system, application software, peripheral hardware, and non-personally identifiable Software usage statistics to facilitate the provisioning of updates, support, invoicing or online services and may transfer such information to other companies in the VMware worldwide group of companies from time to time. To the extent that this information constitutes personal data, VMware shall be the controller of such personal data. To the extent that it acts as a controller, each party shall comply at all times with its obligations under applicable data protection legislation.

12. GENERAL.

12.1 Transfers; Assignment. Except to the extent transfer may not legally be restricted or as permitted by VMware’s transfer and assignment policies, in all cases following the process set forth at www.vmware.com/support/policies/licensingpolicies.html, You will not assign this EULA, any Order, or any right or obligation herein or delegate any performance without VMware’s prior written consent, which consent will not be unreasonably withheld. Any other attempted assignment or transfer by You will be void. VMware may use its Affiliates or other sufficiently qualified subcontractors to provide services to You, provided that VMware remains responsible to You for the performance of the services.

12.2 Notices. Any notice delivered by VMware to You under this EULA will be delivered via mail, email or fax.

12.3 Waiver. Failure to enforce a provision of this EULA will not constitute a waiver.

12.4 Severability. If any part of this EULA is held unenforceable, the validity of all remaining parts will not be affected.

12.5 Compliance with Laws; Export Control; Government Regulations. Each party shall comply with all laws applicable to the actions contemplated by this EULA. You acknowledge that the Software is of United States origin, is provided subject to the U.S. Export Administration Regulations, may be subject to the export control laws of the applicable territory, and that diversion contrary to applicable export control laws is prohibited. You represent that (1) you are not, and are not acting on behalf of, (a) any person who is a citizen, national, or resident of, or who is controlled by the government of any country to which the United States has prohibited export transactions; or (b) any person or entity listed on the U.S. Treasury Department list of Specially Designated Nationals and Blocked Persons, or the U.S. Commerce Department Denied Persons List or Entity List; and (2) you will not permit the Software to be used for, any purposes prohibited by law, including, any prohibited development, design, manufacture or production of missiles or nuclear, chemical or biological weapons. The Software and accompanying documentation are deemed to be “commercial computer software” and “commercial computer software documentation”, respectively, pursuant to DFARS Section 227.7202 and FAR Section 12.212(b), as applicable. Any use, modification, reproduction, release, performing, displaying or disclosing of the Software and documentation by or for the U.S. Government shall be governed solely by the terms and conditions of this EULA.

12.6 Construction. The headings of sections of this EULA are for convenience and are not to be used in interpreting this EULA. As used in this EULA, the word ‘including’ means “including but not limited to”.

12.7 Governing Law. This EULA is governed by the laws of the State of California, United States of America (excluding its conflict of law rules), and the federal laws of the United States. To the extent permitted by law, the state and federal courts located in Santa Clara County, California will be the exclusive jurisdiction for disputes arising out of or in connection with this EULA. The U.N. Convention on Contracts for the International Sale of Goods does not apply.

12.8 Third Party Rights. Other than as expressly set out in this EULA, this EULA does not create any rights for any person who is not a party to it, and no person who is not a party to this EULA may enforce any of its terms or rely on
12.9 Order of Precedence. In the event of conflict or inconsistency among the Product Guide, this EULA and the Order, the following order of precedence shall apply: (a) the Product Guide, (b) this EULA and (c) the Order. With respect to any inconsistency between this EULA and an Order, the terms of this EULA shall supersede and control over any conflicting or additional terms and conditions of any Order, acknowledgement or confirmation or other document issued by You.

12.10 Entire Agreement. This EULA, including accepted Orders and any amendments hereto, and the Product Guide contain the entire agreement of the parties with respect to the subject matter of this EULA and supersede all previous or contemporaneous communications, representations, proposals, commitments, understandings and agreements, whether written or oral, between the parties regarding the subject matter hereof. This EULA may be amended only in writing signed by authorized representatives of both parties.

12.11 Contact Information. Please direct legal notices or other correspondence to VMware, Inc., 3401 Hillview Avenue, Palo Alto, California 94304, United States of America, Attention: Legal Department.

- See more at: http://www.vmware.com/download/eula/esxi50_eula.html#sthash.PWrI1eoX.dpuf